3GPP TSG-SA WG1 Meeting #59
S1-122039
Chicago, US 30th July – 3rd August 2012
Title:

Generic Potential Requirement for Lawful Interception
Agenda Item:
9.4 Feasibility Study for Proximity-based Services
Source:

Institute for Information Industry (III)
Contact: 
Kanchei (Ken) Loa ( loa@iii.org.tw )


Yi-Ting Lin (eating@iii.org.tw)

Introduction

During Kyoto meeting, three contributions [1][2][3] were proposed to discuss the lawful interception issues [4][5][6] for ProSe communications including one-to-one, one-to-many, and relay communications. During Seville meeting, network operator regulatory requirement [7] is proposed to support lawful interception for direct data path. Although it has been understood that detailed requirements should be discussed and decided on SA3, a top-level generic potential requirement regarding lawful interception should be specified in stage 1 specification from SA1. Therefore, this contribution proposes to add a generic requirement for lawful interception in Section 6 “Potential Requirements”.
Reference

[1] S1-120068, Proximity aware service consideration on lawful interception

[2] S1-120069, Relaying and intercepting for Proximity services

[3] S1-120070, Anonymously multi-party communication interception

[4] TS 33.106, Lawful interception requirements

[5] TS 33.107, Lawful interception architecture and functions
[6] TS 33.108, Handover interface for Lawful Interception (LI)
[7] S1-121202, ProSe and lawful interception
Proposal

It is proposed to change the following to TR 22.803 V0.3.0 (FS_ProSe).

*** First Change ***
6
Potential Requirements

6.3. Security Requirements

-
The operators shall be able to apply lawful interception for ProSe.
*** End of First Change ***
