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Introduction
During review of the existing use case 3 in 3GPP TR 22.805, an additional description is proposed.
When use plan congestion is detected, operator may adjust the data rate of applications. Before application-based congestion management conducted, these applications should not be misbehaving applications.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]Discussion
GSMA has developed a guideline for writing applications: “Smart app for smarter phones” which describes how to ensure the application efficiency: www.gsma.com/documents/ts-20-v1-0-smarter-apps-for-smarter-phones/23143/ but it cannot in practice be guaranteed that any application has followed such guidelines, and indeed these are guidelines and not normative requirements for writing applications.
There are many difficulties in identifying all of the applications that could be running on a user terminal. It is not necessary to check all the applications, but there should be a mechanism in place to check popular applications which are likely to  generate a lot of traffic, such as P2P applications. The check process can be done by, e.g., a look-up table. For roaming users, operators could share knowledge about misbehaving application.
If an application is rarely used, or its misbehaviour is not too great, and it otherwise works as advertised, then it will very likely not be noticed at all. Such application, since they do not generate a lot of traffic, do not need to be considered as they are not problematic.
If an application that generates a lot of traffic that not currently in the look-up table emerges and becomes popular, then its in creasing impact will make it visible and its “quality” can be checked and its identity placed in the appropriate look-up table.
The above points belong to the solution space rather than the requirements space. In this TR , the focus is on the use case and scenarios. The intention is to avoid wasting network resources due to misbehaving applications.

* * * * Change * * * *
[bookmark: _Toc191012263][bookmark: _Toc191012540][bookmark: _Toc191031979]4.6	Use case 5 - Use of Application type to allow higher QoS during RAN congestion
[bookmark: _Toc191012264][bookmark: _Toc191012541][bookmark: _Toc191031980]4.6.1	Description
The RAN is resource (RF) constrained by design. This leads to frequent congestion in crowded cells, e.g. at peak hours at train stations, at peak business hours in business areas. The majority of mobile broadband traffic utilizes primary PDP context (for GPRS) or default bearer (EPC) using background service class used for “internet APN.” Subscribers use applications like social networking, OTT (Over The Top) video, blogging, internet games, FTP, software patches and updates, etc.
[bookmark: _Toc191012265][bookmark: _Toc191012542][bookmark: _Toc191031981]4.6.2	Pre-conditions
Alice and Bob are in the same congested cell/sector.
Alice is using her smart phone to check her social networking application status, browse friend photos and to subsequently perform a social network check-in application at the local coffee shop.
Bob is using mobile broadband USB stick his laptop. His laptop starts an automatic download of a new version of a large software application or an upgrade patch of, e.g. 120 MB.
During the congestion, when known download software, which will generate a lot of traffic, attempts to use network resources. Before the network grants the requested network resources, the software’s identity is checked to verify that it is not a known misbehaving application. 


4.6.5	Potential requirements

The system shall be able to detect user plane congested cells.
The system shall be able to identify, differentiate and prioritize different applications like social networking, OTT video, blogging, internet games, FTP, software patches and updates software downloads etc., based on the QoS attributes of their communications.


* * * * End of Changes * * * *
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