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1. Proposal
Some additional text is proposed to consider the movement of a MTC device. 
It is proposed to agree on the proposed changes.

----------- START OF PROPOSED TEXT -----------

4.1
Communication via MTC Gateway Device
4.1.1
Scenario and Use-case 1
In this scenario, depicted in Figure 4.1.1-1, the MTC Gateway Device is a kind of MTC Device that has 3GPP mobile communication capability. The devices located at the MTC Capillary Network do not have 3GPP mobile communication capability, i.e. they are Local-Access Devices. They are connected to the MTC Gateway Device via local connectivity technologies such as IEEE 802.15, Zigbee, Bluetooth, etc. The MTC Gateway Device connects via 3GPP Access Networks to the operator network and communicate with the MTC Server(s). Thus the MTC Gateway Device acts as an agent for the Local-Access Devices in the MTC Capillary Network. The Local-Access Devices are not visible to the operator network. The MTC Gateway Device performs procedures such as authentication, authorization, registration, management and provisioning for the Local-Access Devices connected to it using local connectivity mechanisms. 
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Figure 4.1.1-1: MTC Gateway Device Communication Scenario 1

Use Case 1: Smart Grid

In future smart grid applications, it might be necessary to provide a communications path between the utility and the home appliances through the M2M gateway (ETSI M2M) or communications hub.  It is unlikely that each of these home appliances has a UE module installed. It is, however, reasonable to have an M2M gateway or communications hub to be an MTC Device.  Hence, in such deployment, the home appliances in the home area network forms a capillary network behind an MTC Gateway Device (e.g. the M2M gateway or communications hub) from 3GPP perspective. 

Use Case 2: Automotive

Future vehicles may contain many devices that use machine-type communications. For instance, the navigation unit may need access to real-time traffic information and map updates. An automatic toll-paying device will need to contact relevant authorities for toll payment. The car sensors network will need to communicate with the workshop to report on operating parameters of various parts of the car. A plug-in vehicle will need to communicate with the smart-grid to facilitate demand response kind of applications.

In one deployment model, all these devices may be implemented by a single manufacturer, and thus may communicate using common local area network protocol (e.g. the Controller Area Network), and have only a single MTC Device for access to 3GPP network.  Such an MTC Device will become the MTC Gateway Device, providing access for a capillary network of Local-Access Devices in the vehicle.

4.1.2
Scenario and Use-Case 2

In this scenario, depicted in Figure 4.1.2-1, some or all of the devices forming the MTC Capillary have 3GPP mobile communication capability (i.e. MTC Devices) and some of the devices do not have 3GPP mobile communication capability, i.e. they are Local-Access Device. In this case all the devices that are connected to the MTC Gateway use local access. MTC Devices communicating directly with the network use their 3GPP mobile communication capability. 

For example, a vehicle installed with an MTC Device of navigation and entertainment function may communicate with MTC Server independently at first to get some location service, entertainment service information. Then it moves into an airport or onto a ferry which deploys an MTC Gateway Device to provide local network connectivity for the devices within its coverage. This MTC Gateway Device may beforehand communicate with and download some useful information such as location, weather, entertainment, flight, etc from the MTC Server the vehicle previously communicated with. The MTC Device can connect to the MTC Gateway Device and fetch the information the driver wants directly from it. It can also request for additional information that the MTC Gateway Device does not provide from the MTC Server via the MTC Gateway Device. When the vehicle moves out of the coverage of the airport or of the ferry, it disconnects from the MTC Gateway Device and re-establishes connection with the operator network to communicate with the MTC Server.
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Figure 4.1.2-1: MTC Gateway Device Communication Scenario 2

Use Case: Mobile Rescue Team

[image: image3.png]Server,
Operator domain

Shared network cannection
Headduarters

Second network cannection

Local connectiviy ‘Area of rescue operation




Figure 4.1.2-2A: Mobile Rescue Team
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Figure 4.1.2-2B: Mobile Rescue Team

A group of devices (e.g. sensors) may be employed by a mobile emergency resuce team communicating with the rescue headquarter. In most applications, these devices need to communicate among themselves, in addition to communicating with the headquarter server.  Hence, once the devices are deployed, a local network connectivity will usually be established among themselves (eg. using Bluetooth, WiFi, or other local area network technology).  With the local network established, it will be more resource efficient for the devices to communicate with the headquarter server via a single network connection through a “group representative” device or MTC Gateway Device (see Figure 4.1.2-2A).

However, depending on the nature of the emergency situation, different devices may be deployed for different rescue operations. Hence, there is a need for the grouping of devices to be dynamic, i.e. a device may join a group and later leave the group. A device, communicating with the rescue headquarter directly at first, moves into the coverage of the MTC Gateway Device of the local network. It can join this group and connect to this MTC Gateway Device using the local network connectivity. It can communicate with rescue headquarter through this MTC Gateway Device instead of communicating on the original network connection, communicate locally with other rescue device, and obtain some information directly from this MTC Gateway Device instead of downloading from the rescue headquarter (see Figure 4.1.2-2B).
4.1.3
Analysis

4.1.3.1 Model

For the above use cases, the following deployment model exist (refer to Figure 4.1.3-1):

-
MTC Gateway Device acts as a gateway and provides connectivity of the devices forming an MTC Capillary Network to the 3GPP access network
-
The MTC Capillary Network may contain MTC Devices.

-
The MTC Capillary Network may contain Local-Access Devices.
-
The MTC Device may move into an MTC Capillary Network and move out of an MTC Capillary Network.
For the case where a MTC device moves into a MTC Capillary Network, the MTC device may decide whether Local access or 3GPP access is used. If the service in the MTC device needs continuity, the MTC device may use 3GPP access even though it moves into an MTC Capillary Network. If the service in the MTC devices doesn’t need continuity, the MTC device may use Local access. If the MTC device wants to keep the service continuity even though it moves into a MTC Capillary Network and automatically changes to Local access, it may need another mechanism to support.  

For the case where a MTC device moves out of an MTC Capillary Network, the MTC device may automatically changes its access from Local access to 3GPP access.
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Figure 4.1.3-1: Deployment model with MTC Gateway Device communicating with MTC Server.
4.1.3.2 Addressing

Based on the model above, there is need for devices in a MTC Capillary Network to obtain connectivity via a MTC Gateway Device.  In a packet-switched architecture, this is equivalent to the devices in the MTC Capillary Network being able to obtain a routable address through the MTC Gateway Device.  

The case of Local Access Devices using non-IP communications within the MTC Capillary Network is not considered.

For IP addressing this means the local access devices be allocated private/public IPv4 addresses or global IPv6 addresses. In the above model, the MTC gateway device is a 3GPP device and is directly connected to the 3GPP network while the local access devices uses non-3GPP access technology (and is thus not “visible” to the 3GPP network),


NOTE 1: “multiple addresses” include e.g. the case of a range of continuous addresses, or multiple prefixes.


NOTE 2: the capillary network related details such as how the capillary network allocates addresses, validate uniqueness among each other, etc are out of scope.
----------- END OF PROPOSED TEXT -----------
