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Background
There has been a number of LSs on handling of CS emergency calls from a non CSG member in a CSG cell. In the latest LS from CT1 to SA1 ”Reply LS on Handling of CS emergency call from non CSG member on a CSG cell” (S1-120235/C1-120480) CT1 comment that in their views the responses from SA1 and SA2 are not completely aligned. (SA1 stated in its previous LS that “CSG membership does not have any bearing on emergency call support in HNB/HeNB”.) 

CT1 also comment that, as confirmed by SA2, in certain cases a UE without CSG subscription for the respective HeNB cell will be subject to local access restriction and thus not be able to receive IMS emergency services - in contrast to a UE with CSG subscription.
In light of the above CT1 ask SA1 to re-consider its response in the previous LS. 

Discussion

The question in CT1’s LS is on whether emergency calls shall be allowed from a UE in a CSG cell where the subscriber is not allowed normal service because not being a member of the relevant CSG. 

The generic question, that CT1’s question is a part of, is whether emergency calls shall be allowed from a UE that is not allowed normal service in the cell where it is camping. This question is, however, already answered and the corresponding implementation is already specified. 

In 3GPP TS 23.401 V11.1.0 (2012-03) section 4.3.12 “IMS Emergency Session Support” (copied further down in this discussion document) it is stated that emergency bearer services are provided to UEs that are in limited service state, depending on local regulation and an operator’s policy. 

In 3GPP TS 23.122 V11.1.0 (2011-12) section 3.5 “No suitable cell (limited service state)” (also copied further down in this discussion document) it is stated that “there are a number of situations in which the MS is unable to obtain normal service from a PLMN” and that “under any of these conditions, the MS attempts to camp on an acceptable cell … so that emergency calls can be made if necessary”. In tables 1 and 2 in section 5 “Tables and figures” of the same TS it is stated that these conditions include the case of an MS being “not authorized for this CSG” (i.e. when camping on a CSG cell).  
So, it is clear from the above that it is already specified that a UE that is camping on a CSG cell without being member of that CSG, and therefore is not allowed normal service, shall be allowed to initiate emergency calls, as depending on local regulation and an operator’s policy.
When checking the relevant stage 1 specifications, however, it can be seen that there are no explicit requirements that correspond to this functionality. 

Proposal

To answer the generic question of which CT1’s question is a part, and to align with existing specifications, we therefore propose to add an explicit stage 1 requirement for this already specified functionality. 
For Rel-9 and Rel-10 this requirement would be valid for emergency calls both in the CS CN Domain and in the IM CN subsystem. For Rel-11 and Rel-12 this requirement would be valid for emergency calls both in the CS CN Domain and in the IM CN subsystem and for IMS Multimedia Emergency Sessions. 
Excerpt from 3GPP TS 23.401 V11.1.0 (2012-03) (with my highlighting in 4.3.12.1)
4.3.12
IMS Emergency Session Support

4.3.12.1
Introduction

Clause 4.3.12 IMS Emergency Session provides an overview about functionality for emergency bearer services in a single clause. The specific functionality is described in the affected procedures and functions of this specification. For discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.

Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are functionalities provided by the serving network when the network is configured to support emergency services. Emergency bearer services are provided to normal attached UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a subscription. Depending on local regulation and an operator's policy, the MME may allow or reject an emergency attach request for UEs in limited service state. Four different behaviours of emergency bearer support have been identified as follows:

a.
Valid UEs only. No limited service state UEs are supported in the network. Only normal UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. It is not expected that a normal UE would perform an emergency attach. Normal UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.

b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.

To provide emergency bearer services, the MME is configured with MME Emergency Configuration Data that are applied to all emergency bearer services that are established by an MME on UE request. The MME Emergency Configuration Data contain the Emergency APN which is used to derive a PDN GW, or the MME Emergency Configuration Data may also contain the statically configured PDN GW for the Emergency APN.

UEs that are in limited service state, as specified in TS 23.122 [10], initiate the Attach procedure with indicating that the attach is to receive emergency services. Also UEs that had attached for normal services and do not have emergency bearers established and are camped on a cell in limited service state (e.g. because of restricted Tracking Area or not allowed CSG) shall initiate this Attach procedure, indicating that the attach is to receive emergency services. The network supporting emergency services for UEs in limited service state provides emergency bearer services to these UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or a valid subscription, depending on local regulation. The UEs in limited service state determine that the cell supports emergency services over E-UTRAN from a broadcast indicator in AS.
For a UE that is Emergency Attached, if it is unauthenticated the EPS security context is not set up on UE.

UEs that camp normally on a cell, i.e. without any conditions that result in limited service state, initiate the normal initial attach procedure if not already attached. Normal attached UEs initiate the UE Requested PDN Connectivity procedure to receive emergency bearer services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over E-UTRAN from the Emergency Service Support indicator in the Attach and TAU procedures. UEs that camp normally on a cell may also use the emergency attach procedure under conditions specified in TS 24.301 [46], e.g. when the MM back-off timer is running.

NOTE 1:
Failure of the normal initial attach may occur e.g. when the network rejects the request with a back-off time.

NOTE 2:
The establishment of the emergency bearer services may fail when the UE needs to perform a TAU prior to the UE Requested PDN Connectivity procedure, i.e. the UE moved into a non-registered Tracking Area with the MM back-off timer running in the UE.

For a UE that is Emergency Attached, normal PLMN selection principles apply after the end of the IMS emergency session.

For emergency bearer services any EPC functions, procedures and capabilities are provided according to clause 4 except when specified differently in the following sections.

For emergency bearer services there is no support of inter PLMN mobility in this version of the specification.

For emergency bearer services there is no support of handover from non-3GPP access to E-UTRAN access in this version of the specification.

The UE shall set the RRC establishment cause to emergency as defined in TS 36.331 [37] when it requests an RRC connection in relation to an emergency session. Specific situations that require setting the RRC establishment cause to emergency are described in TS 24.301 [46].

When a PLMN supports IMS emergency services, all MMEs in that PLMN shall have the same capability to support emergency bearer services.

NOTE:
Idle mode Signalling Reduction (ISR) is not supported by the network for UEs that only have bearers related to emergency bearer service.

4.3.12.2
Architecture Reference Model for Emergency Services

According to clause 4.2, the non-roaming architectures (Figure 4.2.1-1 and Figure 4.2.1-2) and roaming architecture with the visited operator's application function (Figure 4.2.2-3) apply for emergency services. The other roaming architectures with services provided by the home network do not apply for emergency services.

4.3.12.3
Mobility and Access Restrictions for Emergency Services

When Emergency Services are supported and local regulation requires Emergency Sessions to be provided regardless of mobility or access restrictions, the Mobility Restrictions in clause 4.3.5.7, should not be applied to UEs receiving emergency services. When the E-RABs for emergency bearers are established, the ARP values for emergency bearer services indicate the usage for emergency services to the E-UTRAN.

During handovers, the source E-UTRAN and source MME ignore any UE related restrictions during handover evaluation when there are active emergency bearers. E‑UTRAN shall not initiate handover to GERAN PS domain. During handover to a CSG cell, if the UE is not a CSG member of target CSG cell and has emergency bearer services, the target eNodeB only accepts the emergency bearers and the target MME releases the non-emergency PDN connections that were not accepted by the target eNodeB as specified in clause 5.10.3. Such UEs behave as emergency attached.

During Tracking Area Update procedures, including a TAU as part of a handover, the target MME ignores any mobility or access restrictions for UE with emergency bearer services where required by local regulation. Any non emergency bearer services are deactivated, according to clause 5.10.3, by the target MME when not allowed by the subscription for the target location. Such UEs behave as emergency attached. To allow the emergency attached UE to get access to normal services after the emergency session has ended and when it has moved to a new area that is not stored by the UE as a forbidden area, the UE may explicitly detach and reattach to normal services without waiting for the emergency PDN connection deactivation by the PDN GW.

This functionality applies to all mobility procedures.

4.3.12.3a
Reachability Management for UE in ECM-IDLE state

An emergency attached UE when its periodic TAU update timer expires shall not initiate a periodic TAU procedure but enter EMM-DEREGISTERED state. For emergency attached UEs the MME runs a mobile reachable timer with a similar value to the UE's periodic TAU timer. Any time after expiry of this timer the MME may change the EMM state of an emergency attached UE to EMM-DEREGISTERED. The MME assigns the periodic TAU timer value to emergency attached UE. This timer keeps the UE emergency attached after change to EMM-IDLE state to allow for a subsequent emergency service without a need to emergency attach again.

4.3.12.4
PDN GW selection function (3GPP accesses) for Emergency Services

When a PDN GW is selected for IMS emergency services support, the PDN GW selection function described in clause 4.3.8.1 for normal bearer services is applied to the Emergency APN or the MME selects the PDN GW directly from the MME Emergency Configuration Data. If the PDN GW selection function described in clause 4.3.8.1 is used it shall always derive a PDN GW in the visited PLMN, which guarantees that also the IP address is allocated by the visited PLMN. In networks that support handover between E‑UTRAN and HRPD accesses, the MME selects a PDN GW that is statically configured in the MME Emergency Configuration Data. The PDN GW selection does not depend on subscriber information in the HSS since emergency service support is a local, not subscribed service. The MME Emergency Configuration Data contains the Emergency APN which is used to derive a PDN GW, or the MME Emergency Configuration Data may also contain the statically configured PDN GW for the Emergency APN.

This functionality is used by the Attach procedure and by the UE Requested PDN Connectivity procedure, in both cases when establishing emergency bearer services.

NOTE:
It is assumed that the same PDN GW is configured in 3GPP and HRPD accesses.

4.3.12.5
QoS for Emergency Services

Where local regulation require supporting calls from an unauthorised caller, the MME may not have subscription data. Additionally, the local network may want to provide IMS emergency services support differently than what is allowed by a UE subscription. Therefore, the initial QoS values used for establishing emergency bearer services are configured in the MME in the MME Emergency Configuration Data.

NOTE:
For IMS emergency services prior to this Release of this specification, dynamic PCC support was not required in the specifications. In such cases, the PDN GW sets the ARP value that is reserved for emergency services, which the PDN GW bases on the usage of the Emergency APN.

This functionality is used by the Attach procedure and by the UE Requested PDN Connectivity procedure, in both cases when establishing emergency bearer services.

4.3.12.6
PCC for Emergency Services

Dynamic PCC is used for UEs establishing emergency service, the procedures are as described in TS 23.203 [6]. When establishing emergency bearer services with a PDN GW, according to clause 4.7.5, the PCRF provides the PDN GW with the QoS parameters, including an ARP value reserved for the emergency bearers to prioritize the bearers when performing admission control. Dynamic PCC shall be used to manage IMS emergency sessions when an operator allows IMS emergency sessions.

NOTE:
For IMS emergency services prior to this Release of this specification, dynamic PCC support was not required in the specifications. According to clause 4.7.5, when solely using voice/GTT, local configuration of static policy functions is also allowed prior to this Release of this specification and is not subject to standardization.

The PCRF ensures that the emergency PDN connection is used only for IMS emergency sessions. The PCRF rejects an IMS session established via the emergency PDN connection if the AF (i.e. P-CSCF) does not provide an emergency indication to the PCRF.

4.3.12.7
Load re-balancing between MMEs for Emergency Services

As per load re-balancing procedures in clause 4.3.7.3, the MME is allowed to off-load ECM-CONNECTED mode UEs by initiating S1 Release procedures. When a UE is in ECM-CONNECTED mode with an active emergency bearer service, the MME should not release the UE for load re-balancing. The MME should wait until the UE initiates a TAU or becomes inactive. The MME may release the UE under critical conditions such as the need to perform an MME node restart.

4.3.12.8
IP Address Allocation

Emergency bearer service is provided by the serving PLMN. The UE and PLMN must have compatible IP address versions in order for the UE to obtain a local emergency PDN connection. IP address allocation in the serving PLMN is provided per clause 5.3.1 with the exception that the PDN GW associated with the emergency APN shall support PDN type IPv4 and PDN type IPv6.

4.3.12.9
Handling of PDN Connections for Emergency Bearer Services

The default and dedicated EPS bearers of a PDN Connection associated with the emergency APN shall be dedicated for IMS emergency sessions and shall not allow any other type of traffic. The emergency bearer contexts shall not be changed to non-emergency bearer contexts and vice versa. The PDN GW shall block any traffic that is not from or to addresses of network entities (e.g. P-CSCF) providing IMS emergency service. Dynamic PCC shall be deployed in order to support IMS emergency sessions, the procedures are as described in TS 23.203 [6]. If there is already an emergency PDN GW connection, the UE shall not request another emergency PDN Connection. The MME shall reject any additional emergency PDN Connection requests. The UE shall not request any bearer resource modification for the emergency PDN connection. The PDN GW shall reject any UE requested bearer resource modification that is for the emergency PDN Connection. The ARP reserved for emergency bearer service shall only be assigned to EPS bearers associated with an emergency PDN Connection.

4.3.12.10
ISR function for Emergency Bearer Services

When UE has only emergency bearer service, ISR does not apply.

Excerpts from 3GPP TS 23.401 V11.1.0 (2012-03) (with my highlighting)
3.5
No suitable cell (limited service state)

There are a number of situations in which the MS is unable to obtain normal service from a PLMN. These include:
a)
Failure to find a suitable cell of the selected PLMN;

b)
No SIM in the MS; 

c)
A "PLMN not allowed" response to an LR;

d)
An "illegal MS", "illegal ME" or "IMSI unknown in HLR" response to an LR; (Any SIM in the ME is then considered "invalid".)

e)
A "GPRS not allowed" response to an LR of a GPRS MS attached to GPRS services only. (The cell selection state of GPRS MSs attached to GPRS and non-GPRS depends on the outcome of the location updating.)
(In automatic PLMN selection mode, events (a), (c) and (e) would normally cause a new PLMN selection, but even here, the situation may arise when no PLMNs are available and allowable for use).
Under any of these conditions, the MS attempts to camp on an acceptable cell, irrespective of its PLMN identity, so that emergency calls can be made if necessary. When in the limited service state with a valid SIM, the MS shall search for available and allowable PLMNs in the manner described in subclause 4.4.3.1 and when indicated in the SIM also as described in subclause 4.4.3.4. With the exception of performing GPRS attach or EPS attach for emergency bearer services, no LR requests are made until a valid SIM is present and either a suitable cell is found or a manual network reselection is performed. When performing GPRS attach or EPS attach for emergency bearer services, the PLMN of the current serving cell is considered as the selected PLMN for the duration the MS is attached for emergency bearer services. In the limited service state the presence of the MS need not be known to the PLMN on whose cell it has camped.
There are also other conditions under which only emergency calls may be made. These are shown in table 2 in clause 5.
5
Tables and Figures

Table 1: Effect of LR Outcomes on PLMN Registration

	Location Registration Task State
	Registration Status
	Registered PLMN is

	Updated
	Successful
	Indicated in the stored registration area identity

	Idle, No IMSI
	Unsuccessful
	No registered PLMN (3) (4)

	Roaming not allowed:
	
	

	a) PLMN not allowed
	Unsuccessful
	No registered PLMN (4)

	b) LA not allowed or TA not allowed
	Indeterminate(1)
	No registered PLMN 

	c) Roaming not allowed in this LA or Roaming not allowed in this TA
	Indeterminate (2)
	No registered PLMN (4)

	d) No Suitable Cells In Location Area or No Suitable Cells in Tracking Area
	Indeterminate (5)
	No registered PLMN 

	e) Not authorized for this CSG
	Indeterminate (6)
	No registered PLMN

	Not updated
	Unsuccessful
	No registered PLMN (4)

	1)
The MS will perform a cell selection and will eventually either enter a different state when the registration status will be determined, or fail to be able to camp on a new cell, when registration status will be unsuccessful.

2)
The MS will select the HPLMN (if the EHPLMN list is not present or is empty) or an EHPLMN (if the EHPLMN list is present) if in automatic mode and will enter Automatic Network Selection Mode Procedure of subclause 4.4.3.1. If in manual mode, the MS will display the list of available PLMNs and follow the Manual Network Selection Mode Procedure of subclause 4.4.3.1.2 If the appropriate process does not result in registration, the MS will eventually enter the limited service state. 

3)
An MS may have different update states for GPRS and non-GPRS. A PLMN is registered when at least one of both update states is updated.

4)
The stored list of equivalent PLMNs is invalid and can be deleted.

5)
The MS will attempt registration on another LA or TA of the same PLMN, or equivalent PLMN if available.Otherwise it will enter either the Automatic Network Selection Mode procedure of subclause 4.4.3.1 or follow the Manual Network Selection Mode procedure of subclause 4.4.3.1.2. If the appropriate process does not result in registration, the MS will eventually enter the limited service state.
6)
The MS will attempt registration on another cell of the same PLMN, or equivalent PLMN if available.Otherwise it will enter either the Automatic Network Selection Mode procedure of subclause 4.4.3.1 or follow the Manual Network Selection Mode procedure of subclause 4.4.3.1.2. If the appropriate process does not result in registration, the MS will eventually enter the limited service state.
NOTE 1:
MSs capable of GPRS and non-GPRS services may have different registration status for GPRS and for non-GPRS.

NOTE 2:
The registered PLMN is determined by looking at the stored registration area identity and stored location registration status.




Table 2: LR Process States and Allowed Actions

	Location Registration
	New LR request when


	Normal Calls
	Paging responded

	Task State
	Changing Cell
	Changing registration area
	Changing PLMN
	Other
	Supported (1)
	to

	Null (4)
	No
	Yes
	Yes
	No
	No
	No

	Updated, (5)
	No
	Yes
	Yes
	(2)
	Yes
	Yes

	Idle, No IMSI (7)
	No
	No
	No
	No
	No
	No

	Roaming not allowed:
	
	
	
	
	
	

	a) Idle, PLMN not allowed
	No
	No
	Yes
	No
	No
	Optional if with IMSI

	b) Idle, LA not allowed or TA not allowed
	No
	Yes(6)
	Yes
	No
	No
	Optional if with IMSI

	c) Idle, Roaming not allowed in this LA or

Roaming not allowed in this TA
	No
	Yes(6,8)
	Yes
	No
	No
	Optional if with IMSI

	d) No Suitable Cells In Location Area or

No Suitable Cells In Tracking Area
	No
	Yes(6,8)
	Yes
	No
	No
	Optional if with IMSI

	e) Not authorized for this CSG
	No
	Yes (6,8)
	Yes
	No
	No
	Optional if with IMSI

	Not updated
	Yes
	Yes
	Yes
	(2)&(3)
	(3)
	Yes if with IMSI

	1):
Emergency calls may always be made, subject to access control permitting it.

2):
A new LR is made when the periodic registration timer expires.

3):
If a normal call request is made, an LR request is made. If successful the updated state is entered and the call may be made.

4):
The MS is in the null state from switch on until it has camped on a cell and either made an LR attempt or decided that no LR attempt is needed.

5):
In this state, IMSI detach is performed if the MS is deactivated and the BCCH indicates that IMSI attach/detach shall be used. An LR request indicating IMSI attach is performed if the MS is activated in the same registration area in which it was deactivated while being in this state.

6):
An MS shall not perform a new LR when the new routing area is part of an LA or TA contained in any of the lists "forbidden LAs for roaming", "forbidden TAs for roaming", "forbidden LAs for regional provision of service", "forbidden TAs for regional provision of service" or the new cell is a CSG cell which is not part of any of the lists "Allowed CSG list", "Operator CSG list".

7):
The GPRS registration status "Idle, no IMSI" is entered when LR is rejected with cause "GPRS not allowed". The non-GPRS registration status "Idle, no IMSI" is entered when the cause "IMSI unknown in HLR" is received. 
8): 
A MS shall perform a LR if it has entered a registration area whatever the registration area stored in the MS.


