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Background
To proceed with the SSO requirements, now that the TR is approved and we are starting normative work, and to avoid going too far into implementations in the requirements and thereby risk to limit the freedom for finding solutions in stage 2 and stage 3, we believe that it would be best to start with a generic, high level requirement as the base-line, and then add to that as needed. We have formulated what we believe would be a candidate for such a generic, high level requirement and would like to propose that as a start of the normative work. 
Proposal

Add a generic, high level requirement as follows: 
"It shall be possible for Operators to provide SSO service which enables users to access 3rd party services (also called Affiliated Application Services) using Operator controlled user credentials and policies by re-using the existing 3GPP specified authentication mechanisms."

Discussion

As far as we understand, this requirement would cover the functionality of the following requirements in TR 22.895: 
· REQ_SSO_001: "The SSO Service provided by the SSO Provider shall provide secure seamless and transparent access to Affiliated Application Services to the user."
· REQ_SSO_002: "The SSO Service provided by the SSO Provider shall provide secure seamless and transparent access to Affiliated Application Services for subscribers to the SSO Service using devices that support either 3GPP access or non-3GPP access."

(We believe that as soon as a user has access to the 3GPP core network then she can use all services provided by that network. Therefore it doesn't matter which accesses are used, as long as the accesses themselves are supported.) 
· REQ_SSO_004: "The SSO Service shall support authentication based on operator-controlled credentials and policies." 
· REQ_SSO_006: "The SSO Service shall support seamless service continuity between 3GPP access and non-3GPP access technologies during the same Affiliated Applications Service session."

(The same reasoning as for REQ_SSO_002: This should be no problem as long as the accesses themselves, and handover between those are supported.) 

· REQ_UE_003: "For the UE that supports non-3GPP access, transitions between 3GPP access and non-3GPP access technologies shall be transparent to the user from an SSO Service perspective."

(The same reasoning as for REQ_SSO_002: This should be no problem as long as the accesses themselves, and handover between those are supported.) 

· REQ_UE_004: "The UE shall be able to initiate the SSO Service regardless of the access technologies supported by the UE."

(The same reasoning as for REQ_SSO_002: This should be no problem as long as the accesses themselves are supported.) 

And then a question; is there anything in 

· REQ_SSO_005: "The SSO Service may support negotiation and use of an agreed authentication method between the Operator and the SSO Provider. The negotiation of an authentication method may be repeated each time the user accesses an AASPs service."

that would not be covered by the proposed generic, high level requirement? 

