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1. Introduction
At the last SA1 meeting a new WID was presented proposing expanding the EAB concept to accommodate UEs that operate multiple applications/services (see S1-120130). The reasoning behind the new work item is based on the fact that MTC UEs may run multiple applications where each application may require a different level of priority to access the network, e.g. an MTC UE running a low priority application and an emergency application at the same time. One example mentioned in the WID for resolving this issue is by having different levels of Access Delay based on the services a UE support. However, the study of this WID should not be limited only to this particular area. This paper provides proposals for discussion on the direction the new WID should take when studying use cases and requirements for service based access control, taking into account topics/areas that 3GPP has already worked on. 
2. Discussion

Service Based Access Control is a method for the network to “control” the UE behaviour. However, it is important to note that 3GPP has already Work/Study Items that are focused in this particular area. A summary of the related work and study items provided below:

MAPIM (SP-110452)
MAPIM studies solutions from the mobility point of view where a subset of a UE’s IP flows that relate to a particular application can be transferred to a different access. The network can control the UE services by instructing the UE to offload some services in a different access.
UPCON (SP-110819)
UPCON studies UE access control methods and network behaviour based on the user plane congestion status in a cell.
SIPTO (SP-100705) 
SIPTO allows the network to offload part or all the traffic of the UE in a local network. It is a form of access control where the network operator can decide to bypass signalling to the core network.

IFOM (SP-100089)
IFOM provides a method where the UE can transfer IP flows from a 3GPP access to a WLAN access based on operator statically configured policies that the UE is provisioned from the ANDSF. It allows the network to implicitly provide access control policies to the UE with the limitation that such policies are statically configured and cannot be updated dynamically.
DIDA (SP-110752)
Similarly to IFOM, DIDA (a Release 11 SA2 work item) provides an access control method by “instructing” a UE to use a specific access for a particular application, based on the network’s knowledge of application IDs. DIDA has the same limitation as IFOM where the functionality is limited to operator’s statically configured policies of well known applications that the UE is provisioned from the ANDSF. 
SSAC (SP-080756)

SA1 has also studied access control requirements in Release 9 where specific use cases for emergency and priority services were taken into consideration. The proposed requirements allowed the network to apply independent access control for MMTEL service as well as other data services.
In summary 3GPP has developed methods of access control that are either implicit or explicit to the UE. 
Explicit methods provide the means to the network to control the UE’s access without requiring the UE to have a specific behaviour. For example, in SIPTO, the decision to offload the UE traffic to the local network relies fully from the network. The UE will simply follow the network decision and offload services from an IP connection in the 3GPP access to an IP connection in the local network.  It is important to note that a network-based control is favoured in the UPCON SI since most of the UPCON use cases and suggested requirements rely on the network to act on reports of congestion from a cell rather than waiting for the UE to act. There is also the added advantage that the core network currently supports deep packet inspection functionality (see 3GPP TS 23.203 clause 6.2.9 on TDF functionality for more details) where the network can be aware of applications that the UE is currently running. Hence, a dynamic approach where the network could take access control decisions based on the UE’s active services would be beneficial to an operator.
Implicit methods rely purely on the UE. Particular examples are the IFOM and DIDA work where the UE receives instructions from the network to act accordingly based on specific UE or user behaviour. One example is instructions for NSWLAN offload based on a specific WLAN SSID and IP packets sent by the UE to specific destination IP address or port. Such approach as previously mentioned has the limitation that the instructions are statically configured and cannot be dynamically updated by the network. Therefore, the network will not be aware of the services currently run or supported by the UE. The network would need to trust that the UE would behave accordingly based on the instructions sent by the network. A dynamic approach is much more beneficial since the UE will be running applications that the network may not be aware of with the consequence that the network will not be able to provide access control to such services. In addition, this method also requires the UE to support specific functionality in order to carry out the service based access control “instructions” sent by the network. Therefore, the new feature will not be applicable to legacy UEs, limiting the range of UEs where the network can carry out service based access control.

The current Access Class Barring mechanism is based on UE pre-configuration and the network providing access class barring information via a broadcast message. The proposed WID on Service Based Access control in the previous SA1 meeting proposed to study a technical approach that allows the operator to provide access control “instructions” to UEs camping on their network as well as taking into account that the UE may be running a variety of applications that can be unknown to the network. Expanding the current ACB mechanism to a wider range of services may increase the implementation complexity of the UE since the UE will be needed to be pre-configured with additional ACB information. In addition, relying only on an implicit mechanism to support Service Based Access control may result in the UE requiring to handle too many variables when addressing all the instructions sent by the network for a number of services or applications that could result in the UE delaying to act on suggested network instructions. However, considering the work that 3GPP has carried out previously as well as the advantages and disadvantages of each approach as highlighted above we believe that the proposed WID objectives should be generic enough to allow SA1 to study technical approaches that are flexible enough to accommodate both implicit and explicit methods of service based access control.
3. Conclusion

The scope of the Service Based Access control WID should include use cases and requirements that have limited/no UE impact as well as include methods where the network can be aware of all services that the UE is actively running from the point the UE is attached to a network.

We propose to take into consideration the points raised on this paper when discussing the Service Based Access Control WID.
