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	The Liaison Statement SP-110890 from TSG SA (in S1-120221) places two actions on SA1;
1. To specify the Rel-11 requirements related to a USIM data file with two settings from Rel-11 and onwards. SA defines a HPLMN PWS disable field which disables PWS support in the HPLMN and PLMNs equivalent to it, and an unsecured PWS disable field which mandates the UE to ignore all PWS warning messages that are received without security protection.
2. To determine whether the above can be included in any frozen release and to inform the other working groups of requirements in this area.
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	New requirements for the two new USIM data fields are added in Section 4.6.4.
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/* start of change */ 
4.6.4
Enabling and disabling of Warning Notifications

The PWS-UE shall be configured to receive all Warning Notifications.

It shall be possible for users to disable (e.g., opt-out) presentation of some or all of the Warning Notifications, subject to regulatory requirements and/or operator policy. The user shall be able to select PWS-UE enabling/disabling options via the User Interface to disable, or later enable, the PWS-UE behavior in response to some or all Warning Notifications.  Depending on the regional/regulatory requirements, the user shall be able to receive Warning Notifications in one or more selected languages.

Where regional or national regulations allow, the HPLMN operator shall be able instruct the PWS-UE to ignore all PWS warning messages in the HPLMN and in PLMNs equivalent to it, by means of a setting on the USIM.
Where regional or national regulations allow, the HPLMN operator shall be able to instruct the PWS-UE to ignore all PWS warning messages that are received without security protection, by means of a setting on the USIM. 
NOTE:
Non-existing or empty USIM data files results in all Warning Notifications being presented to the PWS application.
/* end of change */
