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1. Overall Description:

CT1 would like to thank SA1 and SA2 for their response LSs on "Handling of CS emergency call from non CSG member on a CSG cell".
CT1 noted the response from SA1:
The CSG membership of a UE does not have any bearing on emergency call support in a CSG cell. This means that regulatory requirements for providing emergency calls affect both non-CSG and CSG members in the same way. This is in line with the response from SA2.

and the CRs attached to the LS sent by SA1.

CT1 would like to comment that in CT1's views the responses from SA1 and SA2 are not completely aligned:
As indicated in SA2's response, SA2 identified for their work on IMS emergency calls 4 different possible network configurations for providing emergency services according to different regulatory requirements:

a.
Valid UEs only. No limited service state UEs are supported in the network. Only normal UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. It is not expected that a normal UE would perform an emergency attach. Normal UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.

b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.

CT1 agrees that in a network with configuration b), c) or d), the CSG membership (or non-membership) of a UE will not have any bearing on emergency call support in a CSG cell.
However, as confirmed by SA2, in a network with configuration a), a UE without CSG subscription for the respective HeNB cell will be subject to local access restriction and thus not be able to receive IMS emergency services - in contrast to a UE with CSG subscription.

CT1 therefore kindly asks SA1 to re-consider whether the note added in CR0185 to TS 22.011 and CR0145 to TS 22.220: 
NOTE:
CSG membership does not have any bearing on emergency call support in HNB/HeNB
is correct.

2. Actions:

To SA1 group.

ACTION: 
CT1 kindly asks SA1 to re-consider whether the note added in CR0185 to TS 22.011 and CR0145 to TS 22.220 is correct.
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