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1. Overall Description:
When SA3 discussed about key issue-secure connection, SA3 found a mismatch between SA2 SIMTC architecture and SA1 requirement based on our understanding.
In direct deployment model of SA2 SIMTC architecture, MTC Device communicates with MTC Application directly but not via MTC server. From security point of view, secure connection can be established between MTC Device and MTC Application in this case. However, in SA1 TS22.368 section 7.2.10, secure connection is defined to be established between the MTC Device and MTC Server. 
To ensure secure communication, SA3 would like to ask SA1 to extend secure connection to be established between MTC Device and MTC Server in case of indirect model or MTC Device and MTC Application in case of direct model.
2. Actions:

To 3GPP SA1: 

SA3 kindly asks SA1 to take the mismatch mentioned above into account and update TS 22.368.
3. Date of Next TSG-RAN WG2 Meetings:
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