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Abstract: This document proposes changes to the IPv4 address and IPv6 address section.

1. Proposal
Some texts are proposed to change and additional text is proposed. 
It is proposed to agree on the proposed changes.
----------- START OF PROPOSED TEXT -----------

9.7
IPv4 Address
`IPv4 addresses are not considered suitable as public identifiers, but only as routing identifiers.

Today, IPv4 addresses are the primary means for routing packets to any device connected to the Internet. IPv4 addresses are used within nearly every internal IP network as well (some network operators have transitioned to IPv6, but most are either in process or not yet starting that process). Every MTC device would need to be assigned a permanent IP address under this scheme. As an address resource, IPv4 addresses are even more scarce than MSISDNs and in some countries, it may not be possible to allocate IPv4 addresses to MTC devices due to the exhaustion of IPv4 address. 

IP address conservation measures for years in an effort to continue to use IPv4 addresses. One consequence of these conservation efforts is the prevalent use of dynamic IP address assignment by network operators. This goes for MNOs as well as wired IP network operators. The very existence of network address translators (NATs) is due to these IP conservation efforts.

IPv4 addresses will work as an addressing mechanism for MTC devices, but only in the near term. Their scarcity argues against using them much longer than that. Further, IP addresses as a public address has proven to be less than friendly to human users, as anyone who has maintained an IP routing table can attest.

In addition, the use of IP addresses only works through level four of the OSI network model. Session management and authentication tools at level 5 need to be provided by the network or device operator. Standards exist for these upper levels, but using IP addresses to identify devices does not take advantage of them. 
9.8  
IPv6 Address
IPv4 addresses are not considered suitable as public identifiers, but only as routing identifiers.

IPv6 addresses offer the huge advantage over IPv4 as not being a scarce resource. It is possible to assign every device currently connected to the Internet and every device expected to be connected in the future (well beyond the 50 billion devices expected in the next 20 years) a permanent IPv6 address. But, in existing 3GPP systems, one of obstacles to use an IPv6 address as a MTC identifier is the difficulty to allocate permanent IPv6 addresses to MTC devices. When MTC devises are moving, the IPv6 addresses allocated from MNO may be changeable. It may be required to allocate permanent IPv6 address even though MTC devices are moving. In some use cases, MTC devices may not move permanently or may move only within small area, it is possible to allocate permanent IPv6 addresses. 
Although the basic length of an IPv6 address is longer than that of an IPv4 address and IPv6 addresses are even less friendly than IPv4 addresses, the compression scheme and the usage of DNS may mitigate the disadvantage of IPv6 addresses. Besides, in PS mobile network, for the interworking with the Internet and private managed IP networks, IPv6 addresses may provide the efficient address scheme. 
IPv6 addresses also have the same disadvantages of IPv4 when it comes to higher level functionality. Specifically, session management and authentication functionality would have to be provided by either the MNO or the device owner. Failure to use standards at this level will inhibit the interoperability of the device, especially when transferring the device from one network to another.

There may be some use cases where the session management and other functions provided by SIP are not required. In these cases, it is sufficient to use IPv6 addresses to address specific devices. Doing so requires the assignment of permanent IP addresses, but the large domain of IPv6 makes this practical as well as possible. It does preclude the dynamic assignment of IP addresses, but this may or may not be an issue. It is likely, however, that functionality provided by network operators and/or device owners will not be transferrable to other networks. Further, the software required to provide this additional functionality is likely as not to require more room than the standard SIP stack.
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