3GPP TSG-SA WG1 Meeting #56
S1-113275
November 14-18, San Francisco, CA, USA
Title:
SSO Requirements
Ag. Item:
9.2 FS_SSO_int
Source:

Intel Corporation
Contact:
Achim.luft@intel.com
1. Introduction 

This contribution proposes to add requirements from use case #10 into the requirement section in TR 22.895.
2. Proposal 
As a new use case was added to the TR 22.895, the corresponding requirements are added to the requirement section. 
### BEGINNING OF CHANGES ###

11.2

Requirements for an SSO Service

REQ_SSO_001:
The SSO Service provided by the SSO Provider shall provide secure seamless and transparent access to Affiliated Application Services to the user.

REQ_SSO_002:
The SSO Service provided by the SSO Provider shall provide secure seamless and transparent access to Affiliated Application Services for subscribers to the SSO Service using 3GPP or non-3GPP devices.

REQ_SSO_003:
The SSO Service shall be able to support the OpenID specification [aa].

REQ_SSO_004:
The SSO Service shall support authentication based on operator-controlled credentials.

REQ_SSO_005:
The SSO Service shall support varying user authentication assurance levels (e.g., from weak to strong) and freshness of the user authentication.

REQ_SSO_006:
The SSO Service shall support negotiation of an agreed authentication method between the SSO Provider and the UE each time the user is authenticated.

REQ_SSO_007:
The SSO Service shall support seamless service continuity between 3GPP access and non-3GPP access technologies during the same Affiliated Applications Service session.

REQ_SSO_008: The SSO Service shall support interworking with third party SSO services in a user transparent way.  User Authentication using a third party SSO Identity shall result in the same user experience as using the 3GPP SSO identity. The user shall be able to configure which third party SSO identitie(s) are used with the 3GPP SSO identity.
### END OF CHANGES ###

3. Recommendation

Discuss & Agree.

