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1. Introduction and Background
In the LS from (see S2-114497) replying to RAN2 on EAB Requirements, in the answer to Question 1 SA2 alludes to the possibility of broadening the assumption from Release 10, and allowing multiple priority levels assigned to MTC applications.  This translates into possibility for multiple access levels being assigned to such applications, in contrast to Release 10 assumption of single “low access priority” for EAB provisioned MTC devices.
An MTC device may be designed to perform a very specific function or communication service.  An access level would be appropriately assigned to such a device.  However, there are many devices designed to perform more complex applications, or many different applications, each with varying degree of priority, meaning degree of tolerance of access delay.  The term “access delay tolerance” refers to the application sensitivity to service/function postponement, to differentiate from “transport delay tolerance”, which is sensitivity of the service/function to delay in the transmission of a packet from its source to the destination.

In the aforementioned LS, SA2 describes one case of a variety of access delay tolerance for automotive communication devices, which perform a variety of functions, e.g.:
· Low access priority function, such as transfer of weekly engine performance/diagnostic data;

· Normal (medium) access priority function for driver-requested road traffic information;

· High priority access, e.g. for collision avoidance or crash response.

One can readily see the possibility of potential extension to more than just three levels, each associated with quantitative attributes of access delay tolerance.
This discussion paper offers a few thoughts and ideas on this subject, in an effort to stimulate discussion in a joint meeting of experts from all of SA1, SA2, and RAN2, so that possible standardization effort in the future Release incorporating this capability is studied up-front, and critical issues are identified early on.

2. Range and Variety of Access Delay
Growth in numbers and variety of MTC devices and applications is expected to continue, possibly even accelerate, as the recent trends show.  While access frequency estimates are uncertain (may be relatively small for initial applications such as smart electric grid), applications will likely migrate to more frequent access, such as health and wellness, smart highways, etc.  
This growth, and consequent network impact, is not confined to MTC.  Human-driven applications (e.g., social networking, cloud computing) which continue to proliferate, exhibit an ever-broader spectrum in terms of access delay tolerance.  Even within a given application, data packets have a variety of functions and different access delay requirements.  For example an Instant Messaging application contains message payload packet, which has a fraction of a second delay tolerance, while presence status in the same application is on the order of minutes of delay tolerance.
The key take-aways are:

· Mobile applications have a range of access delay tolerance from fraction of a second (e.g., IM payload) to hours (e.g. water-meter readout);

· Some UEs, such as MTC UEs performing a very specific function, may have a specific delay tolerance associated with that specific function;

· Many UEs can run a variety of applications (e.g. smartphones), each of which with a specific delay tolerance.

2. Problem Areas to Address

Listed here is a small subset of problems to be solved, if multi-level service-based access controls were to be standardized in 3GPP:
· Quantitative access delay classification:  While EAB has single category of access delay tolerance, which is rather qualitative (low priority), here we have to precisely quantify the categories, so that applications behave consistently, and controls by the networks can reliably and predictably manage overloads with minimum impact on the perception of quality for a large variety of applications.
· Access Control Mechanism:  While the precise standardization of how the application-based access classes are controlled is not subject to standardization, the expected behaviour of the UEs must be specified.  The trend has been toward stochastic controls, which are efficient in terms of dynamic range and required number of control bits broadcast by the radio network.  It may be desirable to use the same methodology across RATs, so that solutions can be reused, and service behaviour is similar.
· Differentiation on the basis of willingness to pay:  This is effectively already the case for ACB classes 11~15, but we may want to extend it to commercial users, applicable for roamers.
· Provisioning:  Single-function MTC devices may be readily provisioned for the correct access class commensurate with the type of application they are designed to carry out.  The complications arise for complex devices and variety of applications they run.
· Integrity:  How can it be ensured that a given application will obey the correct access class, when attempting to access the network from a device that can run different types of applications.
· Coexistence with ACB/EAB:  How does the application-based access control work in concert with or supplemental to ACB and EAB.
3. Conclusion and Recommendation 
It is evident from the above that service-based access control is a complex problem, with a range of issues to be resolved.  Although timely solution to this complex issue is important as the number of devices and applications grows, it is important that the subject matter be thoroughly addressed from the long term perspective.  We therefore recommend that this be taken up as a distinct Work Item in Release 12, independent from MTC.
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