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1. Introduction 

Usually, there are at least a dozen of applications installed in one smartphone. Some of them are pre-installed by mobile phone manufacturers or operators; others are downloaded and installed by mobile users themselves. 
This paper proposes use case for issues caused by the background traffic of mobile data applications.

2. Proposal
It is proposed that the following text be added to Section 5 (Use Cases) and Section7 (Requirements) of TR 22.801 Study on non-MTC Mobile Data Applications impacts.
* * * First Change * * * *

5.x Background traffic of mobile data applications
Applications in smartphone may automatically generate network traffic which is unperceived and out of mobile users’ control. Since the traffic is usually generated when applications are running or activated in background, here we call it ‘background traffic’, e.g. self-generated version update, automatic application data update and uploading. 
At present, lots of applications for smartphone are developed by individual developers and can be downloaded and installed optionally. As a result of the independent behaviours of different applications, background traffic can be generated anytime and anywhere. 
The background traffic can be large data flow, such as unexpected software version update and large file download. It can also be periodical data transmission, such as regular unwanted collected-data uploading and probing data for connectivity. Meanwhile, some malicious applications which are mistakenly installed may generate great background traffic.
Issues
Unlike on-demand or allowed data traffic, background traffic is usually generated automatically and unwanted. It will cause additional traffic usage and reduce battery life of UE. Customer complaint occurs when additional traffic usage is charged especially in international roaming condition.
With the increasing use of smartphones and mobile Internet applications, it's a definite possibility that good deals of UEs have malicious applications and generate background traffic together. It may aggravate the network congestion at busy hour.
Unwanted background traffic is hard to be distinguished from normal traffic from UEs.
* * * Second Change * * * *

7 Potential Requirements
The network shall be able to provide mechanisms to efficiently identify (e.g. supporting pre-defined or real-time updated service characteristics configuration based on users’ requirement) and manage (e.g. informing, blocking or delaying such traffic during busy hour) the data traffic unwanted or not permitted by mobile user. 

The network should be able to provide the capability to record detail internet accessing log. 
