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1 Introduction

In Dublin meeting, Korean Public Alert System(KPAS) was presented by TTA and related updates were made in TS22.268, introducing Korean Public Alert System(KPAS) as one of the PWS solutions. And TTA published its first release in September 28th.

At the last CT1 meeting, CR relating to Korean Public Alert System(KPAS) was discussed and message identifiers were adopted in TS23.041. During the discussion in CT1, several issues were raised for harmonization allowing roaming among CMAS, EU-alert and KPAS enabled UEs. And it was asked for TTA to consider revising its specification for harmonization among CMAS, EU-Alert and KPAS.
TTA started its revision for harmonization with CMAS and EU-Alert. And it is under review process which will be closed on November 14th and the final approval will be made in this December.

The revision work is focused on two points. One is introducing two different levels of alert service per allowing Opt-out option. The other one is using multiple message identifiers for harmonization with CMAS and EU-Alert. For your information, the last draft version of KPAS is attached as Annex.
According this work, it is proposed to reflect the revised requirements of KPAS in TS22.268 and trigger the revision of TS23.041 in CT1.
2 Proposal
It is proposed to adopt the CRs S1-113036 and S1-113037.

Annex. Draft TTAK.KO-06.0263/R1: “Korean Public Alert System over LTE network”.
Korean Public Alert System (KPAS) over LTE network

1. Introduction 
This standard defines the requirements and message format for LTE terminals to receive KPAS messages. 

2. Scope 
This standard consists of the requirements and message format for LTE terminals to receive KPAS messages.

3. Terms 
3.1 Abbreviations 
3.1.1   3GPP (3rd Generation Partnership Project)

3.1.2   CBE (Cell Broadcast Entity)

3.1.3   CMAS (Commercial Mobile Alert System)

3.1.4   KPAS (Korean Public Alert System)

3.1.5   LTE (Long Term Evolution)

3.1.6   PLMN (Public Land Mobile Network)

3.1.7   PWS (Public Warning System)

4. Network Reference Architecture
The network architecture for the KPAS message service over the LTE network should follow the 3GPP standard (3GPP TS 22.268) as shown in Figure 1. This standard defines from interfaces C to E.
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(Figure 1) Network Architecture
5. Requirements for the Korean Public Alert System (KPAS) in the LTE network
This section defines the requirements for KPAS messages to be received over the LTE network. The KPAS shall fulfill all the requirements specified in this section and the requirements included in 3GPP TS22.268 unless it is described in this section.

KPAS messages are provided with Class 0 and Class 1.

Class 0 and Class 1 are divided depending on whether the user message display on/off setting (opt out function) is enabled or not.
Class 0 shall be displayed on terminals regardless of the message display on/off setting.

Class 1 messages are displayed depending on the user’s setting of the message display on/off function. The messages are not displayed if the user sets this option to off.
KPAS shall allow users to determine if Class 1 messages shall be displayed on terminals or not (message display on/off function).
5.1 Service provisioning area 
KPAS shall be serviced per Korean Administrative district (-si, -gun, or -gu).

5.2 KPAS message display 
KPAS shall not terminate ongoing calls, and KPAS messages shall pop up on the terminals without interrupting users if displays.

5.3 KPAS message size 
Each KPAS message shall support message size up to 180 bytes (90 Korean characters).
5.4 KPAS message delivery time
The KPAS message delivery time is defined as the time from receipt of a KPAS message from a mobile service provider’s gateway (PLMN gateway) to delivery of this message to a mobile device.

The KPAS message delivery time should be as short as possible so that a KPAS message is transmitted with minimum influence on the power consumption of the terminal.

(e.g., It is recommended that an alert on a tsunami be transmitted within a few seconds.)

5.5 KPAS message duration
KPAS messages from an alert gateway, which may be the same or different messages, shall be transmitted with an interval of more than 1 minute.

5.6 KPAS message alert pattern
Mobile Terminal supporting KPAS shall provide a specific tone or vibration when the KPAS message arrives. Mobile communication service providers may implement their own alerting tone or vibration for the KPAS message. 

6. Message format
6.1. Message format
Table 1 shows the message protocols applied to KPAS messages between LTE Base Stations and Terminals.

The message format defined in the 3GPP technical specification “3GPP TS 36.331(V10.2.0)” is used.
<Table 1> Message Protocol between LTE Base Stations and Terminals
SystemInformationBlockType12 information element
3 -- ASN1START

4 SystemInformationBlockType12-r9 ::=
SEQUENCE {

5 
messageIdentifier-r9



BIT STRING (SIZE (16)),

6 
serialNumber-r9





BIT STRING (SIZE (16)),

7 
warningMessageSegmentType-r9

ENUMERATED {notLastSegment, lastSegment},

8 
warningMessageSegmentNumber-r9

INTEGER (0..63),

9 
warningMessageSegment-r9


OCTET STRING,

10 
dataCodingScheme-r9




OCTET STRING (SIZE (1)) 

OPTIONAL, 
-- Cond Segment1
11 
lateNonCriticalExtension


OCTET STRING




OPTIONAL,
-- Need OP

12 
...

13 }

14 -- ASN1STOP

	SystemInformationBlockType12 field descriptions

	dataCodingScheme

Identifies the alphabet/coding and the language applied variations of a CMAS notification. The octet (which is equivalent to the octet of the equivalent IE defined in TS 36.413 [39, 9.2.1.52]) contains the octet of the equivalent IE defined in TS 23.041 [37, 9.4.2.2.4] and encoded according to TS 23.038 [38].

	messageIdentifier

Identifies the source and type of CMAS notification. The leading bit (which is equivalent to the leading bit of the equivalent IE defined in TS 36.413 [39, 9.2.1.44]) contains bit 7 of the first octet of the equivalent IE, defined in and encoded according to TS 23.041 [37, 9.4.1.2.2], while the trailing bit contains bit 0 of second octet of the same equivalent IE.

	serialNumber

Identifies variations of a CMAS notification. The leading bit (which is equivalent to the leading bit of the equivalent IE defined in TS 36.413 [39, 9.2.1.45]) contains bit 7 of the first octet of the equivalent IE, defined in and encoded according to TS 23.041 [37, 9.4.1.2.1], while the trailing bit contains bit 0 of second octet of the same equivalent IE.

	warningMessageSegment

Carries a segment of the Warning Message Contents IE defined in TS 36.413 [39]. The first octet of the Warning Message Contents IE is equivalent to the first octet of the CB data IE defined in and encoded according to TS 23.041 [37, 9.4.2.2.5] and so on.

	warningMessageSegmentNumber

Segment number of the CMAS warning message segment contained in the SIB. A segment number of zero corresponds to the first segment, one corresponds to the second segment, and so on.

	warningMessageSegmentType

Indicates whether the included CMAS warning message segment is the last segment or not.


	Conditional presence
	Explanation

	Segment1
	The field is mandatory present in the first segment of SIB12, otherwise it is not present.


For the reference, UCS2 0x58 defined in 3GPP TS 23.038 is used for the encoding of a Korean message.

6.1.1 Message ID (Message Identifier)

To provide the KPAS service over the LTE network, the message IDs from 4370 to 4379 (Decimal) in 3GPP CBS technical specification (TS 23.041) are used. 

	Decimal
	Hex
	Meaning


	4370
	1112
	Message identifier for KPAS class 0

	4371
	1113
	Message identifier for KPAS class 1

	4372
	1114
	Message identifier for KPAS class 1

	4373
	1115
	Message identifier for KPAS class 1

	4374
	1116
	Message identifier for KPAS class 1

	4375
	1117
	Message identifier for KPAS class 1

	4376
	1118
	Message identifier for KPAS class 1

	4377
	1119
	Message identifier for KPAS class 1

	4378
	111A
	Message identifier for KPAS class 1

	4379
	111B
	Message identifier for KPAS class 1


6.1.2  CBE Data Format

The CBE data received and decoded by LTE terminals shall contain the KPAS message payload only.
7. Operation method
This section describes the requirements of KPAS for its deployment and operation. 
During operation, KPAS service shall provide the KPAS messages in Korean and enable users to choose whether to display messages on their terminals through the message display on/off setting (opt out function). Message ID 4371 is used for this purpose.
The operation of KPAS shall follow the regulations of NEMA and additional requirements of mobile communication service providers.
� For Class 0, the subscriber is not allowed to opt out from the presentation of warning messages of this MI, refer to Chapter 5.


For Class 1, the subscriber is allowed to opt out from the presentation of warning messages of this MI, refer to Chapter 5.
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