3GPP TSG-SA WG1 Meeting #55
S1-112106
Dublin, Ireland, 8 – 12 August 2011
Title:

Discussion on SIPTO use consent
Ag. Item:
7.13
Source:
Huawei
Contact:
laurence.meriau@huawei.com
1. Introduction
The current SA1 requirement in 22.220, section 5.9 specifies “Based on mobile operator SIPTO policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded”. 
According to the incoming LS S2-113834, there are 3 possible approaches: 

· a configuration-based approach, where the user consent is stored in the subscriber information;

· a dynamic approach, where the user or the UE is informed of the offload, and required to acknowledge or reject it before the network can proceed with offload at the local network;

· a combination of the above

We propose to clarify SA1 requirement to help SA2 decision.
2. Discussion
SIPTO is a Network functionality used to save Network resources so should not be conditioned by a dynamic end-user interaction (at the last moment/during bearer establishment process):

One principle of SIPTO is that its usage is for the Network Operator, to save Network resources when possible and needed. In that way, it should not depend on the end-user decision. 

Also the decision of the Network to offload some traffic can be taken by many parameters and for many devices: the reasons/needs of offload is not visible by the end-user. 

Of course, if the traffic is offloaded, the user may not experience the same level of service compared with the case when traffic is not offloaded. So it is important that the end-user provides its consent for the network to decide on the use of this functionnality. But we do not expect the end-user to be able to decide dynamically to accept or deny an offload as it has no visibility of what could be the level of service than can be obtained and no visibility of Network criteria regarding the load management.
It appears then preferable to allow the user to provide a pre-defined consent to the network only prior to the network’s establishment of a bearer.
SIPTO offload needs to be applicable to pre-Rel11 UEs (which do not support any new functionality):
One requirement regarding SIPTO is that it should work with legacy UEs. Pre-Rel11 UEs will not support any new interaction during bearer establishment procedure when SIPTO is introduced. If a SA1 requirement requires the end-user to provide its consent dynamically (during bearer establishment), then SIPTO procedure will not work in the same way for pre-Rel11 UEs and Rel11 UEs and first requirement on legacy UEs cannot apply. 
We think we should allow SIPTO to work in the same way for all UEs as soon as the Network supports it, so it should work without interaction during the bearer establishment to avoid the change of current procedures with the UE, for pre-Rel10 UEs and others.
3. Conclusion

It is proposed to clarify SA1 requirements that the user consent should be done some time in advance of the bearer establishment process (this could be via a pre-configured information, or could be a subscription information like done for LIPA) and that this shall work work with pre-Rel11 UEs.
It is proposed then to propose a clarification to the current requirement as following:

·  “Based on mobile operator SIPTO policies and configured user consent, the network shall be able to offload traffic ”
An associated CR to 22.220 can be created accordingly.
