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Introduction

This paper discusses the use case for communications via MTC Gateway Device currently documented in TR 22.888, and attempts to identify potential service requirements.  
The impact of Time Controlled MTC Feature on the MTC gateway device

Based on the scenario depicted in 4.1.2, MTC devices can join or leave the service coverage of a MTC gateway device dynamically. When the MTC gateway device and the MTC devices in the MTC capillary network are subject to time controlled MTC feature but have different access grant time interval configuration, the communication request initiated by a MTC device in the capillary network may be outside of the access grant time interval of the MTC gateway device.

The MTC device in the capillary network may wait on the response of the communication request. The failure in originating communications from the MTC device may bring out re-transmits and further requests. Hence, we conclude that in this case a MTC gateway device shall provide feedback to MTC devices in the capillary network to avoid re-transmissions or further requests to prevent unnecessary load to network.
Proposal
It is proposed that the below use case be included in Section 4.1.2 of TR 22.888.

**** First Change ****

4.1.2
Scenario and Use-Case 2

In this scenario, depicted in Figure 4.1.2-1, some or all of the devices forming the MTC Capillary have 3GPP mobile communication capability (i.e. MTC Devices) and some of the devices do not have 3GPP mobile communication capability, i.e. they are Local-Access Device. In this case all the devices that are connected to the MTC Gateway use local access. MTC Devices communicating directly with the network use their 3GPP mobile communication capability. 

For example, a vehicle installed with an MTC Device of navigation and entertainment function may communicate with MTC Server independently at first to get some location service, entertainment service information. Then it moves into an airport or onto a ferry which deploys an MTC Gateway Device to provide local network connectivity for the devices within its coverage. This MTC Gateway Device may beforehand communicate with and download some useful information such as location, weather, entertainment, flight, etc from the MTC Server the vehicle previously communicated with. The MTC Device can connect to the MTC Gateway Device and fetch the information the driver wants directly from it. It can also request for additional information that the MTC Gateway Device does not provide from the MTC Server via the MTC Gateway Device. When the vehicle moves out of the coverage of the airport or of the ferry, it disconnects from the MTC Gateway Device and re-establishes connection with the operator network to communicate with the MTC Server.
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Figure 4.1.2-1: MTC Gateway Device Communication Scenario 2

Use Case: Mobile Rescue Team

[image: image2.png]Server,
Operator domain

Shared network cannection
Headduarters

Second network cannection

Local connectiviy ‘Area of rescue operation




Figure 4.1.2-2A: Mobile Rescue Team
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Figure 4.1.2-2B: Mobile Rescue Team

A group of devices (e.g. sensors) may be employed by a mobile emergency resuce team communicating with the rescue headquarter. In most applications, these devices need to communicate among themselves, in addition to communicating with the headquarter server.  Hence, once the devices are deployed, a local network connectivity will usually be established among themselves (eg. using Bluetooth, WiFi, or other local area network technology).  With the local network established, it will be more resource efficient for the devices to communicate with the headquarter server via a single network connection through a “group representative” device or MTC Gateway Device (see Figure 4.1.2-2A).

However, depending on the nature of the emergency situation, different devices may be deployed for different rescue operations. Hence, there is a need for the grouping of devices to be dynamic, i.e. a device may join a group and later leave the group. A device, communicating with the rescue headquarter directly at first, moves into the coverage of the MTC Gateway Device of the local network. It can join this group and connect to this MTC Gateway Device using the local network connectivity. It can communicate with rescue headquarter through this MTC Gateway Device instead of communicating on the original network connection, communicate locally with other rescue device, and obtain some information directly from this MTC Gateway Device instead of downloading from the rescue headquarter (see Figure 4.1.2-2B).
Use case: Time Controlled Scenario

When the MTC gateway device and the MTC device in the capillary network are subject to Time Controlled MTC Feature but have different access grant time intervals, the communication initiated by the MTC device outside the access grant time interval of the MTC gateway device is not established. The originating MTC device receives a notification from the MTC gateway device to avoid trying further requests, which may lead to unnecessary load to network. 
**** End of Changes ****
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