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1
Introduction

This contribution presents a use case where firewall traversal for non-IMS scenarios is required.
This is related to the contribution in Xi'an S1-111105 and the agreed CR in S1-111354 which resulted in a Work Item in SA3 (iFIRE) in S3-110851. However, these contributions cover the IMS scenario and does not include generic non-IMS aspects.
2
Scenario
In this scenario, the mobile operator provides the user a VoIP client to access the operator VoIP service. The VoIP client is configured to use any connectivity available, which includes WLAN.
The customer enters an Internet Café and connects to the local WLAN. The customer then uses the VoIP client to initiate a voice call. In the case where the WLAN has a firewall that blocks the VoIP voice or video call from being connected, the call will fail.
3
Discussion
Today, mobile operators provide both IMS and non-IMS services that may be accessed via different access technologies and not exclusively by cellular access technologies. This presents a new challenge in that some access networks not affiliated with the mobile operator may have implemented firewalls that block access to some operator services.

4
Proposal
It is proposed that the existing Stage 1 requirement for IMS firewall traversal in S1-111354 is extended to cover more generic scenarios.

A CR to 22.278 in S1-112014 is submitted for consideration.

