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Introduction

In the Scope of TR 22.895 it is stated "Define use cases and service requirements associated with ensuring that the intended user is making use of the associated SSO capability (including the case when the UE has been stolen or lost)"but there is no related use case for this currently.  This contribution proposes a use case and requirements for this.
Proposal

It is proposed to add the following use case & requirements in clause 4 of TR 22.895 v0.1.0.
4.X
Use case X: user identity acknowledge for SSO usage 

A user submits a notification to the operator when he becomes aware that his UE is stolen or lost. Subject to the user’s request, the operator pauses SSO support for the user. When he want to access 3rd party service, he is requested to provide login and password credentials. Additionally, if he submits evidence that he is the intended user the SSO support can be resumed by the operator.
4.X.1 Potential Requirements
When an operator receives a notification from a user that his UE is lost or stolen, the operator shall pause the SSO support for that user until evidence is provided by that user to resume the SSO support.

When the SSO support for a user is paused, any further attempt to access a service shall require the user to be authenticated via other form of credential(s).
Recommendation

Discuss & Agree. 
