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At the last SA1 meeting the discussion of the EAB mechanism has resulted in making this M2M specific mechanism a general one, applicable to all types of UEs and communication scenarios. 

Looking at the other features in 22.368 it appears there are more candidates that could be made available in general rather than having them for M2M devices only.

This document elaborates on that.
Discussion of Features

The features listed below are either proposed to be moved to other specs in order to be applicable in general or, in one case, to be deleted
Time Tolerant

Requirements in 22.368:

For the Time Tolerant MTC Feature:

-
The network operator shall be able to restrict the MTC Devices' access to the network.

-
The network operator shall be able to apply these restrictions to a specific area.
-
The MTC Device shall be able to determine when access to the network is restricted e.g. use network provided information to decide whether to initiate or delay data transfer.

-
Only upon sending data from the MTC Server to the MTC Device an indication may be given back to the MTC Server that the MTC Device is currently not reachable due to the restriction.
Time Tolerant feature for mobile originated aspects is already covered by the EAB mechanism when attaching to the radio network or by congestion defence mechanisms in session and mobility management when already attached. All of these mechanisms are already applicable in general and pertain not only to M2M devices.

The mobile terminated aspect could in principle remain a MTC functionality but it is also covered by the device triggering mechanism requirement in 7.1.2:

-
Upon receiving a trigger indication, if the network is not able to trigger the MTC Device, the 3GPP system may send an indication to the MTC Server that triggering the MTC Device has been suppressed.

Thus, as both aspects are covered either in 22.011 or in 22.368. It is proposed to delete the MTC Feature Time Tolerant from 22.368 completely.

PS Only

For the Packet Switched Only MTC Feature:

-
A network operator shall be able to provide PS only subscriptions with or without assigning an MSISDN.

-
Remote MTC Device triggering shall be supported with or without assigning an MSISDN.

-
Remote MTC Device configuration shall be supported without the use of an MSISDN.

It is fairly obvious that this function is also beneficial for non MTC devices like non-voice data devices (e.g. iPad) or data only devices (e.g. USB Sticks).

Handling of the related requirements
The requirement:

-
Remote MTC Device triggering shall be supported with or without assigning an MSISDN.

is deleted as it is just requiring not to break already existing functionality by removing the need for a MSISDN. That can be (hopefully still) safely assumed to be a working principle in 3GPP.

The numbering related requirements from the Packet Switched only feature are proposed to be moved to the end of chapter 11 on "Numbering Principles" of 22.101. 

***********************Begin added section******************

11.X
Numbering Resource Efficiency
The requirements listed below are applicable to data centric communication scenarios e.g. MTC communication, data only communication and smart devices.
-
A network operator shall be able to provide PS only subscriptions with or without assigning an MSISDN.

-
Remote UE configuration shall be supported without the use of an MSISDN.

***********************End added section******************

"Mobile Originated only", "Low Mobility" and "Infrequent mobile terminated"

Looking at their requirements these features are closely related and thus are handled and grouped together.

For the Infrequent Mobile Terminated MTC Feature:

-
The network operator shall be able to reduce the frequency of mobility management procedures per MTC Device. 

For the Mobile Originated Only MTC Feature:

-
The network shall provide a mechanism for the network operator to reduce the frequency of mobility management procedures per MTC Device;

-
The network operator shall be able to configure the MTC Device to only perform mobility management procedures at the time of the Mobile Originated communications;

For the Low Mobility MTC Feature:

-
The network operator shall be able to change the frequency of mobility management procedures or simplify mobility management per MTC Device. 

-
The network operator shall be able to define the frequency of location updates performed by the MTC Device.

There is no need to limit the change of frequency of mobility manangement procedures to MTC devices only. 

Even worse, this limitation likely adds more overhead (by checking whether the device is a M2M devices) which is the opposite of what we are trying to achieve with this work. 

Making all these requirements applicable to all types of UEs and communication scenarios gives the operator more flexibility.

Handling of the related requirements

The requirements of Low Mobility, Mobile Originated Only and Infrequent Mobile Terminated are proposed to be moved to 22.101 to a new Chapter called "System Efficiency Improvements for data centric communication scenarios"

The three slightly different requirements from the features are shown here in direct comparison:

-
The network operator shall be able to reduce the frequency of mobility management procedures per MTC Device. 

-
The network shall provide a mechanism for the network operator to reduce the frequency of mobility management procedures per MTC Device;

-
The network operator shall be able to change the frequency of mobility management procedures or simplify mobility management per MTC Device. 

Are proposed to be aligned to:

-
The network operator shall be able to change the frequency of mobility management procedures to simplify mobility management per UE. 
As a matter of fact, this amalgamated requirement allows for the definition of the location update frequency thus the second requirement of Low Mobility: 

-
The network operator shall be able to define the frequency of location updates performed by the MTC Device.

is considered to be a subset of the amalgamated requirement above and thus it is proposed to be deleted.

The combined requirements of Low Mobility, Mobile Originated Only and Infrequent Mobile Terminated are proposed to be moved to 22.101 to a new Chapter called "System Efficiency Improvements for data centric communication scenarios"

***********************Begin added section******************

X
System Efficiency Improvements for data centric communication scenarios

X.1
Introduction
The requirements listed below are applicable to data centric communication scenarios only. 

X.1.1
Mobility Management Efficiency
-
The network operator shall be able to change the frequency of mobility management procedures to simplify mobility management per UE. 
-
The network operator shall be able to configure the UE to only perform mobility management procedures at the time of Mobile Originated communications;

***********************End added section******************

Network Provided Destination for Uplink Data
For the Network Provided Destination for Uplink Data MTC Feature:

-
For uplink MTC communication, the network shall provide and use a destination IP address. 

This functionality is already available in general e.g. by means of dedicated APNs or by using PCC mechanisms, for this reason it should be made independent from MTC.

The "Network provided destination for uplink data" requirement is proposed to be moved to chapter 20 "Security" of 22.101:

***********************Begin changed section******************

20
Security

Security matters are considered in 3GPP TS 21.133 [15] and 3GPP TS 33.120 [16].

20.X
Network provided destination for uplink data

The Network Provided Destination for Uplink Data Feature is intended for use when all data from an UE is to be directed to a network provided destination IP address.


-
For uplink data communication, the network shall provide and use a destination IP address. 

***********************End changed section******************

The corresponding CR for 22.368 (S1-111140):

**********************First Change***************************

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.011: " Service accessibility".
[X]
3GPP TS 22.101: " Service principles".
**********************Second changed chapter***************************

6
Categories of features for Machine-Type Communications

Machine Type Communication (MTC) applications do not all have the same characteristics. This implies that not every system optimisation is suitable for every MTC application. Therefore, MTC Features are defined to provide structure for the different system optimisation possibilities that can be invoked. MTC Features provided to a particular subscriber are identified in the subscription. MTC Features can be individually activated.

The following MTC Features have been defined:


-
Time Controlled



-
Small Data Transmissions



-
MTC Monitoring

-
Priority Alarm

-
Secure Connection

-
Location Specific Trigger


-
Infrequent Transmission 
-
Group Based MTC Features

-
Group Based Policing

-
Group Based Addressing

**********************Second Change***************************

7.2.
Specific service requirements – MTC Features

7.2.1
Void





7.2.2
Time controlled

The MTC Feature Time Controlled is intended for use with MTC Applications that can tolerate to send or receive data only during defined time intervals and avoid unnecessary signalling outside these defined time intervals. The network operator may allow such MTC Applications to send/receive data and signalling outside of these defined time intervals but charge differently for such traffic.

For the Time Controlled MTC Feature:

-
The network operator shall be able to reject access requests per MTC Device (e.g. attach to the network or set up a data connection) outside a defined access grant time interval.
-
The network operator shall be able to allow access (e.g. attach to the network or set up a data connection) outside a defined access grant time interval and charge this differently.

-
The network shall reject access requests per MTC Device (e.g. attach to the network or set up a data connection) during a defined forbidden time interval (e.g. to allow maintenance of a MTC Server).
-
The local network shall be able to alter the access grant time interval based on local criteria (e.g. daily traffic load, time zones). The forbidden time interval shall not be altered.

NOTE 1:

It is assumed that an access grant time interval will not overlap a forbidden time interval.

NOTE 2:
“Local network” can refer to a VPLMN in roaming case, or to the local part of a large RPLMN (e.g. that spans across multiple time zones).   

-
The network shall be able to restrict the duration of access by terminating access (e.g. detach or disconnect a data connection) after a defined access duration.

NOTE:  
The defined access duration (e.g. 10 minutes) is pre-agreed between the network operator and the MTC Subscriber, and is typically long enough to ensure the completion of normal communication between MTC Device and MTC Server. 
-
The MTC Device may disconnect immediately when it finishes its communications with the MTC Server before wait until the end of the access duration. 

-
The network shall communicate the (altered) access grant time interval and the access duration to the MTC Device.

-
The network may communicate the (altered) access grant time interval and the access duration to the MTC Server/MTC User.

NOTE:
It is desirable that access of MTC Devices with the same access grant time interval is distributed across this interval in a manner to reduce peaks in the signalling and data traffic.
7.2.3
Void






7.2.4
Void






7.2.5
Small data transmissions
The MTC Feature Small Data Transmissions is intended for use with MTC Devices that send or receive small amounts of data.

For the Small Data Transmissions MTC Feature:

-
The system shall support transmissions of small amounts of data with minimal network impact (e.g. signalling overhead, network resources, delay for reallocation).

-
Before transmission of small amount of data, the MTC Device may be attached or detached to/from the network.

-
The definition of a small amount of data shall be configurable per subscription or by network operator policy.

7.2.6
Void




7.2.7
Void




7.2.8
MTC monitoring

The MTC Feature MTC Monitoring is intended for monitoring MTC Device related events.

For the MTC Monitoring MTC Feature:
-
The system shall provide mechanisms to detect the following events:

-
behavior which is not aligned with activated MTC Feature(s)

-
change in the point of attachment

-
change of the association between the UE and the UICC

-
loss of connectivity. The maximum time between the actual loss of connectivity occurred and the loss of connectivity detected shall be configurable per subscription.
NOTE 1: 
Loss of connectivity means it is no longer possible to establish signalling between the MTC Device and the network. (i.e. detached)

NOTE 2:
The maximum detection time is on the order of 1 minute to 1 hour.

-
The MTC Subscriber shall be able to define which of the above events will be detected. 

-
Upon the above event detection, the network shall be able to 

-
provide a warning notification to the MTC Server

-
limit the services provided to the MTC Device (e.g. reduce allocated resource) 

-
The MTC User shall be able to define what occurs when an event is detected. 

-
The MTC Device shall be able to transfer other event notification to the MTC Server where the event detection is out of 3GPP scope. This may include events such as the loss of signal reception, etc.
NOTE:
Loss of signal reception refers to a situation when a MTC Device can no longer receive the network which could be due to interference (e.g. from a jammer or other source) or other reasons.
7.2.9
Priority Alarm 

The Priority Alarm MTC Feature is intended for use with MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. The conditions for MTC Device to generate a priority alarm are outside of the scope of this specification. 

For the Priority Alarm MTC Feature:

-
The Priority Alarm MTC Feature  shall take precedence over any other MTC Features.

NOTE: For example, when a MTC Device is subscribed to both Priority Alarm and Group-based Policing MTC Features, it can still send data even when the group based maximum bit rate has been exceeded.
-
The MTC Device shall be able to issue a priority alarm even when it cannot use normal services for some reasons e.g. Location not allowed, Access Time not allowed, Roaming not allowed, etc.
7.2.10
Secure connection
The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.

For the Secure Connection MTC Feature:

-
The network operator shall be able to efficiently provide network security for connection between MTC Server and MTC Devices even when some of the devices are roaming i.e. connected via a VPLMN.

7.2.11
Location specific trigger
The MTC Feature Location Specific Trigger is intended to trigger MTC Devices which are known by the MTC Application to be in a particular area.
For the Location Specific Trigger MTC Feature:

-
The network shall be able to initiate a trigger to the MTC Devices based on area information provided to the network operator.

-
The network may apply Location Specific Trigger when mobility management frequency is reduced on the MTC Device.

-
The network may apply Location Specific Trigger when the MTC Device is offline.

Note:
It is assumed that the area covered is based on the characteristics of the radio access network, e.g., a cell or a group of cells.

7.2.12
Void



Summary

The feature "Time Tolerant" is proposed to be deleted from 22.368 as it is covered by other requirements already.
· Infrequent Mobile Terminated
· Low Mobility

· Packet Switched (PS) Only

· Mobile Originated Only

· Network Provided Destination for Uplink Data

Are proposed to be shifted to 22.101. The CR can be found in S1-111140 

The CR to 22.368 can be found in S1-111142. 

