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**********************First Change***************************
6
Categories of features for Machine-Type Communications
Machine Type Communication (MTC) applications do not all have the same characteristics. This implies that not every system optimisation is suitable for every MTC application. Therefore, MTC Features are defined to provide structure for the different system optimisation possibilities that can be invoked. MTC Features provided to a particular subscriber are identified in the subscription. MTC Features can be individually activated.

The following MTC Features have been defined:


-
Time Controlled



-
Small Data Transmissions


-
MTC Monitoring
-
Priority Alarm

-
Secure Connection

-
Location Specific Trigger


-
Infrequent Transmission 
-
Group Based MTC Features

-
Group Based Policing

-
Group Based Addressing

**********************Second Change***************************

7.2.
Specific service requirements – MTC Features
7.2.1
Void 




7.2.2
Time controlled

The MTC Feature Time Controlled is intended for use with MTC Applications that can tolerate to send or receive data only during defined time intervals and avoid unnecessary signalling outside these defined time intervals. The network operator may allow such MTC Applications to send/receive data and signalling outside of these defined time intervals but charge differently for such traffic.
For the Time Controlled MTC Feature:

-
The network operator shall be able to reject access requests per MTC Device (e.g. attach to the network or set up a data connection) outside a defined access grant time interval.
-
The network operator shall be able to allow access (e.g. attach to the network or set up a data connection) outside a defined access grant time interval and charge this differently.

-
The network shall reject access requests per MTC Device (e.g. attach to the network or set up a data connection) during a defined forbidden time interval (e.g. to allow maintenance of a MTC Server).
-
The local network shall be able to alter the access grant time interval based on local criteria (e.g. daily traffic load, time zones). The forbidden time interval shall not be altered.
NOTE 1:

It is assumed that an access grant time interval will not overlap a forbidden time interval.

NOTE 2:
“Local network” can refer to a VPLMN in roaming case, or to the local part of a large RPLMN (e.g. that spans across multiple time zones).   

-
The network shall be able to restrict the duration of access by terminating access (e.g. detach or disconnect a data connection) after a defined access duration.

NOTE:  
The defined access duration (e.g. 10 minutes) is pre-agreed between the network operator and the MTC Subscriber, and is typically long enough to ensure the completion of normal communication between MTC Device and MTC Server. 
-
The MTC Device may disconnect immediately when it finishes its communications with the MTC Server before wait until the end of the access duration. 

-
The network shall communicate the (altered) access grant time interval and the access duration to the MTC Device.
-
The network may communicate the (altered) access grant time interval and the access duration to the MTC Server/MTC User.

NOTE:
It is desirable that access of MTC Devices with the same access grant time interval is distributed across this interval in a manner to reduce peaks in the signalling and data traffic.
7.2.3
Void






7.2.4
Void






7.2.5
Small data transmissions
The MTC Feature Small Data Transmissions is intended for use with MTC Devices that send or receive small amounts of data.

For the Small Data Transmissions MTC Feature:

-
The system shall support transmissions of small amounts of data with minimal network impact (e.g. signalling overhead, network resources, delay for reallocation).

-
Before transmission of small amount of data, the MTC Device may be attached or detached to/from the network.

-
The definition of a small amount of data shall be configurable per subscription or by network operator policy.
7.2.6
Void




7.2.7
Void




7.2.8
MTC monitoring
The MTC Feature MTC Monitoring is intended for monitoring MTC Device related events.
For the MTC Monitoring MTC Feature:
-
The system shall provide mechanisms to detect the following events:

-
behavior which is not aligned with activated MTC Feature(s)

-
change in the point of attachment

-
change of the association between the UE and the UICC

-
loss of connectivity. The maximum time between the actual loss of connectivity occurred and the loss of connectivity detected shall be configurable per subscription.
NOTE 1: 
Loss of connectivity means it is no longer possible to establish signalling between the MTC Device and the network. (i.e. detached)

NOTE 2:
The maximum detection time is on the order of 1 minute to 1 hour.

-
The MTC Subscriber shall be able to define which of the above events will be detected. 
-
Upon the above event detection, the network shall be able to 

-
provide a warning notification to the MTC Server

-
limit the services provided to the MTC Device (e.g. reduce allocated resource) 

-
The MTC User shall be able to define what occurs when an event is detected. 

-
The MTC Device shall be able to transfer other event notification to the MTC Server where the event detection is out of 3GPP scope. This may include events such as the loss of signal reception, etc.
NOTE:
Loss of signal reception refers to a situation when a MTC Device can no longer receive the network which could be due to interference (e.g. from a jammer or other source) or other reasons.
7.2.9
Priority Alarm 

The Priority Alarm MTC Feature is intended for use with MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. The conditions for MTC Device to generate a priority alarm are outside of the scope of this specification. 

For the Priority Alarm MTC Feature:

-
The Priority Alarm MTC Feature  shall take precedence over any other MTC Features.

NOTE: For example, when a MTC Device is subscribed to both Priority Alarm and Group-based Policing MTC Features, it can still send data even when the group based maximum bit rate has been exceeded.
-
The MTC Device shall be able to issue a priority alarm even when it cannot use normal services for some reasons e.g. Location not allowed, Access Time not allowed, Roaming not allowed, etc.
7.2.10
Secure connection
The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.

For the Secure Connection MTC Feature:

-
The network operator shall be able to efficiently provide network security for connection between MTC Server and MTC Devices even when some of the devices are roaming i.e. connected via a VPLMN.

7.2.11
Location specific trigger
The MTC Feature Location Specific Trigger is intended to trigger MTC Devices which are known by the MTC Application to be in a particular area.
For the Location Specific Trigger MTC Feature:

-
The network shall be able to initiate a trigger to the MTC Devices based on area information provided to the network operator.

-
The network may apply Location Specific Trigger when mobility management frequency is reduced on the MTC Device.

-
The network may apply Location Specific Trigger when the MTC Device is offline.
Note:
It is assumed that the area covered is based on the characteristics of the radio access network, e.g., a cell or a group of cells.

7.2.12
Void



7.2.13
Infrequent transmission
The MTC Feature Infrequent Transmission is intended for use with MTC Devices that are expected to send or receive data infrequently (i.e. with long period between two data transmission).
For the Infrequent Transmission MTC Feature:

-
The network shall establish resource only when transmission occurs.

-
When there is data to transmit and/or receive, the MTC Device shall connect to the network, transmit and/or receive the data, then following successful transmission/reception,  return to an offline state.
7.2.14
Group based MTC features
7.2.14.1
General

A Group Based MTC Feature is a MTC Feature that applies to a MTC Group.

-
The system shall be optimized to handle MTC Groups. The system shall provide a mechanism to associate an MTC Device to a single MTC Group.
-
Each Group Based MTC Feature is applicable to all the members of the MTC Group. 

NOTE 1:
With Group Based MTC Features, each MTC Device is visible from the 3GPP Network perspective.

NOTE 2:
MTC Features that are not Group Based MTC Features can also be applied to MTC Group members.
7.2.14.2
Group Based policing

The MTC Feature Group Based Policing is intended for use with a MTC Group for which the network operator wants to enforce a combined QoS policy.
For the Group Based Policing MTC Feature:

-
A maximum bit rate for the data that is sent/received by a MTC Group shall be enforced.

7.2.14.3
Group based addressing

The MTC Feature Group Based Addressing is intended for use with a MTC Group for which the network operator wants to optimize the message volume when many MTC Devices need to receive the same message.
For the Group Based Addressing MTC Feature:

-
The network shall provide a mechanism to send a broadcast message to a MTC Group, e.g. to wake up the MTC Devices that are members of that MTC Group.
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