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Introduction

This paper makes the MTC Device-to-Server Communication use cases in section 4.3 more requirement orientated while leaving the current description as an example solution. 
Proposal

Include the following use cases in TR 22.888.

**** First Change ****

4.3
MTC Device-to-Server Communication
This section addresses the access of MTC devices to application server logic hosted in the network, specifically for the case in which the service logic is accessible through an IMS control layer.

Although many MTC applications need only low data rates, some applications will require the use of multi-media. An example is a surveillance camera that will transmit simultaneous video, audio and other data (e.g. temperature). Other MTC applications may require the use of Presence information to determine when to send information to another device. 

These, more complex applications will need to connect to an entity of an operator service layer via the IP multimedia core network subsystem (IMS). Such an entity may include interaction with existing service layer elements (both Application servers as well as Service Enablers). The requirement is for the MTC Device to interact with one or several Application Servers or Enablers in order to provide information for other services. Such services may be located either in the operator domain or in external domains. No additional Application Server or Enabler should be required to deploy this capability.

The high level requirements are the following.

-
The network shall provide mechanisms to handle MTC Devices and applications on MTC Devices registering on the IP multimedia core network subsystem and accessing its capabilities including interaction with IMS application servers/enablers. 

-
The network shall allow a resource efficient registration of MTC Devices and applications on MTC Devices on the IP multimedia core network subsystem (e.g. no need of a permanently assigned ID per MTC Device)
Additional supporting requirements are the following:

· If an MTC device has an IMS identity preconfigured, the registration to the IMS control layer shall be fully standard.

· If an MTC device does not have an IMS identity preconfigured, the MTC device shall be able to request for one to the IMS control layer via secure mechanisms.

Note: The HSS may use wildcarded identities for this purpose.

· If the MTC device does not have an IMS identity preconfigured and has requested for one to the IMS control layer via secure mechanisms, the registration to be performed with such identity shall be fully standard.

The following subsections provide additional details and potential particular solutions for such requirements.
4.3.1 

Example Solution
4.3.1.1
Scenario and Use Case 1: IMS Enabler, Client with IMS credentials

In this type of communication, the MTC Device has an IMS identity provisioned at the HSS and therefore the standard registration procedure in the IMS domain is used. The service profile of the MTC Device identity will be configured to guarantee that the signalling generated at the MTC Device will reach the specific Application Server or IMS Enabler.
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Figure 4.3.1-1: MTC Devices communicating with IMS application Server or Enabler. MTC device has IMS identity.

4.3.1.2
Scenario and Use Case 2: IMS Enabler, Client with no IMS credentials

In this type of communication, the MTC Device has no IMS credentials, no Public and no Private User Identity that can be used for registration purposes. In addition, the HSS will have no identity provisioned associated to the MTC Device. 

The MTC Device may require access to multimedia services only rarely in situations with low probability. Each low-probability access to IMS will require the completion of a registration onto the IMS domain to access the capabilities located in the IMS Service Layer.

In order to meet the requirement of a large number of MTC devices that need to access the IMS in an efficient way, an Authentication Gateway is defined. 
The Authentication Gateway has standard connectivity with the MTC Device over a protocol other than SIP. The Authentication Gateway also has an interface with the HSS. 
· The interface between the MTC Device and the Authentication Gateway needs to support authentication and authorization mechanisms to guarantee the secure validation of the MTC identity. This may require additional elements to store the identities of the existing MTC Devices. Such MTC identities are not IMS identities.

· The interface between the Authentication Gateway and the HSS needs to support credential retrieval procedures in order to reserve those at the HSS and deliver those to the MTC server via the Authentication Gateway via the interface established with the MTC Device,

· Such IMS identities retrieved from the HSS by the Authentication Gateway may have subscriber profiles associated.

· Once the MTC Device gets standard IMS identities, the MTC can start a standard IMS registration procedure in order to establish a connection with the specific Application Server or Enabler.

[image: image2.emf]IMS

HSS

MTC

AS

Service 

Consumer

Standard 

SIP interface

Service Front 

End interface

Auth 

GW

Standard 

Interface (non SIP)


Figure 4.3.2-1: MTC Devices communicating with IMS application Server or Enabler. MTC device has no IMS identity and gets credentials via an Authentication Gateway

**** End of Changes ****
