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1. Overall Description:

SA1 thanks SA2 for their LS (S1-111177 = S2-111263) on MTC Service Requirements. SA1 would like to provide the following replies.
TS 22.368, v11.0.1, 7.1.1 (first bullet) "The network shall enable the network operator to identify per subscription which individual MTC Features are provided to a particular MTC Subscriber."

Q1: Is it required for the network operator to determine the MTC Features that normally are provided to a particular MTC Subscriber (if these are supported by the network, terminal, etc.) or does this requirement entail the ability to report or record which MTC Features actually are provided (i.e. when the MTC Device is registered with the network).

SA1 reply: Intention is that MTC Features can have implications on pricing of services, e.g. lower rate when MTC Feature X is activated. This financial impact implies that the network shall be able to identify which MTC Features are actually provided, not just which features are normally provided if supported by terminal et cetera.
Q2a: Does SA1 foresee that MTC Features can be activated or deactivated for MTC Devices that are registered with the network? 

SA1 reply: MTC Features can be activated or deactivated. There is no service requirement that relates activation or de-activation of MTC Features to registration of the MTC Device with the network. If SA2 feels the need to have such a relation (e.g. for particular MTC Features) please advise.

Q2b: Should the system modify its behaviour (providing or terminating support for the MTC Features) dynamically? 

SA1 reply: Because of the financial implications of activating / de-activating MTC Features, the system should modify its behaviour dynamically.

Q2c: If so, are there time constraints on how quickly the changed set of MTC Features shall be provided or terminated?

SA1 reply: SA1 has not specified specific time limits. MTC Features generally are activated / de-activated via a web-based interface. Expectation is that reaction to activation or de-activation of a MTC Feature via a web-based interface should be done similarly fast as activation / de-activation via a web-based interface of for example a supplementary service like voice mail. A reaction time in the order of seconds (not milliseconds or minutes) is reasonable.
Q3: Does 'activation' and 'deactivation' of services refer to the MTC Subscriber's interaction with the mobile network operator in order to add or remove MTC features to a subscription? If so, why are there two bullets instead of one? If not, what does 'activation' mean distinct from adding a service to a subscription?

SA1 reply: SA1 has defined a distinction between adding and removing MTC Features to a subscription - which allows/disallows the MTC User to activate or de-activate the MTC Feature - and the actual activation/de-activation of the MTC Feature. A similar distinction can be seen with supplementary services: adding call forwarding to a subscription allows for the possibility to activate call forwarding, but is not the same as activating call forwarding.

Background: SA2 has begun to discuss the requirement to make detached devices reachable from the network. This requirement may have a major impact on 3GPP UEs and Networks system. Therefore, SA2 kindly requests further explanation of the concrete objectives motivating this requirement.

Q4a: In the above cited text, behaviour is described for "offline " MTC Devices. Please clarify what SA1 means by an MTC Device being offline and indicate whether there are unstated objectives that motivate these passages? (For example, to reduce signalling, state in the network, energy consumption by the MTC Device, etc.) 

SA1 reply: Offline implies not-attached. Whether that implies detached, or some new state is left for Stage 2 and Stage 3.

There are different motive for keeping devices offline:

 - privacy concerns with keeping location context in the network (being traceable on the basis of M2M enabled devices poses a risk for user-acceptance of M2M enabled devices/services)
 - reduction of context in the network (simultaneous attached users is one of the main dimensioning parameters for core network equipment)

 - reduction of signalling (particularly for highly mobile MTC Devices that send little data, also impact on visited networks)

 - energy consumption (particularly for devices with long periods between activity, like eBook readers, photo cameras) 
Whether MTC Devices are kept offline or online when not communicating is currently solely determined by (the application on) the MTC Device. SA1 aims to give the operator more control over the status of the MTC Devices when not communicating by adding a requirement for operator policies.
Q4b: During discussion of the "Device Trigger" requirement it has been observed that any mobile terminated support for offline MTC devices would be simplified (or indeed may only be possible) for devices with limited or no mobility including no change on serving PLMN. Would it be acceptable to limit the applicability of Device Trigger to restricted mobility scenarios, or to limit it to attached devices only?

SA1 reply: It would be acceptable to limit device triggering of offline devices to limited or no mobility only. Assumption is that it can be left to the MTC Application and/or MTC Subscriber to ensure that the network and/or MTC Server have sufficient knowledge about the location of the MTC Device to broadcast a device trigger in a particular area.

TS 22.368, v11.0.1, 7.1.4 "The system shall be able to uniquely identify the ME." 

Q5a: Why is the Mobile Equipment uniquely identified and not the MTC Device? The MTC Device is defined as "a UE equipped for Machine Type Communications." Is this requirement intended to distinguish between a UE and ME as defined in 21.905 (where the UE includes the UICC domain while the ME excludes it). ? Does the requirement seek to uniquely identify the equipment of the MTC Device independently of the USIM?


SA1 reply: The IMEI uniquely identifies the ME not the UE. With the above requirement SA1 wants to ensure that length and structure of IMEIs is sufficient to handle the expected growth in numbers of devices. Action will need to be taken only when SA2 foresees shortages. 
Note there is a similar requirement on IMSIs: SA1 does not know whether or not the length and structure of IMSIs is sufficient to handle the foreseen growth of M2M even in very large networks. Action will be need to be taken only when SA2 foresees shortages.
Q5b: During discussion of the “Packet Switched (PS) only” and “Identifier” requirements, SA2 has begun discussing a replacement identifier for the MSISDN to meet the related requirements.  The question was raised whether this replacement identifier should be device based or subscription based? Based on the above requirements, SA2 kindly requests SA1 if a replacement identifier for the MSISDN should be device based (e.g. similar to IMEI) or subscription based (e.g. similar to IMSI but not a reuse of IMSI due to security concerns).

SA1 reply: As the MSISDN refers to a subscription rather than to a device, a replacement of MSISDN should be similar to an IMSI (or other subscription related identifier) rather than similar to an IMEI.

SA1 does not see why replacing MSISDN with IMSI implies security concerns. Both the MSISDN and the IMSI can be related to a particular subscription. Both need similar security protection.

TS 22.368, v11.0.1, 7.1.7 "The management of MTC Devices should be provided by existing mechanisms (e.g. OMA DM)"

Q6: What is the intended service requirement for MTC Device management in this clause? Is this requirement meant only as a restriction, and if so what is the restriction?

SA1 reply: SA1 has not identified new requirements related to MTC Device management. Hence SA1 does not see the need for new MTC Device management beyond existing mechanisms. No restriction amongst existing mechanisms is implied. The "(e.g. OMA DM)" does not rule out other existing mechanisms.

Q7: From the perspective of the upper layers of the MTC Device, are small data transmissions on the user plane (IP datagrams)? If not what is expected encapsulation and addressability of the data sent from and delivered to the MTC Device? Additionally, what is the definition of “small” from a service point of view?

SA1 reply: Small data transmissions relate to transmissions of small amounts of user data. Assumption is that this user data may be more efficiently transported than by setting up a data connection to transport the user data. A possible solution could be encapsulation in signalling. Small from a service point of view would imply something up to in the order of 100 bytes of user data. SA1 has not defined hard limits to the amount of user data within small data transmission to give maximum flexibility to select different encapsulation options.

2. Actions:

To SA2 group.

ACTION: 
SA1 asks SA2 group to take the above answers into account in their SIMTC work.
3. Date of Next TSG-SA WG1 Meetings:

SA1#55
8 - 12 Aug 2011

Dublin, Ireland

SA1#56
14 – 18 Nov 2011

San Francisco, CA, USA
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