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1. Introduction

This pCR proposes a new use case for the  TR 22.895, Study on Service aspects of integration of Single Sign-On (SSO) frameworks with 3GPP operator-controlled resources and mechanisms.
2. pCR

******* Begin Changes **********
4.X Accessing a Third Party Web Service using OpenID 
A user, who has a subscription with a mobile network operator, accesses a Web service which supports OpenID, for example an online photo service. The user’s network operator is also an OpenID identity provider. Upon making a request, which contains the user’s OpenID identifier to the online photo service, the user gains an authenticated access to the photo service for viewing access-protected photographs without being involved in the authentication procedure. The mobile operator is able to provide the authenticated access in the environment where GBA is not supported. 
4.X.1 Pre-conditions

· A user has a subscription with the mobile network operator

· The user’s network operator is also an OpenID identity provider

· The user has established an OpenID identifier with the network operator

· The online photo service is a Web service that supports OpenID
· The online photo service trusts the user’s network operator for the user  authentication 

4.X.2 Entities involved in the use case

The following entities are involved in the authentication procedure:
· User with the user equipment (UE), which is capable of running a Web client and communicating with the appropriate SIM application

· Application Web server — an entity providing an online photo service. It plays the role of a Relying Party 
· OpenID identity providing service (OP), which is controlled by the operator
· Operator’s HSS

4.X.3 Additional requirements for the entities participating in the authentication
· Requirements for UE
UE must be capable of:
· Authenticating with the use of the HTTP Digest AKA method

· Communicating with the appropriate SIM application 

· Requirements for the application Web server (Relying Party)
The application server must be able to support OpenID specification [aa] 

· Requirements for the OP 

OP must be able to:

· Perform the HTTP Digest AKA authentication

· Correlate the user OpenID identifier with the appropriate identifier (such as IMSI or IMPI)

· Serve as an OpenID identity provider

· Requirements for HSS
There are no additional requirements for HSS 

********* End Changes ************
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