Page 1



3GPP TSG-SA WG1 Meeting #53 
S1-110054
Nashville, US, 14th – 18th Feb 2011
Title:
Potential service requirements for Communications via MTC Gateway Device
Ag. Item:
FS_MTCe


Source:
Panasonic, China Mobile, ITRI, ZTE
Contact:
chanwah.ng@sg.panasonic.com

Introduction

This paper discusses the use cases for communications via MTC Gateway Device currently documented in TR 22.888, and attempts to identify potential service requirements.  

Connectivity via MTC Gateway Device
Based on all the use cases in Section 4.1.1 and 4.1.2, we see the need for devices in a MTC Capillary Network to obtain connectivity via a MTC Gateway Device.  In packet-switched architecture, this is equivalent to the devices in the MTC Capillary Network being able to obtain a routable address through the MTC Gateway Device.  The case of Local Access Devices using non-IP communications within the MTC Capillary Network is not considered in this document.
If public IPv4 addressing is used for the communications between the MTC Capillary Network and the MTC Server, and the MTC Gateway device is given a public IPv4 address, multiple public IPv4 addresses would need to be allocated by the network to the MTC Gateway Device.  The MTC Gateway Device can then distribute the allocated IPv4 addresses to the Local Access Devices (or MTC Devices) in the MTC Capillary Network.  Note that it is not envisioned for this model to be employed in view of the scarcity of IPv4 addresses.

If private IPv4 addressing is used for the communications between the MTC Capillary Network and the MTC Server, and the MTC Gateway Device is given a public IPv4 address, existing 3GPP network can already support such a MTC Capillary Network transparently using network address translation methods.  

If private IPv4 addressing is used for the communications between the MTC Capillary Network and the MTC Server, and the MTC Gateway Device is given a private IPv4 address, existing 3GPP network can also support such a MTC Capillary Network transparently using network address translation methods, provided:

· the MTC Capillary Network uses different class of private address space as compared to the private IPv4 address that is allocated to the MTC Gateway Device;

· another possibility in case of private IPv4 address is that the network allocates multiple private IPv4 addresses to the MTC Gateway Device, and leaves it to the MTC Gateway Device to distribute the addresses within the MTC Capillary Network.
If IPv6 addressing is used for the communications between the MTC Capillary Network and the MTC Server, current 3GPP methods already assigns the UE an entire IPv6 prefix.  All that is needed is to allow the devices in the MTC Capillary Network to make use of multiple addresses configured from the allocated IPv6 prefix.  The MTC Gateway Device could request for a shorter IPv6 prefix to be assigned if necessary.  Alternatively, the MTC Gateway Device can also request for multiple IPv6 prefixes from the network to be distributed, Local Access Devices (or MTC Devices) in the MTC Capillary Network. 
Hence, we can conclude that a potential requirement is for the MTC Gateway Device to be allocated multiple addresses, and to be able to re-distribute part of the allocated addresses to other devices in the MTC Capillary Network.

Proposal

It is proposed that the above analysis be included in Section 4.1.3 of TR 22.888.
It is further proposed that the potential requirements from the above analysis be included in Section 7 of TR 22.888.

**** First Change ****

4.1.3
Analysis

4.1.3.1
Model

For the above use cases, the following deployment model exist (refer to Figure 4.1.3-1):

-
MTC Gateway Device acts as a gateway and provides connectivity of the devices forming an MTC Capillary Network to the 3GPP access network
-
The MTC Capillary Network may contain MTC Devices.

-
The MTC Capillary Network may contain Local-Access Devices.
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Figure 4.1.3-1: Deployment model with MTC Gateway Device communicating with MTC Server.
4.1.3.2
Addressing
Based on the model above, we see the need for devices in a MTC Capillary Network to obtain connectivity via a MTC Gateway Device.  In a packet-switched architecture, this is equivalent to the devices in the MTC Capillary Network being able to obtain a routable address through the MTC Gateway Device.  The case of Local Access Devices using non-IP communications within the MTC Capillary Network is not considered.
If public IPv4 addressing is used for the communications between the MTC Capillary Network and the MTC Server, and the MTC Gateway device is given a public IPv4 address, multiple public IPv4 addresses would need to be allocated by the network to the MTC Gateway Device.  The MTC Gateway Device can then distribute the allocated IPv4 addresses to the Local Access Devices (or MTC Devices) in the MTC Capillary Network.  Note that it is not envisioned for this model to be employed in view of the scarcity of IPv4 addresses.
If private IPv4 addressing is used for the communications between the MTC Capillary Network and the MTC Server, and the MTC Gateway Device is given a public IPv4 address, existing 3GPP network can already support such a MTC Capillary Network transparently using network address translation methods.  

If private IPv4 addressing is used for the communications between the MTC Capillary Network and the MTC Server, and the MTC Gateway Device is given a private IPv4 address, existing 3GPP network can also support such a MTC Capillary Network transparently using network address translation methods, provided:

· the MTC Capillary Network uses different class of private address space as compared to the private IPv4 address that is allocated to the MTC Gateway Device;

· another possibility in case of private IPv4 address is that the network allocates multiple private IPv4 addresses to the MTC Gateway Device, and leaves it to the MTC Gateway Device to distribute the addresses within the MTC Capillary Network.

If IPv6 addressing is used for the communications between the MTC Capillary Network and the MTC Server, current 3GPP methods already assigns the UE an entire IPv6 prefix.  All that is needed is to allow the devices in the MTC Capillary Network to make use of multiple addresses configured from the allocated IPv6 prefix.  The MTC Gateway Device could request for a shorter IPv6 prefix to be assigned if necessary.  Alternatively, the MTC Gateway Device can also request for multiple IPv6 prefixes from the network to be distributed, Local Access Devices (or MTC Devices) in the MTC Capillary Network.
Hence, we can conclude that a potential requirement is for the MTC Gateway Device to be allocated multiple addresses, and to be able to re-distribute part of the allocated addresses to other devices in the MTC Capillary Network.
**** Second Change ****

7
Possible requirements

7.x
Communication via MTC Gateway Device 

For communication via MTC Gateway Device:
-
The network should be able to assign multiple addresses to the MTC Gateway Device.
NOTE:
“multiple addresses” include the case of a range of continuous addresses (i.e. prefix), or even multiple prefixes.  
-
The MTC Gateway Device should be able to distribute part of the allocated addresses for use by Local Access Devices (and MTC Devices, if any) in the MTC Capillary Network.
**** End of Changes ****
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