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Introduction
We propose the following changes to section 4.5 to provide additional clarity in the development of use case 4. An initial set of requirements are introduced as well.
************* Begin Changes ******************
4.5 Use case 4: Mobile access to 3rd Party Web Services 

4.5.1 Pre-conditions

A user has purchased a subscription plan that includes an operator managed SSO system. The user has multiple web service accounts and web based domain services already established.

· Operator provisioned credentials are already secured within the network and UE.

· Service agreements and charging schemas are already in place between 3rd Party web service providers and Operators.
· The user’s radio access technology is UMTS or LTE.

4.5.2 Service Flows

A user has an established service with an operator and relies on his operator to provide an Identity Management (IdM) service. The user wishes to watch an Internet TV service on his mobile phone. Immediately upon entering the service, the user is seamlessly and transparently connected to his account without providing login and password credentials.

An UMTS or LTE radio access technology implies the use of UICC credentials which are shared with the network HSS. This scenario could use AKA/USIM credentials for the creation of application specific credentials. The Web Service application specific credentials could be derived directly with HTTP Digest authentication using basic 3GPP AKA (HTTP Digest AKA [RFC3310]) or HTTP Digest authentication with GBA.

4.5.3 Requirements
· The (SSO) identity management service shall provide secure, seamless, uninterrupted and transparent access to 3rd party web services for all mobile devices that use UMTS or LTE radio access technologies.
· The subscriber device and the operator shall support mutual authentication using the operator provisioned credentials in the UICC.
************* End Changes ******************
