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1
Introduction

Based on discussion in the incoming Liaison Statements from RAN2 (R2-110699) and SA3 (S3-101422), this contribution proposes the approach that should be taken with respect to user privacy and consent for the feature Minimisation of Drive Tests (MDT) logging. 
2
Discussion
MDT logging provides the operator with the capability of recording radio measurements and associated  location of where those measurements were taken for a particular user or sets of users. These measurements are intended to be used for purposes other than providing services to the user, e.g. optimise the network coverage.

Is the MDT logged data considered private data? In some countries, information that can pinpoint a user location is considered private data and subject to privacy regulatory requirements. As indicated by SA3 in S3-101422, even though the intention of the network is to make the data anonymous, it is never truly anonymous.
Depending on regulatory requirements to protect user privacy, the user must consent to this measurement logging. This consent must be given explicitly, i.e. the user must be able to opt-in, and the user must have the ability to revoke this consent.
3
Conclusion
It is recommended that the MDT logging feature allows for user consent and revocation of consent to be obtained for collection of user data. 
