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1
Introduction

This contribution proposes modifications to existing requirements in section 7 of TR22.809.  
2
Proposed Modifications
It is proposed to make the following updates to section 7:
7
Potential Requirements

The following high level requirements have been identified for support by the mobile operator hosting the IMS VoIP services and the Enterprise network hosting the IP-PBX.  They are applicable to use cases in Sections 6.1.1, 6.1.2, 6.1.3, and 6.1.4 in TR 22.809.

For services provided to a UE and/or an IP-PBX device from an IP-PBX that is connected to the mobile operator network as an IMS Application Server, the following requirements apply:

-
The mobile operator’s IMS shall be able to set negotiable QoS for VoIP sessions both at the time of session establishment and during session modifications based on the operator policy.
-
The mobile operator’s IMS shall be able to implement IP Policy Control based on the type of access used in the Enterprise network (e.g., H(e)NB, WiFi).
-
The mobile operator’s IMS shall be able to support a set of codecs and header compression for the VoIP services.  The mobile operator’s IMS shall be able to provide transcoding, when UEs communicating with each other do not support a common codec.
-
The mobile operator’s IMS shall provide VoIP services without a reduction in privacy, security, or authentication compared to corresponding service in the mobile operator macro network.
-
Interconnection between mobile operator and Enterprise shall be via a QoS-enabled IP connection.
-
A UE provisioned in the mobile operator’s IMS shall be able to receive services from an IP-PBX that is connected to the mobile operator network as an IMS Application Server.
-
A UE shall be able to access IMS services (including IP-PBX-based services) via multiple access networks within the Enterprise (e.g., via H(e)NB or via WiFi) using a QoS-enabled IP connection.
-
A UE shall be able to access VoIP service via an IP connection with IPv4 or IPv6 addressing with Network Address Translation (NAT) deployed.
-
Multiple UEs may be associated with a single VoIP service subscription.  One Public User Identity may be shared between multiple UEs.  Individual UEs may be identified with separate Public User Identities.  The mobile operator’s IMS shall be able to route sessions toward the identified UE(s), e.g. based on UE capability, User preference and/or Network preferences.
-
The mobile operator’s IMS shall have access to information about the state of the UE and IP-PBX device access connection.
-
The mobile operator’s IMS shall have access to the UE and IP-PBX device location information.
-
Subject to local regulatory requirements, the mobile operator’s IMS shall provide the capability for the UE to indicate to the network that a communication is malicious.
-
The mobile operator’s IMS shall be able to transfer VoIP sessions between UEs and IP-PBX devices, subject to mobile operator and Enterprise agreements.
