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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Editor’s note: To be updated based on contributions.

1
Scope

This study aims to examine the use cases and potential requirements that allow operators to assign to subscribers Public User Identities of the form sip:user@domain. This study also aims to clarify the relationships (e.g., business, interworking) between the domain owner, the assignee of sip:user@domain where it is not the same as the domain owner, and operators sharing the domain name.

This study deals with the case where a specific user is served by a single IMS Operator for all IMS services.

Any potential regulatory aspects will also be considered.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.003: " Numbering, addressing and identification"
[3]
GSM Association PRD IR.67 (V5.1): " DNS/ENUM Guidelines for Service Providers & GRX/IPX Providers "
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Editor’s note: Terms used in this document need to be defined.

Editor’s note: Common terminology to be used in the document need to be proposed.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

DNS
Domain Name System

IMS
IP Multimedia Subsystem

IP
Internet Protocol

IPX
IP Packet eXchange
ISP
Internet Service Provider

PUI
Public User Identity

SIP
Session Initiation Protocol
URI
Uniform Resource Identifier

4
Background
IMS network independent PUIs based on Internet domain names are being explored to satisfy customer requirements for PUIs based on their domains rather than PUIs based on E.164 telephone numbers or operator owned domains.  Currently, alphanumeric SIP URIs from the same domain, e.g. user.name@operator.com, can only be provided by a single operator. If the operator that provides URIs for domain @operator.com has subsidiaries in different countries, those subsidiaries cannot provide URIs for the same domain @operator.com. Permitting an operator’s national/regional subsidiaries in different countries/regions to provide URIs for the same domain will allow operators to keep a single domain name for their international subscriber base.

Although domains typically refer to an operator, e.g. @operator.com, users may wish to use URIs based on their own domains, rather than SIP URIs based on E.164 numbering or operator-owned domains. This is especially true in the case of large corporations as they would prefer to use their own domain name, e.g. @company.com. For the enterprise case, in general there are two scenarios that need to be considered. In the first scenario, a corporation has IMS-based services provided by different operators within one country. In the second scenario, a multinational corporation has IMS-based services provided on an operator-per-country basis. It follows that allowing different operators within one country and also from different countries to provide URIs for the same domain will provide increased flexibility.

Implementing such PUIs in a secure fashion will present some novel challenges. Current and proposed implementations in [2] and [3] rely on a private DNS infrastructure to resolve PUIs to the serving operator which depends on information about E.164 and E.212 numbering resource assignment to operators and operator ownership of other domains.

5
Business Models

Editor’s note: This section describes the relationship between different entities.

6
Use Cases

6.1
Domain Name Sharing

Although domains typically refer to an operator, e.g. @operator.com, it is also possible to have domains that refer to corporations, e.g. @company.com.

The most straightforward use case involves a single corporation that has IMS subscriptions with various operators within a single country. In this case, the user identities will be provisioned by the different operators that the corporation has a subscription with.

This use case can be expanded to cover the scenario where the corporation obtains IMS-based services from different IMS networks of the same operator (e.g. regional network).

6.2
Multinational Corporations

For multinational corporations with locations in several different countries that use a single domain name @company.com, it is likely that they will require IMS-based services to be provided by different operators in different countries. As a result, Public User Identities will need to be provisioned by different operators. This is illustrated in the following diagram.
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6.3
Operator with Multiple Subsidiaries

For  the case of an operator with domain @operator.com, if the operator has subsidiaries in different countries or in different regions, the operator subsidiary in Country Y or Region X will need to be allowed to provide Public User Identities for domain @operator.com. This is illustrated in the diagram below.
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6.4
Different URI Schemes

A corporation that uses different services may have different service providers for each service. For example, email services may be provided by an ISP and IMS-based services may be provided by a telco operator. Therefore, it needs to be possible for URIs of different schemes to be administered by different entities, e.g. sip:myname@company.com by the telco operator and mailto:myname@company.com by an ISP.
6.5
Independent Name Space Provider

A corporation may have a business providing services, e.g. email, to retail customers under its own domain name, for example, example.com. The corporation might partner with an operator or operators to allow its users to employ their email IDs as PUIs in IMS, e.g. jennyjones@example.com.
7
Service Scenarios

7.1
Call between users provisioned by same operator

In this scenario, user Red@example.com calls user Blue@example.com. Both Red and Blue have been provisioned by the same operator, Operator A. This is shown in the following diagram.
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The procedure within Operator A’s network upon receiving the request from Red@example.com to contact Blue@example.com is as follows:

1) Is Blue@example.com a subscriber of Operator A? Yes

2) Call is routed within Operator A

In this scenario, Operator A does not have to query a domain database outside the network, but Operator A is not prohibited from doing so.

7.2
Call between users provisioned by different operators

In this scenario, again Red@example.com calls Blue@example.com. However, this time Red@example.com is provisioned by Operator A while Blue@example.com is provisioned by Operator B.

In general, there are 3 basic scenarios:

-
Operator A is capable of routing the call directly to Operator B

-
Operator A routes the call to an intermediate network where:

-
the intermediate network is capable of routing the call to Operator B

-
the intermediate network routes the call to another intermediate network that is capable of routing the call to Operator B

7.2.1
Direct Interconnect
In this particular scenario, Operator A is capable of performing the routing.
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The procedure within Operator A’s network upon receiving the request from Red@example.com to contact Blue@example.com is as follows: 

1) Is Blue@example.com a subscriber of Operator A? No
2) Locate domain database for example.com

3) Query domain database for Blue@example.com
4) Resolve destination for Blue@operatorB.com
5) Route call on to Operator B 
NOTE 1:
Yellow highlighting indicates a proposed modification to existing procedures

7.2.2
Indirect Interconnect
In this case, Operator A and Operator B are interconnected by one or more intermediate networks. Again the case where user Red@example.com calls user Blue@example.com is considered.
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The procedure within Operator A’s network upon receiving the request from Red@example.com to contact Blue@example.com is as follows: 

1) Is Blue@example.com a subscriber of Operator A? No

2) Route call on to Intermediate Network 1 (possibly after a domain database query, which may have succeeded or failed)

Intermediate Network 1 will then either do steps (1a-4a):

1a) Locate domain database for example.com

2a) Query domain database for Blue@example.com 
3a) Resolve destination for Blue@operatorB.com 
4a) Route call on to Operator B (e.g. via one or more IP-layer and/or SIP-layer intermediate networks)

OR:

1b) Route call on to Intermediate Network 2 (who will perform steps 1a-4a above)

NOTE 2:
Yellow highlighting indicates a proposed modification to existing procedures.

Theoretically there may be more than two intermediate networks, in which case Intermediate Network N will forward on to Intermediate Network N+1 who will perform either the steps 1a-4a above or forward on to Intermediate Network N+2 (and so on), However, some implementations (such as the IPX) may mandate a maximum of intermediate networks (for the IPX, this maximum is two).

8
Security Aspects

Editor’s note: This section describes the security aspects.

9
Charging Aspects

Editor’s note: This section describes the charging aspects.

10
Potential Requirements

10.1
General Requirements
Multiple operators shall be able to provision SIP URIs of type "sip:user@domain" (also known as "alphanumeric SIP URIs") within a single domain name.

An operator shall be able to provision a SIP URI scheme for a domain name that has other URI schemes provisioned by different service providers

NOTE 1:
This allows customers who use an operator in one geographic region to use another service provider in another region without affecting the domain name used (which may be part of a corporate branding), as well as choose a different operator for different service offerings e.g. different IMS operator compared to their email provider. 

NOTE 2:
The provisioning of SIP URIs and URI schemes by different operators within a single domain is handled independently. It is assumed that the domain owner has the responsibility of ensuring uniqueness of the SIP URI across multiple operators, and that the "user" portion points to the same person across different schemes.

The IMS shall support a mechanism for these Public User Identities to be globally reachable from a subscriber of one mobile operator to subscribers of another mobile operator even when the originating subscriber’s mobile operator does not explicitly support network independent PUIs.

The IMS shall support a mechanism for provisioning of the Registry required to support inter-operator communications based on the Internet domain based PUIs.

Editor’s Note 1: This assumes the Registry is part of IMS.  The assumption needs to be validated by the use cases.

Editor’s Note 2:  We need to clarify the relationship between the mobile operator and the domain owner.  

Editor’s Note 3: When different service providers are provisioning different users within a domain, the IMS must support access to the registry by the different service providers. 

10.2
Potential Regulatory Requirements
Editor’s note: This section introduces potential regulatory requirements.

11
Conclusion
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