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7
Service requirements

7.1
Common service requirements

7.1.1
General

The following are MTC common service requirements:

-
The network shall enable the network operator to identify per subscription which individual MTC Features are provided to a particular MTC Subscriber. 
-
The network shall provide a mechanism for the MTC Subscriber to activate or deactivate MTC Features. 
NOTE:
The activation/deactivation functionality can be provided via a web interface that is outside the scope of 3GPP specifications.
-
The network shall provide a mechanism for the network operator to control the addition or removal of individual MTC Features to a subscription (e.g. based on matching or mismatching of MTC Features).
-
The network shall provide a mechanism for the network operator to restrict activation of MTC Features (e.g. based on matching or mismatching of MTC Features).

-
The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously attempting data and/or signalling interactions.

- 
The system shall provide mechanisms to efficiently maintain connectivity for a large number of MTC Devices.
-
The system shall provide mechanisms to lower power consumption of MTC Devices. 



7.1.2
MTC device triggering

The requirements related to MTC Device triggering include the following:

-
The network shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC Server.

-
A MTC Device shall be able to receive trigger indications from the network and shall establish communication with the MTC Server when receiving the trigger indication. Possible options may include:

-
Receiving trigger indication when the MTC Device is offline.
-
Receiving trigger indication when the MTC Device is online, but has no data connection established.

-
Receiving trigger indication when the MTC Device is online and has a data connection established.

NOTE:
Online means the MTC Device is attached to the network for MT signalling or user plane data. When the MTC Device is offline (i.e. detached) the MTC Device can listen to trigger indications on e.g. a broadcast or paging channel.

7.1.3
Addressing


[image: image1]
Figure 7-1: MTC server in a public address space sending a mobile terminated message to a MTC device in a private address space

-
The system shall provide a mechanism, according to operator policy, where an MTC Server in a public address space can successfully send a mobile terminated message to the MTC Device inside a private IP address space

7.1.4
Identifiers

The requirements for MTC related to identifiers include the following:
-
The system shall be able to uniquely identify the ME.

-
The system shall be able to uniquely identify the MTC Subscriber.

NOTE: 
The two requirements above also apply to human-to-human communications. However, for Machine-Type Communication identifiers will have to be able to cater for a number of identifiers at least two orders of magnitude higher than for human-to-human communications. 

-
The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.

-
MTC Group shall be identified uniquely across 3GPP networks.
7.1.5
Charging requirements

Per MTC Device or per MTC Group the core network shall be able to:

-
create bulk CDRs to count chargeable events per MTC Group, either in parallel to or instead of per device CDR creation. 

-
stop creation of per device CDRs.

-
count MTC Device initiated signalling per signalling type (e.g. mobility signalling) by means of bulk CDRs or device CDRs.

-
count MTC Feature activation / de-activation by means of bulk CDRs or device CDRs.
-
collect charging data with a granularity (e.g. in time or location) that can identify the use of network resources when used outside the limits of subscription or MTC Feature, e.g. time window, location.

-
count particular Monitoring or Alarm events by means of bulk or device CDRs.
7.1.6
Security requirements
The security requirements for MTC include the following:

-
MTC optimizations shall not degrade security compared to non-MTC communications
7.1.7
Remote MTC device management

The management of MTC Devices should be provided by existing mechanisms (e.g. OMA DM)

7.1.8
MTC Devices

The following requirements relate to MTC Devices:

-
MTC Devices may be configured to indicate to the network that they are intended for use with MTC Applications and can live with certain restrictions imposed by the network.
NOTE: this MTC indicator is intended for use with "low budget" subscriptions tailored to MTC Applications
-
MTC Devices may be configured to indicate to the network that they are intended for use with MTC Applications that are delay tolerant and can live with a lower priority assigned to them by the network.
-
MTC Devices may not have any MTC specific functionality other than the communication capabilities to connect to a MTC Server or other MTC Devices (i.e. a MTC Device can be a normal UE used for MTC applications).
-
The network operator shall be able to restrict the use of a USIM to specific MEs/MTC Devices (e.g. based on the use of an MTC indicator, low priority indicator, or type of MTC Device).
-
MTC Devices may be kept offline or online when not communicating, depending on MTC Application requirements.

-
MTC Devices may keep their data connection or not keep their data connection when not communicating, depending on MTC Application requirements.
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