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1
Introduction

This contribution proposes some text for the Background clause in TR22.894.  The text is based on section 3 of the Study Item Description in SP-100652.
2
Proposed text
Below is the proposed changes to TR22.894:
4
Background
IMS network independent PUIs based on Internet domain names are being explored to satisfy customer requirements for PUIs based on their domains rather than PUIs based on E.164 telephone numbers or operator owned domains.  Currently, alphanumeric SIP URIs from the same domain, e.g. user.name@operator.com, can only be provided by a single operator. If the operator that provides URIs for domain @operator.com has subsidiaries in different countries, those subsidiaries cannot provide URIs for the same domain @operator.com. Permitting an operator’s national/regional subsidiaries in different countries/regions to provide URIs for the same domain will allow operators to keep a single domain name for their international subscriber base.
Although domains typically refer to an operator, e.g. @operator.com, users may wish to use URIs based on their own domains, rather than SIP URIs based on E.164 numbering or operator-owned domains. This is especially true in the case of large corporations as they would prefer to use their own domain name, e.g. @company.com. For the enterprise case, in general there are two scenarios that need to be considered. In the first scenario, a corporation has IMS-based services provided by different operators within one country. In the second scenario, a multinational corporation has IMS-based services provided on an operator-per-country basis. It follows that allowing different operators within one country and also from different countries to provide URIs for the same domain will provide increased flexibility.
Implementing such PUIs in a secure fashion will present some novel challenges. Current and proposed implementations [23.003, IR.67] rely on a private DNS infrastructure to resolve PUIs to the serving operator which depends on information about E.164 and E.212 numbering resource assignment to operators and operator ownership of other domains.

