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Abstract of the contribution: This contribution proposes to add a use case about large volume M2M traffic offloading.

1. Introduction
With the deployment of mobile broadband wireless technologies such as 3G, the MTC applications using mobile surveillance are emerging. This kind of communication may generate large volume of M2M data traffic and simultaneous use of such application on large number of MTC Devices may cause network traffic congestion. As we know in Rel-10, SA2 discussed solutions to network overload and congestion. 
Some more enhancements or service requirements may be needed to improve machine-type-communication. This contribution tries to introduce a use case about large volume M2M traffic offloading in order to take such scenario into consideration during further study.
2. Proposal
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Possible Enhancement to Optimize MTC Devices
4.y.1
Use Case: large volume M2M traffic offloading
With the deployment of mobile broadband wireless technologies such as 3G, the applications using mobile surveillance are emerging. For example in transportation of important cargoes, it’s highly anticipated that the images of the transported items and their environment can be monitored in real time throughout the transportation routes. Also in law enforcement units it is required, in some scenarios, that images together with location data be transferred by wireless networks and viewed or recorded as evidences. 
Moreover, to meet security requirements, many communities install video surveillance system. In such a system, many video cameras are installed at necessary locations within the community and connected to the server in the central control room of the community. Compared with wired connection, wireless connections obviously make the deployment work easier by exempting the large amount of installation work required by wired. However, for a surveillance camera connecting to the server via wireless network, the bandwidth required by the camera may normally be about several hundred kilobits per second, depending on the quality of images and format of the video codec. So, the total bandwidth consumption could be quite large, especially if many similar surveillance systems work in parallel. Consequently the network may be overloaded. To solve this problem, diverting these traffics to local connections, as early as when they are in the radio side, is an option. In this way the core network would not be affected severely. In addition, if the servers are located near the area where these cameras are installed, offloading these M2M surveillance traffic from the radio network directly to the local servers is also desirable, for it’s not necessary for these surveillance traffics to go roundabout through core network before they finally reach the MTC server which is just nearby. 
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