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The following updates should be considered for inclusion in the current NOVES working document:
Introduction section

Add the following text & footnote to the end of the Introduction section:

NOVES as defined in this document focuses on Next Generation Network (NGN) technology and does not include legacy messaging services, such as Short Messaging Service (SMS)[footnoteRef:1].  In addition, NOVES does not include support of non-human initiated devices. [1: ] 


  While text messaging is expected to remain popular, the underlying technology must shift from legacy SMS to IP-enabled messaging (including various forms of instant messaging (IM)) to support NVI Emergency Services.  Increasingly, both smart phones and feature phones support multiple technologies for text messaging.  It is important not to confuse a specific underlying technology such as SMS with functionality such as text messaging.

Security Aspects (section 8)
Modified text:
Protection against unauthorized disclosure and alteration of NOVES data which is not provided by the origination network cannot be attested to or vouched for by the network operator.


End-to-End Requirements (section 10.1)
Replace existing requirement with the following text:
Delivery of location information to PSAPs associated with a NOVES session should be protected against unauthorized disclosure and alteration in a similar manner to next generation voice emergency services. NOVES data not provided by the origination network cannot be attested to or vouched for by the network operator.

NOVES Device Requirements (section 10.2)
Replace existing requirement with the following text:
Once a device is aware that a NOVES session has been initiated, the device should (subject to user configuration)  avoid drawing unnecessary attention to the user (e.g., playing audible tones or flashing brightly) and should confirm this to the user in as private a manner as is reasonable, such as using text on the screen or audio if headphones are already connected. Behavior in an emergency text situation may need to be different relative to the normal configuration. 

Origination Network Requirements (section 10.3)
Replace existing requirement with the following text:
Detailed log records of the NOVES session should be generated by the origination network in a similar manner to next generation emergency voice calls. Note: Media is not required to be logged in the origination network.
Replace existing requirement with the following text:
All emergency media content shall be carried with an indication of the source, in a similar manner as for emergency voice calls.
Add new requirement:
During an emergency session, the Origination Network must deliver subsequent NOVES media content to the same Emergency Services IP Network as the initial media and call setup signaling at the beginning of the non-voice emergency session. 
Add new requirement:
The Origination Network shall be responsible for routing NOVES messages to the appropriate Emergency Services IP Network.

Emergency Services IP Network Requirements (Annex A)
Replace all existing requirements in this section with the following text:
    In NOVES situations, the Emergency Services IP Network shall provide a capability to route to
    a default PSAP when the local PSAP cannot be determined.
Within an Emergency Services IP Network, all NOVES attempts shall be logged and the data made available to the PSAP. 
Emergency Services IP networks shall be able to direct NOVES messages to an appropriate alternate destination if the situation is not an emergency.  
During an emergency session, the Emergency Services IP network must deliver subsequent NOVES media content to the same PSAP as the initial media and call setup signaling at the beginning of the non-voice emergency session. 
The PSAP shall have the capability to associate all emergency sessions and media content with the originating caller.
The PSAP shall be able to acknowledge setup of the NOVES session back to the originating caller.
The Emergency Services IP Network shall be responsible for routing NOVES messages to the appropriate PSAP.
Within an Emergency Services IP Network, it shall be possible to associate non-voice messages and voice calls from the same caller together. 
Detailed log records of a NOVES session should be generated by an Emergency Services IP network.
The Emergency Services IP Network shall be responsible for any logging of  multi-media that may be needed for post processing.  






