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1. Introduction
This document summarises the current standarisation position with regard to enterprise-based service control.
2. Reason for Change
It is considered useful in the TR to identify the current standards that exist for enterprise interconnection to the public network.
3. Conclusions

A clear understanding of the existing standards is needed.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 22.8yz.
* * * First Change * * * *

<Proposed change in revision marks>

x.
Enterprise-based service control
x.1
Introduction
As an extension to the hosted enterprise (or centrex) scenario where the IMS core and all services reside in the operator network, it is possible to retain the IMS core in the operator network to retain all the mobility options associated with IMS, but to control at least some subscriber services from within the enterprise.
Subclause 4.2.4 of 3GPP TS 23.228 [xx] defines the IMS service control interface to an external network AS.
Thus an enterprise can behave as an "External Network" to provide an IMS AS to host and execute services on behalf of a user in the operator network.  3GPP has not defined the authentication and security functions for this configuration.
x.2
Existing standards implementation
To realize enterprise-based service control, the user must be registered in the operator network with placement of the SIP AS within the enterprise. This AS is called an Enterprise AS (E-AS). Subscriber profile data (initial filter criteria) can ensure that IMS properly invokes the E-AS for service execution.
x.1.3
Standards gap analysis
3GPP specifications do not address the following aspects of IMS interconnection to Third Party AS.

-
Special consideration must be given to authentication and security for the service control interface between the home network and the enterprise.  The potential role of a security gateway is TBD.
-
The interface should allow only authorized service requests on behalf of valid users.
-
The E-AS must have direct access to subscriber data in the Home Network.
-
The realization of service data management between the UE and E-AS is TBD, as is the nature of the security associated with the associated interface.
-
It is TBD whether the E-AS will always access media resources within the enteprise or whether the E-AS must be able to access media resources in the operator network.
