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1. Introduction

As noted in LS (CP-091019) from ITU-T Study Group 2 to 3GPP, there have been unprecedented demands within the telecommunications industry for E.164 MSISDNs resources. Some Member States and their national regulatory authorities have indeed expressed concerns over the numbering requirements of new services involving Machine-to-Machine (M2M) telecommunications and their expected rapid growth. This contribution seeks to highlight the challenge and proposes that 3GPP develop an alternative to using public numbering resources for M2M communications.

M2M demand is forecast to grow from 50M connections to over 200M by 2013. A large number of these services are today deployed over circuit-switched GSM architectures and require E.164 MSISDNs although such services do not require 'dialable' numbers, and generally do not communicate with each other by human interaction.

Without technical alternative to using public numbering resources as addresses, and considering the current forecasts and pending applications for numbers made to numbering plan administration agencies, there is a significant risk that some national numbering/dialling plans will run out of numbers in the near future, which would impact not only these M2M services but also the GSM/UMTS service providers in general.

In the United States, Geographic numbers are in short supply, especially in certain rate-centers. As the rate of current demand, geographic numbers could be forced to move to 12+ digit numbers by 2020 at a cost of over $100B in US alone.

2. Discussion

Due to this expected increase in M2M traffic over the next 2-5 years, M2M traffic should be extracted from both CS networks and the current numbering plans as both are severely constrained resources with limited expected lifetimes. 3GPP has defined the IMS to be based on Session Initiation Protocol (SIP), which is ideally suited to support all-IP based M2M communications. SIP, developed for the Internet by the IETF, provides all of the mechanisms necessary to support M2M communications, including replication of current functionality to send commands via SMS. Further, forthcoming changes to the UICC based on the GlobalPlatform standards support mobile-terminated IP session creation. The only impediment to rapid implementation is the lack of SIP support in the current and past generations of M2M modules. Module manufacturers are moving to address this and the next generation of modules is slated to have that support.

The ECC report [x] begins with a set of assumptions and starting points (Section 4.2) that must be challenged:

· Starting point 2 assumes that IPv6 will not “take over in M2M addressing until 2020 at the earliest.” Market conditions, rapidly increasing data usage, and the explosion in data-capable devices will push this transition much faster than the ECC expects. Many networks, and nearly all new devices, support both IPv4 and IPv6. North American carriers will likely be forced to convert to IPv6 to support addressing just within their own networks.

· The growth predictions in section 4.2.2 assume a slowing growth rate in the latter have of this coming decade. These assumptions miss the vast potential of M2M communication. The assumptions described M2M devices in cars, alarm systems, and personal devices, but fail to include the possibility that homes and business could have appliances that are connected. These are by definition M2M devices, and should be included if they are connected wirelessly. Even computers will need to be included going forward. Several carriers already offer devices that connect computers to the GSM networks. There is no reason these devices should not be viewed as forms of MTC devices.
· Most larger mobile networks support and indeed already carry IP-based data traffic.

· Next generation data networks, including LTE, are IP-based.

· Data services are cheaper to provide over IP-based networks such as HSPA, HSPA+, and LTE.
The conclusions reached by the ECC report, including all four of their options, seriously underestimate the need for additional M2M numbers by a factor of 4-10. This explosive growth requires an alternative to E.164 that is:

· Based on Internet protocols and identities which are already proven to scale (IP, DNS, SIP, UDP, TCP, etc.)

· Not geographic in nature to insure an unlimited supply of identifiers

· Pushes the assignment of identities as close to the end user as possible

· Not locked to a specific network (DNS can route anywhere)

These requirements also allow the use of existing solutions fro many internetworking situations, including:

· Mobile-to-mobile

· PSTN-to-mobile and vice versa

· Internet-to-mobile and vice versa

Even if some networks today cannot support IP-based addressing, the industry is clearly moving in that direction. It is likely that most networks, large and small, will support some level of IP addressing before any new standards are complete. Given this, it makes sense for any new standard to focus on a long term solution that is necessarily based on IP, but also allow the use of E.164 or private numbers when necessary. Existing 3GPP standards (ENUM, IMS) provide for the interconnection between IP and number-based endpoints.

This document describes the implications of using SIP-based identifiers and SIP in general as an alternative to E.164 that is IP based.

3. Section 5 Text – High-level Service Aspects
When a SIP-enabled device powers on, it registers its location (IP address) with its network. This location is forwarded to the DNS so that inbound packets can be routed to the device. Once registration is complete, the main part of the device may power down, so long as part of the device is listening to the network for “wake-up” packets, similar to the way GSM devices continue to listen for inbound SMS messages.
The use of SIP allows MTC devices for any given customer to reside on any operator’s network. DNS routing automatically directs traffic via the correct network.
4. Section 6 Text – MMI Aspects
IP connections require an open connection between the MTS device and the server. This connection is maintained by the network access hardware, the network adapter in hard-wired device, or the radio in a mobile device. To minimize the power requirements, MTC devices should maintain the connection using the same hardware that today listens for CS signaling.
SIP requires some intelligence to reside on the MTC device, usually in the form of a SIP stack, to allows the device to generate and respond to SIP commands such as REGISTER and INVITE. Given the short bursty nature of MTC traffic, SIP messages could be used to carry the payload data, eliminating the need for a more sophisticated protocol stack that occupies more space.
5. Section 7 Text – Charging Aspects
Networks that support IP traffic are already set up to charge for it. Many network operators charge by the megabyte or gigabyte. For M2M communications, the traffic for all of the devices owned by a given customer can easily be collected, rated, and billed in the aggregate or by device. This allows for great flexibility in the possible billing arrangements between customers and carriers.
6. Section 8 Text – Security Aspects
SIP has built-in security, using a three-way handshake (INVITE/OK/ACK) to mutually authenticate sender and receiver. Authentication is done using shared certificates, or using dynamic keys such as those generated by Generic Bootstrap Architecture (GBA) [7]. In addition, may of the parameters to be used for the session are negotiated during this process.
7. Summary

We recommend that a SIP-based identity be used as an alternative to the current numbering plans. These identities need to be globally unique to support both M2M and other communications. SIP addresses are based on domains and take a form similar to an email address, such as device1234@domain.com. Network operators can assign identifiers from there existing domains, or from new domains. Domains can also be assigned to large customers, allowing them to assign their own identifiers. Indeed, most large customers already have one or more domain names. The DNS provides the routing.

8. Decision

It is proposed that the following inclusions be made to the Alternatives to E.164 for Machine-Type Communications TR:
Proposed text in section 3 of this document into section 5 “High-level Service Aspects”
Proposed text in section 4 of this document  into section 6 “MMI Aspects”
Proposed text in section 5 of this document  into section 7 “Charging Aspects”
Proposed text in section 6 of this document into section 8 “Security Aspects”
9. Acronyms and Definitions
IP – Internet Protocol [3]

DNS – Domain Name Service [4]

SIP – Session Initiation Protocol [2]

TCP – [5]

UDP – [6]

IETF – Internet Engineering Task Force

PSTN (PTSN?) – Public Switched Telephone Network

10. References

[1]
Electronic Communications Committee (ECC) within the European Conference of Postal and Telecommunications Administrations (CEPT), Draft ECC Report 153: “Numbering and Addressing in Machine-to-Machine (M2M) Communications, Vilnius, June, 2010
[2]
IETF RFC 3261: “Session Initiation Protocol”
[3]
IETF  RFC 791: “Internet Protocol”
[4]
IETF  RFC 1034: “Domain Name Service”
[5]
IETF  RFC 793: “Transport Control Protocol”
[6]
IETF  RFC 768: “User Datagram Protocol”
[7]
3GPP TS 33.220: “Generic Bootstrap Architecture”

