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FROM:
IWG 

TO:

3GPP TSG SA WG1
SUBJECT:  
Feedback about TR22.893 (Study into Identification of Advanced Requirements for IP Interconnection of Services). Areas of overlapping with GSMA and comments or suggestion about areas for further specification work.
DATE:  
30 Sep 2009
IWG thanks 3GPP TSG SA WG1 for their LS about IP Interconnect of Services (TR22.893) giving IWG the opportunity of providing feedback and suggestions. 

In general, the document is aligned with the needs of IWG for IP Interconnect with the following key principles well assumed by 3GPP:
· It is essential to hold relevant information along the path about the two interconnected Service Providers (as mentioned in section 5.3) however it is not understood whether this is technically possible 

· E2E Quality of Service is final aim. It should be possible to monitor E2E parameters and provide transparency.

· The requirement to provide information on the origination of the IPX traffic at each point through the connection and to the destination Service Provider as required for appropriate charging (i.e. ENUM, MNP, per Originator SP, etc).
· TDM break out/in scenarios are on the scope. GSMA hasn’t already addressed it but it will in the short term.
For clarity, IWG would like to highlight key requirements that need to be met by the 3GPP work on IP Interconnect.

· The current charging models and potential future models need to be supported.

Please see the IPX requirements listed at the end of this LS.
IWG has also identified some discrepancies on relevant issues that it is worth to be highlighted. 
Background
The scope of the TR clearly states that the aim is to identify technical requirements for IP Interconnect Services and ‘…to identify relevant existing specifications, initiate enhancements and the development of the new specifications as necessary ‘
IWG already did similar work when starting their own analysis about IP interconnect of services from the commercial point of view. The process was as follows:

1. Identification of what commercial principles had to support an IP interconnection for the existing and future services (billing, QoS, Security, etc).

2. Check out what of such principles / features were already implemented in the existing IP interconnection models in the market (mainly Internet and GRX networks).

3. Creating an IP Interconnect business Framework document were those commercial principles were included. 
IWG started first with the Mobile Community Requirements document to have a clear reference and common understanding inside GSMA of what was the objective for any of the different technical documents that had to be developed by technical teams in GSMA (mainly due to the lack of references in the existing IP documentation – e.g. IETF)
IWG also started working on different commercial agreements templates where these principles were applied in order to provide from the very beginning, tools to help Service Providers and IPX Providers to implement the IP interconnection through IPX networks. Such documents are AA.8x series (including sevices like MMS, SMS, Packet Voice, Transport…)
IWG believes that these documents are also relevant for 3GPP and could also be included as a ‘reference document’ in this TR
All efforts have to be taken to avoid inconsistencies between GSMA and 3GPP specifications.
Agreement on definitions
IWG has identified that 3GPP uses same terms as GSMA but with different meanings that may impact on overall understanding of the needs that IWG reflects on their documents:
Example#1

· Service Providers (GSMA): A business entity entering into a contractual relationship with IPX provider(s). Thus, “Service Provider” includes MNOs, FNOs (for example, fixed broadband operators and NGNs), ISPs, ASPs and any similar entity.
· Service Providers (3GPP): A Service Provider is either a network operator or another entity that provides services to a subscriber (e.g. a MVNO).
It is fundamental to understand that IWG (GSMA) doesn’t make differences between Land (fix) operators, Mobile operator, Mobile Virtual operators, Internet Services Providers or other service providers when dealing with the IP Interconnect. All of them will have to follow same standards, rights and obligations.

Example#2
· Service Level Agreement (GSMA): Agreement between two entities on the performance of the service rendered (QoS) by one party to the other party in a given period of time.

· Service Level Agreement (3GPP): Agreement between two Operators on technical configurations regarding the functionality of the service itself.

Example#3

· ‘Service Transit’ Mode. GSMA clearly states that Billing may be included in the requirements for the IPXP in such mode and 3GPP only considers that as an options. (include the section where this can be understood).
Discrepancies
IWG have detected also that in the different scenarios that 3GPP has under analysis there are not taken into account some assumptions that for GSMA are relevants:: 
· More than one IPXP provider will be needed for a complete coverage and thus may have technical implications on principles like transparency, traceability, etc and implications on what it is stat at clause 4.2.4. about symmetrical routing (e.g. outbound traffic can be routed through two IPX providers with indirect HUB agreement but inbound traffic may be routed by just one IPX Provider with Indirect Transport mode)
· GSMA understands that Trasport only mode is a Direct connectioin.

· Some terms like ‘Interconnect Point’ are not defined in the TR and some sentences suggest commercial and others technical aspects which makes it difficult to understand implications.

· Interconnect point in GSMA documents is the point where the SP responsibility ends and IPXP responsibility starts applying cascade responsibility. ‘Demarcation points’ are defined in GSMA documents to clearly identify where responsibility ends and starts respectively (AA.80)
Additional comments
Carriers delegates on GSMA have a concern about the 3GPP statement in Clause 6.5.1 which would require the mandatory support of all International and Regional variants of the protocols listed.
IP & IPX Commercial Requirements

1 Global IP Requirements

-  Charging Principles: A strong and essential commercial requirement is the ability to keep the principles that are now in place for charging of each service, that means to be able to differentiate per service independentless of the technology used. This will mean to have the context per call and the specific CDR’s for each service. I.e. on LTE we ask to differentiate voice from the rest data services and being able to charge voice per duration on a whosale service.  

This requirement above is needed for IP Interconnection no matter if using IPX, bilaterals or other routing means.

2 IPX Requirements

Number of IPX: Within 3GPP document only one IPX is shown. Two IPX are permitted in the chain so we think that is something to be taken into account from 3GPP perspective, as there will exist a technical and commercial Interconnection between two IPX that need to comply with the end to end IPX requirements. Nevertheless it is assumed that no more than two IPX Providers are involved in the end-to-end delivery. However, as an exception it may happen on a service by service case that more than two IPX Providers are used, but this will be acceptable only provided that end-to-end QoS and overall agreed levels of performance are met.  

Additional IPX features: Apart from what is referring to pure transport or multilateral hub arrangements, the IPX Provider may on a case-by-case basis engage in handling Number Portability and/or manage DRM responsibilities, on behalf of a connected party.

Regarding the MNP resolution, even if the IPX is the one who solves MNP on behalf of the Service Provider A, before the routing is implaced Service Provider A needs to know the correct destination in order to be able to choose the traffic route. So, destination information should be transparent to the SP.

Cascading principles apply: Applying the cascade principle on all responsibilities, e.g. not only charging and billing but also end-to-end QoS, the IPX Provider will make sure that the whole domain is operating in a transparent and satisfactory manner to the Service Provider.

End-to-end responsibilities must be intended from the border gateway of the originating Service Provider up to the border gateway of the terminating Service Provider (local loop connections are included in the concept in the end-to-end path).

Charging Principle:  The entity (Service Provider) who perceives the value in offering a service should pay for network used capacity .However, each of the candidate services may have different charging policies. 

Transparency: The IPX Provider will transport and handle the traffic end-to-end in a transparent way: e.g. routing and charging. 

Transparency on the routing: all potential routes that the IPX Providers may use must be visible at least to the IPX Governance Body and possibly also in the contract with the Service Providers.

Transparency on the charging: It is assumed that the IPX Provider will offer the Service Provider a pricing structure, based on “transit fee” plus a “recipient’s termination rate”, where the price components are fully visible to the Service Provider.

Traceability: It is expected that traffic over the IPX is fully traceable end-to-end. Deviation from end-to-end requirements, determining any other authorised/non-authorised use, compliance with certification criteria etc. should be possible to track.
Choose of routing: the IPX Provider has responsibility in the end-to-end service delivery. Therefore the IPX Provider chooses the routing up to the terminating point provided that the QoS levels remain unchanged. In any case it s required that all traffic relevant to a certain service must be routed together (e.g. signalling and media traffic).
Asymmetric termination: asymmetric termination should be stated as a requirement on a service by service case basis.   
Full interconnection: Full peering among the IPX Providers must be mandated at least between all the IPX Providers with customers in the same region that shall connect to the local peering point in that region. 
One stop shopping: The contractual framework underpinning the IPX Domain is based on technical and commercial connectivity model, whereby Service Providers only need to sign one agreement with the IPX Provider in order to get connection to a range of services and a large number of Service Providers – provided that such parties adhere to the IPX rules and requirements - , thus facilitating market entry for big and small players alike. This creates a secure, accessible and efficient model, which stimulates competition throughout the value chain. 
Handling bilaterals and multilaterals: The IPX Provider will enable both bilateral arrangements (e.g. roaming and interconnect between Service Providers) and multilateral arrangements (any-to-any communication – “hub-scenario”).
Transport - and Service Layer: The IPX provider can offer transport layer (e.g  enabling bilateral arrangements) and/or  service layer enabling a transit (enabling bilateral service aware arrangements) and/or a hub-service (enabling multilateral arrangements). 

The IPX Provider is expected to offer as a minimum the transport layer (as a necessary base for all IPX Provider interaction) on top of which it can provide the service layer (where specific requirements will apply on an end-user-service-by-service assumption).

Its then up to the Service Provider to decide to which service offered by the IPX to subscribe, if to use only transport or also other IPX service. 
When there are two IPX within the chain:

· Payments between the IPX Providers need to be explained and documented.

· Identity and address of all transit components must be transparent and traceable, e.g. originating CLI/MSISDN (if applicable), all involved IP-addresses and DNS (Domain Name Server) – also showing to what these transit components have submitted themselves to. Otherwise there will be no opportunity to trace responsibility of failure. E.g. The IPX Provider is responsible for the routing, therefore may choose the routing up to the terminating point, but the IPX may never hide originating party from the terminating Service Provider. 
Service Providers’options: a Service Provider can choose, for a specific selection of services, to use the IPX Domain for transport ONLY (where a bilateral arrangement has been made directly with another Service Provider) and still use the IPX Domain for both transport and settlement and transit for all other services.

Such a scenario indicates that the IPX Provider must be able to keep track of and make a difference in its responsibilities while doing transport on account of a bilateral relationship and that of a hub-service, when managing the multilateral scenario.

Enabling indirect connectivity: Any one connected Service Provider, enabling other parties not directly connected to the IPX Domain, to send and receive traffic to and from the IPX Provider, will be fully responsibile for all traffic and full compliancy with the IPI Framework and requirements specific for the IPX Domain.This means that everything outside the “IPX domain”, interacting with the IPX-domain, must be compliant with the IPX framework.
3 AGREEMENT STRUCTURE (AA80)

3.1 Connectivity Options 

IPX supports 3 different types of interconnect model.

· IPX Transport

· IPX Service Transit

· IPX Service Hub

It will be up to the Service Provider to determine which connection model it wants to select from its IPX provider.

IPX Transport (transport only, i.e. without service awareness)

The ‘IPX Transport’ connectivity option enables a bilateral connection between two Service Providers utilising the IPX Transport Layer provided by the IPX Provider with guaranteed Quality end-to-end, but without service awareness.

By choosing this model the IPX will just be responsible of carrying the data for the Service. The operator will have to sign additional bilateral contracts with the Service Providers he decides to establish a relationship.  The IPX provider won’t do any billing for the Service Provider.

The IPX Transport option is an technical evolution of the current GRX service, and therefore can be accommodated in this type of interconnect model. 

IPX Service Transit (i.e. Transport with Service Awareness)

The ‘IPX Service Transit’ Connectivity Option enables a bilateral agreement and connection between two Service Providers utilising the IPX Transport layer and IPX Service layer provided by the IPX Provider with guaranteed QoS end-to-end and with service awareness included.

IPX Service hub

This is a multilateral connectivity where traffic is routed from one Service Provider to tens or hundreds of Service providers. A Service Provider only needs to sign one agreement with an IPX Provider. The IPX Service Hub arrangement guarantees QoS end-to-end including service awareness.

This is also by default an arrangement where principles of cascading payments apply. The billing and reconciliation will take place between the IPX Provider and its connected Service Provider. 

3.2 AA80 Structure

AA80: Main Body

Currently there are 3 Service Schedules to the AA80 agreed:

AA81: Packet Voice Interconnect (PVI) 

AA82: SMS 

AA83: MMS. 
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