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Introduction

ETSI TISPAN has sent an LS to 3GPP, informing of the IMS based Remote access work done and requesting feedback. A number of questions arouse in CT1, resulting in an LS to SA1 (see S1-102201/C1-101756). Among the questions included, was the relationship with existing 3GPP work.
ETSI TISPAN NGN R2 defined an IMS based Remote Access solution that provides access to services in the residential network. Examples of use cases include uploading vacation pictures from a laptop or mobile device to a storage server in the residential network, DVD timer recording tweaking, electronic management of lights, doors, curtains.
This Remote Access solution is using IMS to set up an end-to-end VPN tunnel from the remote device (e.g. laptop or mobile phone) to the home gateway.
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A summary of the main characteristics of the TISPAN remote access solution are: 
-
It allows VPN access to the residential network from anywhere using any IMS device.

-
It utilizes IMS as a mean to find and connect to the residential network. 

-
Reuses IMS security to establish the VPN to allow avoid manual configuration of security for the user.

-
It illustrates how to reuse UPnP Remote Access to allow remote UPnP devices to get access to local UPnP devices inside a home.
The TISPAN Remote Access solution is described in TISPAN NGN R2 documents TS 185 005 (section 4.1.7), TS 185 003 (section 7.4) and TS 185 010 (section 6.1.1 and Annex A). UPnP Remote Access is described in the UPnP Forum document Remote Access Architecture:1.
Discussion

The LS from CT1 indicates that there may be overlap with existing features in 3GPP. It is not believed that any larger overlap exists. TISPAN focus has been on residential networks over fixed access, where the remote access solution should be possible to work from any device, and any network (as long as it is using IMS). The 3GPP work (such as Managed Remote Access to the Home Network) is today mobile centric by nature and has therefore not taking into account the TISPAN requirement of accessing from anywhere. 
However, it is noted that the TISPAN solution is reusing IMS, and some aspects may be better handled and considered within the Common IMS framework within 3GPP, rather than in isolation in TISPAN. It is therefore considered as beneficial if 3GPP can take on the work of TISPAN to ensure that a solution is found that addresses both the open concerns of TISPAN, but also take into account any 3GPP specific requirements.
Proposal 

It is proposed that 3GPP takes on the work on IMS based Remote Access from a Common IMS network, and by doing so, help TISPAN solving the overall requirements stated. It is further proposed that SA1 defines in the coming meetings the service related requirements, to allow stage 2 and stage 3 to further elaborate and work on the problem. 
If the above is agreed an LS reply is proposed to be sent back to CT1 and TISPAN to inform about the decision.

Annex: References 
TS 185 005 v2.0.0 - Services requirements and capabilities for customer networks connected to TISPAN NGN (R2)
Section 4.1.7 – Remote Access

TS 185 003 v2.3.1 - Customer Network Gateway (CNG) Architecture and Reference Points (R2)
Section 7.4 – Remote Access Flows

TS 185 010 v2.1.1 - Customer Premises Networks: Protocol Specification (R2)
Section 6.1.1 – Remote Access Functions

Annex A – Remote Access Procedures

UPnP Forum – Remote Access Architecture:1
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