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1. Introduction

The recent SA1 Venice meeting discussed possible new NIMTC requirements for Release 11 and the ‘network improvements for MTC Device to MTC Device communications via one or more PLMNs’ is one of the aspects to be studied. This paper tries to introduce and discuss the possible scenarios for the MTC Device to MTC Device communications.
2. Discussion

If one MTC Device wants to communicate with another MTC Device, several kinds of identifiers can be used to target the remote MTC device and route the data to it, such as IMSI, MSISDN, IP address, or SIP URI etc.

Some kinds of identifiers are routable and can directly target the remote side. By using these kinds of identifiers the originating MTC Device can directly set up communication towards the remote end. For those identifiers which are not routable, the originating MTC Device may request the assistance from the network or the MTC server.

Thus, communication between MTC Devices can be ruled into three kinds of scenarios:
a) communicating directly;
b) communicating via MTC server;
c) communicating with assistance of network or MTC server.
2.1 Communicating directly

One MTC device can communicate with another MTC Device directly only if it knows the IP address or MSISDN of the target MTC device.

Two cases are given to depict this kind of communication:
(1) Case1: For IPv6 based communication, if MTC devices are statically assigned with an IPv6 address, the communication can be established if the IPv6 addresses are known by each side.

(2) Case2: For MSISDN based communication (i.e.SMS), the only thing the originating MTC Device should know is the MSISDN of the target side.
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Figure 1-1 MTC Devices communicating directly with each other

2.2 Communicating via MTC Server
In this kind of communication, all data transmission will go through the MTC Server. The MTC Devices don’t need to know the routable identifier of each other while the MTC Server possesses or is able to provide mechanisms to find the identifiers (routable or un-routable, e.g. IP address, MSISDN, application layer identifier, etc) of MTC Devices under its control. The originating MTC Device uses the identifier of the target side, according to specific application, to send out data to the MTC Server. The MTC Server then finds target MTC device based on such mechanisms as application layer registration mechanism, downlink addressing mechanism, etc, and forwards the data to the target MTC Device.
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Figure 1-2 MTC Devices communicating with each other via MTC Server

2.3 Communicating with assistance of network/MTC Server
Besides communicating directly and communicating via MTC server, there is another kind of communication between MTC Devices, whose data transmission will not go through the MTC server, with establishment of data session assisted by MTC Server(s).
In this kind of communication, the MTC Devices may only know the un-routable identifiers of each other (e.g. access layer identifier IMSI; application layer identifier SIP URI, etc), according to specific application. These identifiers can’t be used to target the remote communicating MTC Devices directly. Instead, the MTC Server is able to provide mechanisms to find remote communicating MTC Devices under its control. It can then map the identifiers of the target MTC Device provided by the originating MTC Device to the routable identifiers (e.g. IP address for IP communication). After that, through appropriate mechanisms, the MTC Server returns the routable identifiers to the originating MTC Device. By retrieving the routable identifiers (e.g. IP address) of the target MTC Device, the originating MTC device can directly send data to the target MTC Device.
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Figure 1-3 MTC Devices communicating with each other with assistance of network / MTC Server

3. Proposal

It is proposed that above three scenarios be included in the new MTC Device to Device study and thus agree the following text and figures.
4
Study Area
4.x
Scenario of MTC Device-to-Device Communications
For this communication scenario the following use cases exist:

a) MTC Devices communicating directly with each other without intermediate MTC Server (refer to figure x-1);
b) MTC Devices communicating with each other with intermediate MTC Server (refer to figure x-2)
-
MTC Server(s) can be located outside of the network operator domain;

-
MTC Server(s) can be located inside of the network operator domain;
-
Data transmission between MTC Devices can be routed to each other via MTC Server(s);

-
Data transmission between MTC Devices can be routed directly to each other, with establishment of data session assisted by MTC Server(s).
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 Figure x-1: MTC Devices communicating directly with each other without intermediate MTC server.
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Figure x-2: MTC Devices communicating with each other with intermediate MTC Server
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