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1. Introduction
This document summarises the current standarisation position with regard to business trunking.
2. Reason for Change
It is considered useful in the TR to identify the current standards that exist for enterprise interconnection to the public network.
3. Conclusions

A clear understanding of the existing standards is needed.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.8yz. It should be noted that the intention is not to provide a complete description of each existing scenario, and references are included in the text to the some of documentation that does exist elsewhere; rather it is to focus on issues that can be of interest to the SA1 discussion. It should also be noted that proposed subclause x.1.4 does detail stage 2 and stage 3 work as well as stage 1.
* * * First Change * * * *

<Proposed change in revision marks>
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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ETSI TS 181 019 version 2.0.0 (November 2007): "Business Communication Requirements".
[yy]
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* * * Next Change * * * *

<Proposed change in revision marks>

x
Existing enterprise capabilities

x.1
Hosted Enterprise Services (HES)
x.1.1
Introduction

ETSI TS 181 019 [xx] defines:


"hosted enterprise services, where an NGN hosts originating and/or terminating business communication capabilities for business communication users that are directly attached to an NGN and have an IMS service subscription for this application in this NGN. This is known commonly as IP-Centrex."
ETSI TS 182 023 [yy] categorises the various enterprise NGN interaction scenarios. HES is scenario 4.
x.1.2
Regulatory requirements

x.1.2.1
Introduction

Between the UE and the HES application server, and beyond the HES application server where the traffic is identified as private network traffic, the public network is merely emulating what an enterprise would normally support with PBX equipment. Therefore, dependent on the national administration, the regulatory requirements may be different from existing public network traffic.
x.1.2.2
Lawful interception
Calls handled by the hosted enterprise application server on behalf of HES users, and calls beyond the hosted enterprise application server identified as private network traffic, can be subject to different regulatory requirements for lawful interception to that for public network traffic. This depends on the regulatory requirements of the national administration.
ETSI TS 181 019 [xx] identifies these requirements.
x.1.2.3
Emergency service
Only calls within public network traffic are handled as public network emergency calls. Thus calls that would normally be sent to the hosted enterprise application server are not subject to recognition and routeing, or other handling, as public network emergency calls. HES users may gain access to emergency calls in two ways:

1)
They have a parallel public network subscription, and make the emergency call as a public network user, either on the normal registration associated with that public subscription, or on an emergency registration. In this case they follow existing 3GPP release 7 (potentially as enhanced in later releases) emergency call functionality; or
2)
The call arrives at the application server supporting HES, and at this point the rules for the enterprise are applied, and the call is identified as needing to be routed as a public network emergency call. The call then breaks-out into the public network and is routed as such to a PSAP by the NGN. It is the responsibility of the application server providing the HES functionality to ensure that the break-out occurs in the appropriate public network, such that that public network is able to route the call to a PSAP that is able to service that user.
Other IMS entities should not assume that any call in the HES environment is an emergency call, as the enterprise may have its own rules for routeing such calls to a private PSAP rather than the public PSAP, and these rules need to be respected, particular as these may relate to agreements between the enterprise and the emergency services that do not involve the public operator.
ETSI TS 181 019 [xx] discusses this flexibility.
x.1.2.4
Malicious call identification

Calls handled by the hosted enterprise application server on behalf of HES users, and calls beyond the hosted enterprise application server identified as private network traffic, can be subject to different regulatory requirements for malicious call identification to that for public network traffic. Malicious call identification might only identify that the call originates from an enterprise, rather than the specific HES user. This depends on the regulatory requirements of the national administration. 
ETSI TS 181 019 [xx] defines requirements for handling as outside the scope of NGN documents.
x.1.2.5
Anonymous communication rejection
Calls handled by the hosted enterprise application server on behalf of HES users, and calls beyond the hosted enterprise application server identified as private network traffic, can be subject to different regulatory requirements. An identity from within the HES may not be available to the NGN due to trust domain issues, and in those cases the identity is not available due to interworking. 

ETSI TS 181 019 [xx] defines requirements for handling as outside the scope of NGN documents.
x.1.3
Numbering and addressing

Users within the enterprise can be addressed:

-
via local telecommunication numbers with a phone context that may be the domain name relating to the enterprise, or the most significant digits of some global number assigned to the enterprise; and
-
via SIP, or other URIs with a domain name that relates to the enterprise.
x.1.4
Existing standards implementation

In IMS terms HES is an application residing on IMS. The terminals supporting the enterprise user are attached directly to the public network at the call control level (i.e. there are no intermediate SIP entities within the enterprise environment). These capabilities are supported from 3GPP Release 5.
The services provided to the end user are provided by the HES application server, however these services should be those normally provided to an enterprise user in an enterprise environment. Therefore it has been recognized in previous discussions that if any standardization of these services is required, that it should be performed within the standardization bodies. There has therefore been no ETSI or 3GPP standardization in this area.
It can use the additional capabilities defined for private network traffic. For traffic from the HES application server to other parts of the enterprise, the traffic can therefore be tagged with the P-Private-Network-Indication header field, as defined in 3GPP Release 8. In association with these capabilities, ETSI TS 181 019 [xx] does define two features:
a)
Break-in.


"HES can provide break-in. Break-in is where public network traffic is accepted from the public network and delivered to the HES user."

b)
Break-out.

"HES can provide break-out. Break-out is where private network traffic is routed in the NGCN, or other business communication capability, to a point where it can enter an NGN on terms advantageous to the NGCN operator. An HES providing break-out therefore converts private network traffic to become public network traffic. The purpose of this capability is to allow a call from within the NGCN, or other business communication capability, to reach a user outside the enterprise (e.g. in the NGN). The NGN operator defines the set of rules or policies under which this should occur, and the NGCN operator should be able to configure the capability within those rules and policies. As an example, these rules and policies may be selected for tariff reasons, and the point where the capability is applied may be dependent on both geographic location and the NGN operator involved."

"When break-out is provided, the HES shall convert any identities provided as private network numbers to valid public telecommunication numbers."
Both these capabilities are defined as part of the application within ETSI TS 182 024 [zz] and do not require further standardisation.
For numbering and addressing, additional explanatory work may be required in regard to how the public network hosts domain names that may be otherwise associated with the enterprise. It is not clear if this is somethat that needs a standards body. It should be noted that such hostings apply for all usages of the domain name, independent of the type of URI in which it is contained.
