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1. Introduction 

This contribution proposes to add new Chapter “Use case evaluation” to the document. In this Chapter the uses cases described in the Chapter 4 should be studied and the best resolution should be identified. 

2. Proposal 

----------------------- Change 1 ------------------------

5
Overall considerations

5.1
Power Consumption

As terminal complexity increases over time (e.g. with higher resolution, true colour displays, multiple bearer and dual radio capabilities, multitasking operating systems. etc), UE vendors face an increasing challenge even to maintain existing standby and operation times of their products. Device manufacturers work continuously to optimize power usage in order to reduce the overall power consumption and to maintain competitive stand-by times as functionality increases. The interface between the ME and UICC remains a significant consumer of power, and this is due to two main factors: 

1.
USIM Presence detection. USIM presence detection is used during calls and as required by applications on the UICC, to ensure that the UICC has not been removed during a card session. It involves the ME sending at an interval determined by the application, a STATUS command on the ME – UICC interface.  

2.
Proactive USIM polling. Proactive USIM polling occurs when the UE is in Idle Mode and also involves a STATUS command across the interface. In this case, the UICC requests a poll interval from the ME which responds with the maximum interval it will use that is closest to the requested interval. 

In each of the above cases, the USIM is required to be active for a short time and hence consumes power. It is currently recommended in the case of Proactive USIM polling that applications on the UICC do not request short time intervals for extended periods in order to avoid an adverse impact on UE battery life. However, in the event that many SIM Toolkit applications are active in the background at the same time, the activity on the card and across the UICC-ME interface will necessarily increase. 

Further, the potential use of the high speed Inter-chip USB interface to support some features would itself place an additional burden on the overall power usage of the device. This will become more significant if the interface is used in conjunction with high density memory on the UICC. In this mode typical power consumption is 45 mA (at 3.0 V) and the ME should be able to supply a maximum of 100 mA at 3.3 V [1].    

It is desirable to seek to minimise the average power consumption of the USIM whilst at the same ensuring that the performances of existing features and of any new enhancements are not unacceptably compromised. In addition, consideration will be given to the potential EMC impact that high peak current drain during active phases could have in terminals that have been optimised for lower power consumption. As such, any potential solutions for the use cases are evaluated in terms of their impact on the power usage in the terminal.

5.2
Migration from ISO to USB interface

Currently there are two interfaces defined for the UICC platform: ISO interface [2] and USB interface [3]. The “high speed” interface is currently defined as an option in TS 22.101. Considering the slow adoption of USB interface in the market the migration scenarios from the ISO interface to the USB interface might be examined.

The following migration strategies can be evaluated:

Option 1: starting from Release X and/or date dd.mm.yyyy a ME will be allowed to support all 3GPP features only via USB interface. 

Option 2: for some selected 3GPP features the USIM support will only be specified via USB interface. These services should primarily be services for which it is considered that performance over the ISO interface is insufficient.

Option 3: continue to support services on both interfaces and leave the market to decide the interface to be used. For services where it is considered that performance over the ISO interface is insufficient, this should be indicated in the specification of the service.

[The final placement of the following text should be evaluated; the text should be reviewed; some references should be added]

With the evolution of technology some applications residing on USIM like for example ones based on SCWS technology (as described in [x]) use other  ways of presentation of the information to the subscriber than the classical STK. They deliver reach content to the customer using the Internet technologies and as consequence may require an exchange of significantly higher volumes of data between USIM and an application server than a regular STK application. The well established classical ISO protocol offers only limited capabilities in terms of performance and data throughput and other technologies (like high speed interface between ME and USIM) are have only spotted presence on the market. 

As a consequence, there is a need to investigate options to increase performance of application data transmission. 

[end of the section]

[The final placement of the following text should be evaluated; the text should be reviewed; some references should be added]

The USIM card is delivered to the subscriber in personalized with MNO profile and preloaded with MNO specific applications state. Change of market conditions and/or evolution of MNO market strategy may require modification of a date stored on the USIM during its life cycle The OTA mechanisms are standardized for USIM files and classical STK applications and is well adopted by the market.  

With introduction of new applications like using SCWS technology and increase of volume of data stored on a USIM there is need to provide better performing mechanisms to update this data after an USIM card was issued to the market. 

[end of the section]

[The final placement of the following text should be evaluated; the text should be reviewed; some references should be added]

Applications like mobile commerce and banking or access to corporate resources require end-to-end encryption between client and server.

Currently there are various security mechanisms used on the market to protect application data and transport protocols. Some of these mechanisms are standardized by 3GPP (for example GAA), some are specified by other bodies (OMA, SIMalliance, etc.) or are proprietary implementations. 

Additionally, Secure Channel mechanism to secure communication between ME and UICC is specified by ETSI (see [z]). 

There is no standard mechanism to secure the communication of USIM with an external application on protocol and/or application layer. The option to introduce such mechanisms needs to be studied. 

[end of the section]
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