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#### First Change####

5.7
Local IP Access (LIPA)
5.7.1
Description

Local IP Access provides access for IP capable UEs connected via a H(e)NB (i.e. using H(e)NB radio access) to other IP capable entities in the same residential/enterprise IP network.  Traffic for Local IP Access is expected to not traverse the mobile operator’s network except H(e)NB. The residential/enterprise IP network itself and the entities within that network are not within the scope of 3GPP standardisation.
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5.7.2
General requirements

A H(e)NB subsystem shall be able to support Local IP Access in order to provide access for IP capable UEs connected via a H(e)NB subsystem (i.e. using H(e)NB radio access) to other IP capable entities in the same residential/enterprise IP network. 
-
Simultaneous access from a UE to the mobile operator’s core network and Local IP Access to a residential/enterprise IP network shall be supported.

-
Local IP Access traffic shall be done without traversing the operator network. 
-
Subject to regulatory requirements, Local IP Access traffic shall be routable only between the UE andentities within the residential/enterprise IP network.
NOTE:
It is possible that local regulations in some countries require lawful intercept for public access networks but not for private networks. In this case, if LIPA provides access to networks other than the local private network (e.g. the Internet), the operator can decide not to offer LIPA service in those countries because it is not possible to guarantee that the traffic remains in the private local network.
-
A UE shall have a valid subscription with the mobile operator in order to use Local IP Access. 

-
A UE shall be able to use Local IP Access in a visited network subject to roaming agreement between mobile operators.

-
The HPLMN shall be able to enable/disable LIPA usage when the UE roams to particular VPLMNs. 

-
Local IP Access shall not affect services running in parallel for the same UE.

-
Pre-Rel 10 UEs should be able to use Local IP Access.

-
The user may be notified when a H(e)NB provides access to a residential/enterprise IP network
- 
A UE using Local IP Access shall be contactable by another IP endpoint in the same residential/enterprise IP network via Local IP Access. 
-
It shall be possible for a UE to maintain its IP connectivity to the residential/enterprise IP network when moving between H(e)NBs within the same residential/enterprise IP network. Any interruption to this IP connectivity shall be limited to levels comparable to that of the IP connectivity for PLMN services.

NOTE: 
Loss of access to the residential/enterprise IP network is acceptable as a UE moves out of H(e)NB coverage.

-
The mobile operator  shall be able to enable/disable Local IP Access per H(e)NB and per UE.  In particular, the VPLMN shall be able to disable LIPA on a per UE basis irrespective of whether the HPLMN has enabled LIPA for that UE.
-
The H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able enable/disable Local IP Access per H(e)NB.
-
The H(e)NB subsystem shall allow the mobile operator to make traffic and signalling performance measurements related to Local IP Access for each user and for the H(e)NB. 

-
The H(e)NB subsystem shall allow the mobile operator to collect fault management information related to Local IP Access for each H(e)NB.
NOTE:
It is possible for the H(e)NB Hosting Party to use additional access control mechanisms (e.g. using a password) to restrict access of UEs to the residential/corporate IP network. However, such additional access control is out of scope of 3GPP standardisation.
-
Local IP Access shall not compromise the security of the mobile operator’s network.
#### Second Change####

5.9
Selected IP Traffic Offload (SIPTO) for H(e)NB SubSystem
It shall be possible that a H(e)NB SubSystem supports Selected IP Traffic Offload to provide access for a UE connected via a H(e)NB (i.e. using H(e)NB radio access) to a defined IP network (e.g. the Internet). The following requirements apply to support Selected IP Traffic Offload for H(e)NB SubSystem:

· Selected IP Traffic Offload shall be possible to be done without traversing the mobile operator network other than the H(e)NB, subject to regulatory requirements.
NOTE: It is possible that local regulations in some countries require lawful intercept. As a consequence of this regulation, the operator can decide not to enable SIPTO at the H(e)NB as the H(e)NB cannot meet lawful intercept security requirements
· The HPLMN shall be able to enable/disable SIPTO usage when the UE roams to particular VPLMNs
· The mobile operator and the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB. In addition, the VPLMN shall be able to disable SIPTO on a per UE basis irrespective of whether the HPLMN has enabled LIPA for that UE.
Note: There is a possibility that the user's service experience will be different if the user's traffic is offloaded via SIPTO for H(e)NB Subsystems. 

Requirements that are common with Selected IP Traffic Offload for Macro-Cellular Access Network can be found in section 4.3.5 in [4].
#### End of changes####
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