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Discussion:
In TS 22.368, there is one general MTC requirement relating to congestion control and another congestion control requirements related to the Time Tolerant MTC Feature.  

The general Requirement is:

-
The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously attempting data and/or signalling interactions.

Time Tolerant MTC Feature Requirement is:

-
The network operator shall be able to restrict the MTC Devices' access to the network.

Even though the text is very different, the solutions for both sets of requirements in general involve restricting or delaying the MTC Device’s access to the network. With the solutions being similar, it becomes very unclear which solutions should apply to all MTC Devices and which should apply to MTC Devices that have subscribed to the Time Tolerant MTC Feature (or as SA2 calls it Low Priority). As evidence of the ambiguity, there is several email discussions on the SA2 reflector discussing how fine the solutions need to be divided.  Here is a list of potential SA2 solutions (may not be complete): 
- changed behaviour for "fatal NAS reject causes"

- obey MTC access class barring 

- RRC reject with longer wait timer

- Specific behaviour at NAS reject with specific causes or longer back-off

- Means for longer periodic update timers

- Increased background PLMN search timer

- Ignore privacy requirements and always indicate IMSI at PLMN change from non-ePLMN
The top 4 are related to congestion control so which should apply to all MTC Devices and which should apply to only Low Priority? Some guidance from SA1 is required. 
General Guidance:

In principal, there are two options.

Option 1:  
SA1 feels that there is no need to segragate these stage 2 mechanisms and the requirements should apply to all MTC Devices. Therefore SA1 should delete the Time Tolerant feature. This means either; 
· All MTC Devices by definition become Time Tolerant (if delaying or rejecting is done aggressively) and “real time” applications (e.g. anything related to alarms, PoS, fleet tracking) would not be able to use any MTC improvements. 
· Or, if delaying or rejecting is done conservative, there would be no extra optimization for Time Tolerant Applications. 
Whether the delaying or rejecting is done aggressive or conservatively, there would be optimizations not being utilized. 
Option 2:

SA1 feels one set of congestion mechanisms or the tuning thereof (aggressive or conservative), is not sufficient.  The following diagram shows possible congestion characteristics and types:
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From the above figure, there are three main congestion profiles - signalling storms (Async peaks), periodic peaks (e.g. hourly) and time of day loads.  
Signalling storms are cause by things like: 
· MTC Server powers down and MTC Devices continuously do PDP context activations
· A neighbouring MNO fails/shuts down (temporarily) and a huge number MTC Devices roam to the system
· The MTC Subscriber decides to do maintenance on all his MTC Devices at once
· A large power outage occurs and upon power restoration, all MTC Devices try to simultaneously access the network 
· Generally misbehaving applications 

The periodic peaks are caused b/c many applications written to do operations on a periodic basis.
Given this, the guidance recommended should indicated that the general requirement is relating to protecting the network from the async signalling storms which can occur with any MTC Application and the periodic peaks (e.g. hourly) problem is relating to the Time Tolerant Feature or low priority feature. Therefore, the TS 22.368 needs to be modified to include some guidance on when these control mechanisms should be applied. The most noticeable difference is the frequency at which the MTC Device’s signalling or data traffic is delayed or rejected thus a note relating to this is recommended. 
Suggested Solution:

General requirement:
The network shall provide a mechanism to reduce peaks in the data and signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously attempting data and/or signalling interactions. 
Note: This mechanism is not intended to be used to reject or delay MTC Device data and/or signalling traffic due to normal periodic (e.g. hourly) traffic peaks. 

7.2.3
Time tolerant

The MTC Feature Time Tolerant is intended for use with MTC Devices that can delay their data transfer. The purpose of this functionality is to allow the network operator to prevent MTC Devices that are Time Tolerant from accessing the network (e.g. in case of radio access network overload).
For the Time Tolerant MTC Feature:

-
The network operator shall be able to restrict the MTC Devices' access to the network.

-
The network operator shall be able to apply these restrictions to a specific area.
-
The MTC Device shall be able to determine when access to the network is restricted e.g. use network provided information to decide whether to initiate or delay data transfer.
-
Only upon sending data from the MTC Server to the MTC Device an indication may be given back to the MTC Server that the MTC Device is currently not reachable due to the restriction.
Note: The mechanisms for the Time Tolerant MTC Feature are intended to be used to reject or delay MTC Device data and/or signalling traffic due to normal periodic (e.g. hourly) traffic peaks. 
