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1. Introduction
In TS 22.220, Emergency Service and H(e)NB Hosting Party USIM are introduced:
5.6.2 Emergency services

- H(e)NB shall support emergency calls for both CSG and non CSG members as specified in TS 22.101 [4].
5.10
USIM and H(e)NB
Optionally, the H(e)NB may support identification and authentication of the H(e)NB Hosting Party by means of a USIM application.
However, the relationship between them (i.e. if the H(e)NB supports the H(e)NB Hosting Party USIM but the UICC is removed, will normal services and emergency service still be supported on the H(e)NB?) is not clear. This contribution proposes to discuss on this and possible requirements to enhance H(e)NB’s appropriate support on normal services and emergency service.
2. Discussion
In the current HNB registration procedure, from the description of 25.467 and 33.320, if the H(e)NB Hosting Party USIM authentication is not used, HNB will establish the secure tunnel with SeGW after HNB device authentication. So no matter whether the UICC is present or not, HNB registration procedure will be successful because it has nothing to do with the Hosting Party USIM authentication.
If the H(e)NB Hosting Party USIM authentication is used, HNB will establish the secure tunnel with SeGW after both HNB device authentication and Hosting Party USIM authentication.

Let’s consider the following abnormal scenario: if the H(e)NB supports the H(e)NB Hosting Party USIM, but the H(e)NB Hosting Party UICC is removed before or after the Hosting Party USIM authentication, this is after all an abnormal scenario, - the H(e)NB may have invalidity risk. Under this situation, different from the scenarios described in above two paragraphs, the H(e)NB should be considered as operating abnormally. Therefore, it is reasonable that normal services will not be allowed to use. However, as a specific service, emergency service should still be supported under this situation.
As one of the purposes and compelling scenarios for the deployment of H(e)NB is for the supplementary coverage of operator’s network, that H(e)NB does not provide emergency call service means there is no emergency service for UEs in those areas. If the H(e)NB can work and access the core network but it can not provide emergency service, it will be unacceptable to users and run counter to the high level requirement on emergency call. What’s more, since H(e)NB is basically a kind of eNB, it should have the same capability as macro-cell to support emergency service.
Furthermore, as we all know, in many countries, whether there is a SIM card in user’s cell phone or not, emergency call is supported by the cell phone for users. We can assume from this point of view that H(e)NB belongs to user device, it should also try its best to satisfy such requirements for users. From user perspective, extra money is likely to be paid on H(e)NB besides their cell phone, more sufficient services should be provided to them. Especially in emergency scenarios, users who lose their SIM cards can still start the emergency call, however, users whose H(e)NB Hosting Party UICC is removed or lost will not be able to start emergency call via the H(e)NB, it result in that users pay more money to get the limitation to their telecommunication services.
All in all, from the aspects of coverage and service requirements, we should make it clear that H(e)NB should not support normal services while still providing its support on emergency call regardless of whether the H(e)NB Hosting Party UICC is removed from H(e)NB.
3. Conclusion

Based on the discussion in section 2 and the current requirements of service handling of H(e)NB, it is proposed that we agree the CR S1-102108.
