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1 Introduction

1.1 Background

During the technical discussions in CT6 in May 2010, about UICC access to IMS, CT6 sent a LS (S1-102231) to SA1 to ask for more details about SA1 requirement “UICC access to IMS”. SA1 is expected to provide use cases illustrating the use of the UICC access to IMS as well as details of the required features.

1.2 Objectives

The following paper intends to provide illustrative use cases where UICC with access to IMS capabilities could provide additional value to operators and end users.

1.3 One user with multiple 3GPP devices
Mobile users today can be connected to the Internet or its online services anytime anywhere via many devices. Today’s mobile users own typically several devices with specialized features e.g. mobile phone for communication (telephony, instant messaging, RCS, social network…), a laptop for work, a 3GPP modem, a tablet PC (for Internet browsing, online gaming), an e-Reader for e-book… Most of these devices are already today connected via a 3GPP connection. All of these 3GPP connected devices hold a UICC which contains the user subscription to the wireless services. 
From the operator stand point, the user is represented physically by his USIM. In the multiple-devices environment, the mobile user can own several devices and thus is represented by several UICC. 
1.4 Point-To-Multi-Points communication

The conventional concept of Point-to-Point communication between the Operator and its subscribers or a peer-to-peer communication between users has evolved towards a Point-To-Multi-Points type of communications in the multiple devices environment. For instance, the operator has now to manage multiple SIM/USIM/ISIM for each subscriber. To manage the user, the operator has to address ALL user’s devices that contain a UICC. 
Likewise while in the past the user used to send a Peer-To-Peer message (e.g. a contact information) to a friend or colleague, it has now to send one message to all of his friend’s devices. More generally, a sender will not know in advance how many devices his recipient contact has. On the other hand, the recipient may own several devices and will expect to receive a message on any of his devices, and be able to catch the message on the device that is most convenient for him at that specific moment.
Point-to-Multiple-Points messaging is a well supported feature in IMS. The following sections will present the use cases where allowing the USIM to access the handset IMS capabilities could benefit the operators and enhance the user experience.
2 Use Cases
2.1 Use Case: User Authentication to Internet Banking Services and Identity Management
Some operators are looking at providing Identity Management service to their users. As an example, a mobile user benefiting from such service would receive an authentication message from his mobile operator, asking him to enter a PIN, every time he is logging- into his Internet banking service on his PC for instance (“split terminal”). 

For a single device user situation, the message asking for the PIN, is sent inside an SMS to the user’s UICC. The UICC then send a STK command to the Handset asking the handset to display a text and requesting the user to enter his PIN. The PIN is checked by the UICC locally and the UICC then sends an answer back to the operator with the results of the user verification process.

In a multiple device environment (e,g “split terminal”), the message should be sent to all the user’s devices, and the user would pick up the message on the most convenient device at the moment he receives that message. This is possible if the UICCs have access to the device IMS capabilities.

This is useful for instance in user identification for Internet online services, payment on the Internet, mobile banking etc…

2.2 Use Case: Over-The-Air Remote management of single-user-multiple-UICC

Today when an operator needs to update the user’s UICC contents, it uses the OTA remote management platform. The OTA platform would send SMS’s containing the commands that the UICC would execute at the reception the messages. It is based on a point-to-point concept in particular the OTA server sending messages to a single UICC.

When the user has multiple devices, the OTA platform would need in this case, send several set of messages to the deferent user’s UICC. The OTA management of these UICCs could be optimized if a single OTA management message could reach all the UICCs of a specific user.
2.3 Use Case: Over-The-Internet UICC remote management

Some operators are offering “unified” communication package to corporate users or small business users. Such offers bundle a mobile phone subscription and VoIP & Messaging PC/Laptop applications, and are typically deployed inside a USB dongle. These USB dongles are secured by a USIM (user authentication at access and service level). These USIM cannot be addressed by SMS (no 3GPP modem), but still need to be managed as a conventional USIM. The management of such devices could benefit from the use of the SIP/IMS capabilities by allowing the management platform to send/receive SIP/IMS messages to/from the USIM.
2.4 Use Case: UICC content sharing e.g. CSG sharing
With the deployment H(e)NBs to more users, there will be more cases when a user wants to allow a friend to access its CSG. This friend happens to own several devices (e.g. IPhone, IPad, E-Reader and a Laptop). While it is always possible for this friend to key-in manually the CSG ID to each of his devices, one could imagine the benefit for the Hosting Party to be able to send his CSG ID (stored inside his UICC in one of his devices) to ALL his friend’s devices in one shot. This could be achieved if the UICCs have access to the handset IMS capabilities to send and receive SIP/IMS messages.
This capability is also useful in the case of sharing contacts stored in the UICC with other users.

2.5 Use Case: UICC based Rich Communication Suite (RCS) Client
RCS is a communication package that allows user to communicate via instant-messaging, chat, whiteboard, to share documents, videos, pictures and be always in contact with its social network. More and more GSMA RCS pilots are launched worldwide. GSMA RCS is based on IMS. 
Today, more and more handsets are sold with SCWS technology support. Some operators may want to deploy RCS Client on UICCs supporting both SCWS and “UICC Access to IMS” features. These UICC based RCS Client would provide a default RCS client to mobile user without the need to install a full fleshed RCS clients on the handset. This would allow the user to access directly the RCS service and have a fast and first flavor of the service prior to downloading the full fleshed RCS client.
3 Conclusion

This discussion paper presented several use cases where “UICC access to IMS” could enhance the user experience and provide additional value to the operators.

The use cases are:

· Over-The-Air Remote management of single-user-multiple-UICC

· Over-The-Internet UICC remote management

· CSG Sharing

· UICC based Rich Communication Suite (RCS) Client

· User Authentication to Internet Services

These use cases require that:

· A SIP User Agent (SIPUA) be implemented inside the UICC

· The UICC SIPUA be able to register and unregister to/from the IMS
· The UICC SIPUA be able to send SIP messages to multiple and other UICC SIPUA or any other SIPUA

· The UICC SIPUA be able to receive messages from other SIP UA

It is proposed to include the above use cases to the LS answering to CT6 request (S1-102231) for use cases illustrating S1 requirement “UICC access to IMS”.

