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1. Introduction
This document summarises the current standarisation position with regard to business trunking.
2. Reason for Change
It is considered useful in the TR to identify the current standards that exist for enterprise interconnection to the public network.
3. Conclusions

A clear understanding of the existing standards is needed.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.8yz. It should be noted that the intention is not to provide a complete description of each existing scenario, and references are included in the text to the some of documentation that does exist elsewhere; rather it is to focus on issues that can be of interest to the SA1 discussion. It should also be noted that proposed subclause x.2.4 does detail stage 2 and stage 3 work as well as stage 1.
* * * First Change * * * *

<Proposed change in revision marks>
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* * * Next Change * * * *
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x
Existing enterprise capabilities

x.2
Business trunking
x.2.1
Introduction

ETSI TS 181 019 [xx] defines business trunking as the connection of an NGCN (i.e. an enterprse network of one or PBXs) to an NGN (i.e. the public network). To support this, the NGN can provide a business trunking application as defined in ETSI TS 181 019 [xx]:


"business trunking application, where the NGN hosts transit capabilities between NGCNs, break-in capabilities from NGN to NGCN and break-out capabilities from NGCN to NGN. A business trunking application may also host additional capabilities beyond basic break-in, break-out and transit capabilities to the NGCN. Typically there is no corporate network terminal equipment connected directly to an NGN."
ETSI TS 182 023 [yy] categorises the various enterprise NGN interaction scenarios. Business trunking is scenario 5 (subscription-based) and scenario 6 (peering-based).
x.2.2
Regulatory requirements

x.2.2.1
Introduction

Where the traffic is identified as private network traffic, the public network is merely emulating what an enterprise would normally support with PBX equipment. Therefore, dependent on the national administration, the regulatory requirements may be different from existing public network traffic.
x.2.2.2
Lawful interception

Calls identified as private network traffic, can be subject to different regulatory requirements for lawful interception to that for public network traffic. This depends on the regulatory requirements of the national administration.

ETSI TS 181 019 [xx] identifies these requirements.
x.2.2.3
Emergency service

Only calls within public network traffic are handled as public network emergency calls.
In order for a call within private network traffic to be identified as an emergency call, the call arrives at a business trunking application server, and at this point the rules for the enterprise are applied, and the call is identified as needing to be routed as a public network emergency call. The call then breaks-out into the public network and is routed as such to a PSAP by the NGN. It is the responsibility of the application server providing the HES functionality to ensure that the break-out occurs in the appropriate public network, such that that public network is able to route the call to a PSAP that is able to service that user.
Other IMS entities should not assume that any call identified as private network traffic is an emergency call, as the enterprise may have its own rules for routeing such calls to a private PSAP rather than the public PSAP, and these rules need to be respected, particular as these may relate to agreements between the enterprise and the emergency services that do not involve the public operator.

ETSI TS 181 019 [xx] discusses this flexibility.
x.2.2.4
Malicious call identification

Calls identified as private network traffic, can be subject to different regulatory requirements for malicious call identification to that for public network traffic. Malicious call identification might only identify that the call originates from an enterprise, rather than the specific enterprise user. This depends on the regulatory requirements of the national administration. 

ETSI TS 181 019 [xx] defines requirements for handling as outside the scope of NGN documents.
x.2.2.5
Anonymous communication rejection

Calls identified as private network traffic, can be subject to different regulatory requirements. An identity from within the enterprise (including the business trunking environment) may not be available to the NGN due to trust domain issues, and in those cases the identity is not available due to interworking. 

ETSI TS 181 019 [xx] defines requirements for handling as outside the scope of NGN documents.
x.2.3
Numbering and addressing

Users within the enterprise can be addressed:

-
via local telecommunication numbers with a phone context that may be the domain name relating to the enterprise, or the most significant digits of some global number assigned to the enterprise; and

-
via SIP, or other URIs with a domain name that relates to the enterprise.
x.2.4
Existing standards implementation
x.2.4.1
Introduction

Two mechanisms are currently identified for implementation of business trunking:

1)
Subscription-based business trunking. In this mechanism, the NGCN is attached to the IMS at the P-CSCF. The NGCN gateway registers with the IMS in order to authentication, etc. Services are provided as to a UE.

2)
Peering-based business trunking. In this mechanism, the NGCN is attached to the IMS via an IBCF, as if it was another network. No registration is required.

Further description of these two mechanisms is identified in the following subclauses.

x.2.4.2
Subscription-based business trunking

The ETSI documentation for this exists at TISPAN release 2 and is defined in ETSI TS 182 025 [zz]. This defines the behaviour of the NGCN in regard to provision of services, handling of identity, etc.

In 3GPP release 8 (and in common IMS, TISPAN release 2), the functionality of the IMS has been enhanced to provide the following functionality:

1)
No modification of the Request-URI on incoming calls. For normal IMS calls (in accordance with SIP registrar behaviour) the Request-URI is replaced with the registered contact URI at the S-CSCF. Where subscription-based business trunking is in use, the Request-URI is not replaced, and the registered contact is placed in a Route header field of the incoming request;

2)
Ability to implicitly register ranges of URIs using wildcarded public user identity. The NGCN gateway registers a single URI, and, as in normal behaviour, the HSS matches this with a number of URIs as an implicit registration set which are also registered. Any of these URIs can be a wildcarded public user identity, whereby a number of URIs are represented by a regular expression;

3)
Modifications to the identity recognition at the P-CSCF, in order that identities are not matched at the P-CSCF, but are forwarded unchanged into the NGN, and if required subsequent processing can occur at the business trunking application server. In this case the served identity is represented by the P-Served-User header field contents;

4)
Identification of private network calls by a new P-Private-Network-Indication header field, which is either validated at the P-CSCF, or inserted at the P-CSCF where it is missing but expected as part of the service agreement.
Work is in progress at 3GPP release 10 (nominally as part of the IMSProtoc4 work item) to allow the information the P-CSCF needs in relation to the NGCN service agreement to be downloaded to it as part of the registration process). This work was originally intended as part of 3GPP release 8 but no agreement could be made on the protocol mechanism. This work is also needed to support multimedia priority services. In the absence of this mechanism configuration is used.
No standard changes have been required to deal with the requirements of legal interception, malicious call identification, and anonymous call rejection.
In support of emergency calls at 3GPP release 10, SA2 has work in progress to allow the business trunking application server to route emergency calls to a PSAP, where the emergency call arrived as a private network call and the business trunking application provides the breakout function. Where the call arrives as a public network call, no standards changes have been required.
For numbering and addressing, additional explanatory work may be required in regard to how the public network hosts domain names that may be otherwise associated with the enterprise. It is not clear if this is somethat that needs a standards body. It should be noted that such hostings apply for all usages of the domain name, independent of the type of URI in which it is contained.
x.2.4.3
Peering-based business trunking

The ETSI documentation for this exists at TISPAN release 2 and is defined in ETSI TS 182 025 [zz]. This defines the behaviour of the NGCN in regard to provision of services, handling of identity, etc.

In 3GPP release 8 (and in common IMS, TISPAN release 2), the functionality of the IMS has been enhanced to provide the following functionality:

1)
Modifications to the identity recognition at the IBCF;

2)
Identification of private network calls by a new P-Private-Network-Indication header field, which is either validated at the IBCF, or inserted at the IBCF where it is missing but expected as part of the service agreement.

No standard changes have been required to deal with the requirements of legal interception, malicious call identification, and anonymous call rejection.

In support of emergency calls at 3GPP release 10, SA2 has work in progress to allow the IBCF to route emergency calls to a PSAP, where the emergency call arrives as a public network call. 

Proposals have been made at 3GPP release 10 in SA2 to allow enterprise calls to be routed from the IBCF to an application server, such that business trunking applications can be provided in the same manner as for subscription-based business trunking. These are currently defined as required, but this specific means of implementation has not been agreed. If this is agreed, then the existing SA2 work on emergency calls at release 10 will automatically encompass the handling of emergency calls that arrive as private network calls which the business trunking application then breaks-out.
For numbering and addressing, additional explanatory work may be required in regard to how the public network hosts domain names that may be otherwise associated with the enterprise. It is not clear if this is somethat that needs a standards body. It should be noted that such hostings apply for all usages of the domain name, independent of the type of URI in which it is contained.
