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1. Introduction 
This contribution proposes to introduce use case for high volume data transmission and USIM security transport and application security. 
2. Proposal 

----------------------- Change 1 ------------------------
2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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GSMA Smart SIM project deliverables - http://www.gsmworld.com/newsroom/document-library/technical_documents.htm;
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ETSI TS 102 484 "Smart cards; Secure channel between a UICC and an end-point terminal"
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------------------ End of Change 1 -------------------
----------------------- Change 2 ------------------------
4
Use cases

4.X
High volume application data transmission
USIM based applications both stand alone the USIM card (e.g., roaming management application) and client-server applications like STK (see [y]) based Information On Demand or S@T (SIMalliance Toolbox, see [yy]) are well adopted by the market and are used by the majority of MNO’s. 
With the evolution of technology some applications residing on USIM like for example ones based on SCWS technology (as described in [x]) use other  ways of presentation of the information to the subscriber than the classical STK. They deliver reach content to the customer using the Internet technologies and as consequence may require an exchange of significantly higher volumes of data between USIM and an application server than a regular STK application. The well established classical ISO protocol offers only limited capabilities in terms of performance and data throughput and other technologies (like high speed interface between ME and USIM) are have only spotted presence on the market. 
As a consequence, there is a need to investigate options to increase performance of application data transmission. 
------------------ End of Change 2 -------------------
----------------------- Change 3 ------------------------

4
Use cases

4.Y
Management of data located on USIM
The USIM card is delivered to the subscriber in personalized with MNO profile and preloaded with MNO specific applications state. Change of market conditions and/or evolution of MNO market strategy may require modification of a date stored on the USIM during its life cycle The OTA mechanisms are standardized for USIM files and classical STK applications and is well adopted by the market.  
With introduction of new applications like using SCWS technology and increase of volume of data stored on a USIM (please refer to [x]) there is need to provide better performing mechanisms to update this data after an USIM card was issued to the market. 
------------------ End of Change 3 -------------------
----------------------- Change 4 ------------------------

4
Use cases

4.Z
Secure applications
Applications like mobile commerce and banking or access to corporate resources require end-to-end encryption between client and server. USIM can host the application and/or application security credentials. 
Currently there are various security mechanisms used on the market to protect application data and transport protocols. Some of these mechanisms are standardized by 3GPP (for example GAA), some are specified by other bodies (OMA, SIMalliance, etc.) or are proprietary implementations. 
Additionally, Secure Channel mechanism to secure communication between ME and UICC is specified by ETSI (see [z]). 
There is no standard mechanism to secure the communication of USIM with an external application on protocol and/or application layer. The option to introduce such mechanisms needs to be studied. 
------------------ End of Change 4 -------------------


















