3GPP TSG-SA WG1 Meeting #50 
S1-101057
Venice, Italia, EU 10th – 14th May 2010
Title:

MTC devices acting as a gateway
Ag. Item:
7.1 - Network improvements for Machine-Type communications
Source:
InterDigital Communications, LLC


Contact:
oscar.lopez-torres@interdigital.com
Document:
For discussion and input to New Rel.11 WI
1 Introduction

In the last SA1# 49 meeting it was decided to start discussions on possible new WI for NIMTC for Release 11. The following items have been suggested:
· Network optimizations for MTC Device – MTC Device communications
· Network optimizations for MTC Devices that act as a gateway for a “capillary network” of other devices
· Network optimizations for MTC Devices that are co-located with other MTC Devices
This paper discusses the need to consider this next level of optimizations for the second item.
2 Problem Description

For certain MTC applications there exists the need that MTC devices operate with very low power consumption and/or low data communications. In order to avoid the need for device maintenance, the battery power of such devices need to last in the order of years. For such devices it becomes difficult to directly access the mobile or fixed network.

Furthermore, in order to reduce congestion to the network and to facilitate connectivity by these MTC devices, which may not have mobile connectivity capability, a means of accessing the mobile network is desired.

Thus, there is a need for a Gateway device acting as an aggregator node and as a proxy on behalf of the network. These Gateway devices connect the underlying MTC devices through a “capillary network.” The Gateway can perform several functions such as data forwarding, data aggregation, security handling, device monitoring, etc. 

In conclusion, in order to facilitate certain types of applications, it becomes necessary for MTC devices to act as a Gateway and provide certain Gateway-related functionality.
3 Applications

MTC applications for eHealth [ref. 1] enable:

· Remote monitoring of patient health and fitness information
· Triggering of alarms when critical conditions are detected
· Remote control of certain medical treatments or parameters
The most important use case for e-health application is described below.

Remote Patient Monitoring: 

This use case is focused on the transport of messages between the remote monitoring devices and the MTC service capability provider layer. The remote monitoring device is prepared for use and communication by the action of the patient or medical professional. It gathers patient measurements, data, or events. Data may be communicated each time the device gathers the data, accumulated measurements may be communicated periodically; e.g., hourly or daily, or data may be delivered upon request or upon certain events.
Life threatening or otherwise critical measurements or events may need to be detected and sent on a guaranteed time critical and orderly basis. For these measurements, the device state may need to be frequently verified by the MTC service capability network or the MTC applications entity.
Data Packets are sent to the MTC network application and routed to MTC application entities.
These procedures may be managed by the medical professional or care coordinator. In order to acquire the information on a patient’s health or fitness, appropriate sensors have to be used. For this reason, the patient or monitored person typically wears one or more sensor devices that record health and fitness indicators such as blood pressure, body temperature, heart rate, weight, etc. Because typically these sensors have to cope with severe limitations on form factor and battery consumption, in most cases it is expected that they need to forward the collected data with some short range technology to a device that can act as an aggregator of the collected information and a Gateway towards a back-end entity that is supposed to store and possibly react to the collected data.
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