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1 Introduction

In the last SA1#49 meeting, it was decided to start discussion on possible new WID for NIMTC for Release 11. Among the items that have been suggested are:
· Network optimizations for MTC Device – MTC Device communications
· Network optimizations for MTC Devices that act as a gateway for a “capillary network” of other devices
· Network optimizations for MTC Devices that are co-located with other MTC Devices
This paper discusses the need to consider this next level of optimizations for the third item.
2 Problem Description

This section describes network optimizations for MTC Devices that are co-located and for MTC Devices acting as a gateway.

There are at least two critical areas that should be taken into consideration for a large number of co-located MTC devices, these are:
· Peak Loads, and
· Signalling Congestion; at set up, release, and potential MTC call/session updates
In order to optimize peak loads and signalling congestion, MTC features were introduced in [ref. 1] such as Time Controlled and Time Tolerant features for MTC Devices. Moreover, it was agreed that the Time Controlled behaviour must be randomized to prevent overlapping of communication, especially initial signalling, by MTC Devices.
However, with the massive increase of MTC Devices triggered by economies of scale, the proposed features might not be enough to avoid signalling congestion and peak loads. Even if all MTC communication is scheduled to take place in hours of the day where there is no Human to Human communication, there might still be too many MTC devices accessing the network at the same time. 

The paper “Randomized Time Control” [ref. 2] shows that these features do not necessarily avoid the peak loads at the end of the “Time Controlled period”.

The MTC features in [ref. 1] also allow the network to reject an attachment or connection request during a defined forbidden time interval. However, concern was already raised that rejecting an attachment may be too late if the network is already congested, since the attachment request would add to the congestion.
Although some signalling congestion and peak load issues can be somewhat controlled by coordinating MTC applications’ access to the network, the network operator should still have the capability to control signalling independently of MTC applications’ behaviour. 

In conclusion, it is of concern that several co-located MTC devices could cause signalling congestion and peak loads, and solutions for this issue should be investigated.
The “Group based method” optimizes the allocation of network and radio resources and the use of identifiers for addressing mechanism. This method can help avoid traffic congestion, peak overload, and improve resource availability for a large number of devices.
3 Applications

“Smart Meter” is commonly used to refer to utility meters which for instance meter water, gas, or electricity, these devices communicate with a network. Interoperability standardization is ongoing in this field; a European Commission mandate [ref. 3] is driving work in ETSI on this subject; in turn this is influencing 3GPP standardization effort [ref. 1].
There are numerous use cases applicable to Smart Metering, as described in [ref. 3], some of them are:
· Utility companies may receive periodic or on-demand meter reads (other data such as outage information or power quality may also be reported)
· Utility companies do initial installation of smart meters. These meters perform auto configuration and have the capability to be managed remotely such as software updates, maintenance tasks, etc
· Utility companies may shift tariff rates and times; smart meters may support various payment methods including prepayment
· Smart meters may facilitate demand based tariffs, report consumption information and respond to actions from the utility provider; e.g., a user may reduce the household demand based on an alert from a meter
As “Smart Meters” are deployed using cellular and fixed networks, the load on these networks will increase significantly. It has been observed that the traffic patterns of signalling plus data is different for different use cases. There are some cases where traffic can be transmitted periodically after the devices accumulate data over a certain period of time. But, if each device has to periodically register with the network, establish communication channels, and then deregister, it will create congestion and overload the network. There exist also cases like “remote maintenance” or “facilitating demand response” where traffic may be generated frequently at any point of time and needs to be communicated instantly. These cases will add to the congestion if communication is managed on a per MTC device basis.
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