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1. Introduction

At last SA1 meeting, ‘access duration’ was first introduced in Time Controlled MTC Feature (S1-100386), the purposes of which are:

1) let MTC Device finish data transmission with MTC Server during this period;

2) then let the network initiate disconnection of the MTC Device from the network after data transmission to reduce the amount of signalling within the defined access grant time interval.
[image: image1.png]2. What happens with the connections of the MTC Devices at the end of the access period?.
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To reduce not only restrict data traffic to within non-busy hours, but also reduce the amount of
signalling within the access grant window, an operator may prefer that the MTC Devices
disconnect from the network after finalizing their communication..

.
Typically, an MTC User (e.g. an energy company) with a large amount (e.g. 100,000) of MTC
Devices agrees with an operator on an access grant time interval. However, each individual
MTC Device does not need the total duration of the access grant time interval to communicate
with the MTC User. Typically 5-10 minutes suffices for many applications. Preferably, the
duration of the period in which an MTC Device is connected during the access grant time
interval can be limited..

.

We propose the introduction of an access duration period. After this access duration period, the
network initiates disconnecting of the MTC Device. Start of the dommunication can be initiated
within the whole access grant time interval. This is illustrated in Figure 2 below..




The following requirement was subsequently introduced for access duration:

-
The network shall restrict the duration of access by terminating access (e.g. detach or disconnect a data connection) after a defined access duration.
2. Discussion

Firstly, if we have the ‘access duration’ defined in access grant time interval, we need to guarantee that this access duration should be at least long enough to ensure that the MTC Device can finish current communication with MTC Server during this period. So the ‘access duration’ may be application-related and determined by MTC User. However, if in some extraordinary occasions, the MTC Device needs more time for data transmission than the defined access duration, it will not be able to finish the data transmission because the network initiates disconnection of the MTC Device once the access duration expires. This may lead to the MTC Device attempting to access the network again for retransmission.  One of the following two cases may occur:

(1) Assuming that the entire data is re-transmitted in this subsequent attempt, it will fail again since the access duration granted is insufficient.  This will leads to the MTC Device making multiple consecutive attempts to access the network throughout the access grant time interval.  
(2) On the other hand, suppose the re-transmission can be started from the point where the previous transmission was cut-off, the transmission will eventually succeed with multiple access attempts.  
In both the above cases, the introduction of access duration actually increases the amount of siganlling required by forcing the MTC Device to access the network multiple times.  
Secondly, as for the objective of reducing unnecessary consumption of network resources and signaling, MTC Devices subscribing to other MTC Features may also present similar issue. For example, MTC Device with Low Mobility may also remain attached or connected to the network after data transmission. This may also lead to more signaling interaction. Thus to reduce signaling, it is much better to have MTC Devices disconnecting themselves from the network after data transmission, instead of specifying a specific access duration (which would mean extra network processing load to enforce such access duration).
Lastly, we already have a general requirement in Section 7.1.1:
-
MTC Devices may be kept offline or online when not communicating, depending on operator policies and MTC Application requirements.

With this requirement, it is the operator policies or MTC Application requirement which decide whether the MTC Devices should be kept offline or online after data transmission. This general requirement alone should be sufficient to ensure minimal signalling.  There is no need to define an ‘access duration’ mechanism which adds network complexity for administering such mechanism, and, as earlier analysis have shown, may sometimes lead to even more signalling. 
3. Proposal

We propose to remove ‘access duration’ from Time Controlled MTC Feature. CR S1-101042 is related to this discussion paper.


















