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Introduction

This contribution discusses possible requirement for PAM.

Discussion

PAM as described in the TS 22.368 is a mechanism for the MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. In order to get services from the network, it is clear that an attach procedure is needed for the MTC Device which has not been attached to the network. However, there are some scenarios as listed below for which the MTC Device may not be attached to the network. 
i) Location not allowed Use case

It is similar to the traditional H2H Devices, when the MTC Devices accesses the network, the network may check whether the current location is allowed. If rejected (forbidden LA, RAI or TAI), the network does not allow the MTC Devices access to the network. 
ii) Access time not allowed Use case
For the MTC Devices with time control MTC Feature, the network may check whether the access (e.g. attaches to the network or send/receive data) to the network is during a defined time period. Outside this defined time period, the network does not allow the MTC Devices access to the network. 

iii) RAT Type not allowed Use case

It is similar to the traditional H2H Devices when the MTC Devices accesses the network, the network shall check whether the current RAT Type is allowed. If rejected, the network does not allow the MTC Devices access to the network. 

iv) Roaming not allowed Use case

It is similar to the traditional H2H Devices when the MTC Devices accesses the network, the network shall check whether the Roaming is allowed. If rejected (forbidden PLMN), the network does not allow the MTC Devices access to the network. 

If the network regards the PAM as a normal service, all above use cases (maybe there are other use cases as well) result in the MTC Devices not being attached to the network and hence can not issue alarm in the event of e.g. theft, vandalism or other needs for immediate attention. 
Otherwise, first, the proper attach is required for PAM, and then, the network may ignore certain Location not allowed, Access Time not allowed, RAT Type not allowed and Roaming not allowed etc. So, only the PAM is allowed and other normal services are rejected.
But we think that PAM should be allowed even the MTC Device can not receive normal services for some reasons and therefore it is proposed to add the following requirement for PAM：

- It shall be possible for the MTC Device to send the priority alarm message even when it can not receive normal services for some reasons e.g, Location not allowed, Access Time not allowed, RAT Type not allowed and Roaming not allowed etc.
Proposal
The following changes are proposed for TS 22.368.
**********************start of first change ***********************
7.2.12
Priority Alarm Message (PAM)

The MTC Feature PAM is intended for use with MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. The conditions for generating a PAM are outside of the scope of this specification. 

For the Priority Alarm Message MTC Feature:

-
The priority alarm message shall take precedence over any other optimisation categories.
-
It shall be possible for the MTC Device to send the priority alarm message even when it can not receive normal services for some reasons e.g. Location not allowed, Access Time not allowed, RAT Type not allowed and Roaming not allowed etc
Editor’s Note: FFS: requirements need to be added for this optimisation category.

**********************end of change ***********************
Recommendation
Discuss and Agree.
