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Discussion
Different network optimizations (network features) are identified in TS 22.368. These can be subscribed and then applied when the M2M system is provisioned and/or when traffic to/from the different applications is run.

In addition, the features are indicated to be activated/deactivated on demand by the MTC Subscriber.

In order to synchronize the characteristics of the service requested with the optimizations (features) in the network, some sort of mapping should be identified.
Understanding that 3GPP is not focusing on the MTC server functionality or on the interactions between the application and the MTC server, a need arise to identify the relevant characteristics of the service(s) that the application may demand from the different network levels.

ETSI M2M has identified a number of service properties, derived from a number of application use cases, that will characterize the demands from the application. These properties should find a map on the networks features and optimizations being defined at network level.

Currently, both 3GPP and ETSI are discussing in an isolated mode, resulting in an obvious (but not irresolvable) mismatch between service properties and network features. A direct mapping is not clear for some of them, and possibly too many are being discussed in both places, which may imply delays in implementations. 

It should be noticed the need for prioritization of features at SA2 level and this contribution aims to help the discussion on such priorities taking into account what other bodies are already progressing.
3GPP MTC Features

3GPP has currently defined the following network features (to be subscribed independently and to be activated/deactivated upon MTC subscriber request).

 

· Low Mobility
· Time Controlled
· Time Tolerant
· Packet Switched (PS) Only
· Online Small Data Transmissions
· Offline Small Data Transmissions
· Mobile Originated Only
· Infrequent Mobile Terminated
· MTC Monitoring
· Offline Indication
· Jamming Indication
· Priority Alarm Message (PAM
· Extra Low Power Consumption
· Secure Connection
· Location Specific Trigger
· Group Based MTC Features
· General
· Group Based Policing
· Group Based Addressing
The requirements associated with those are well known by the SA1 community and there is no need to repeat them in this discussion (see Ericsson comments in S1-xxxxxx).

ETSI M2M Service Properties
These are the service properties (with brief description characterizing the applications that will make use of the M2M framework) being defined in ETSI M2M. ETSI has currently proposed values for the properties.
· Mobility:

Location changes can be induced by unpredictable external factors or by controlled motion. Also, objects may dynamically be introduced into a network and removed from it later (i.e. roaming). 

· Group communications:

Anycast, unicast, multicast and broadcast services are important for efficient application support. Facility Management systems require different communication schema to solicit or post network information. Broadcasts or any-casts need to be used to resolve non-defined references within an object when the object first joins the network. As with any network communication, broadcasting should be minimized. This is especially a problem for small embedded devices with limited network bandwidth. In many cases a global broadcast could be replaced with multicast or anycast. 

· Authentication:

This property indicates whether authentication of the entity that requested the service and the entities that are addressed by the service is needed. If there is no need for authentication, this could be used to optimize functionality in the network. 

· Integrity:
Not all M2M applications may have to rely on integrity of the transmitted information. On the other hand, integrity of information delivered with M2M services might be very important for other M2M applications. Therefore, the property “Integrity” allows to indicate whether mechanisms are to be supported to guarantee integrity. 

· Scheduling delay:
Whether a M2M service is delay tolerant to scheduling delays or not is also an important aspect when it comes to network optimization for M2M applications. It is possible that M2M applications are quite tolerant to delays when transmitting M2M information – for instance smart metering applications, where a read out of a meter value might be delayed by a substantial amount of time compared to the duration of most other procedure in a network. Also in case M2M Devices use extensive sleep times, it might not possible to deliver information within tight delay constraints. Therefore, it would be helpful if the network would know what the requirement on delay would be. 

· Maximum average data rate and peak data rate:
In order to characterize the bandwidth requirements of an M2M Service Class, it is suggested to use two metrics. The first one is a limit for the maximum average data rate (over some specified time interval) that an M2M service has to support. As a second metric to characterize the bandwidth requirements of an M2M service the peak data rate is considered. 

· Confidentiality:
Support or lack of support of confidentiality – i.e. end-to-end encryption – is a property that can be used for cost / complexity / performance optimization. In case a M2M application does not care about confidentiality, it could help the network, if it was aware of that property.

· Loss tolerance:
M2M applications might be in need of M2M services that are guaranteeing lossless transmission of information. Other M2M application might not need such connectivity and may have their own mechanisms how to deal with losses. Therefore, loss tolerance of M2M services is another area of interest to allow for cost / complexity / performance optimization in the network. 

· Localization:
M2M applications might be in need of M2M services that are localizing source and/or destination of the information transmission. Therefore, localization needs to be indicated to the network. 

· Device integrity check:
Some M2M applications might need support to check integrity of M2M Devices each time when a M2M service is requested. 

· Persistence: 
Some M2M applications might request the same M2M service on a more regular and continuous bases. In that case it would be good if the network could establish a persistent connectivity that will persist beyond the point in time when an individual transmission of information is completed. This persistent connectivity could be disabled once the network is requested by the requesting source to do so or until a timer expires. On the other hand M2M applications might use M2M services very infrequent and irregular without any possibility to predict how soon a M2M service would be needed again after a first request. In that case the network would need to know that the connectivity can be removed after transmission of information is completed after an individual request.

· Confirm:
A message may be unconfirmed, confirmed or transaction controlled. Transaction control is a messaging capability which has to implement functionality for commit and rollback as well as for locking involved data sets.

· Priority:
Services and communications services may operate at different priority levels. Thus, this attribute refers to the ability to assign communications a specific priority. Ongoing communications may be interrupted in order to serve a flow with higher priority (i.e. pre-emption).

· Logging:
Accounting with logging capability is the basis for billing and repudiation settlement. For billing Charge Data Records (CDRs) are logged, i.e. charging. Messaging and transactions requiring non-repudiation shall be logged. Logs shall be retrievable upon request.

· Anonymity:
If anonymity is requested by an M2M Application from the M2M Device side and the request is accepted by the network, the network infrastructure will hide the identity and the location of the requestor, subject to regulatory requirements.

· Time Stamp:
M2M communication such as generating information of high value used for billing may require time stamping. For such communications, a secure and trusted time stamp needs to be generated that can be used in the network and the device.
Potential Mapping

As it can be seen, both sets do not have a 1-to-1 mapping although some of them have similarities as follows:

· Mobility related 

The request from Application to make use of (or subscribe to) mobility capabilities or not should have an equivalent at the network level, both when communication towards the devices is needed and at subscription level:
Mobility <-> Low Mobility
· Group Communication related:

Handling of large groups of devices is the most likely situation in the current MTC applications. Optimized addressing of large groups is critical:
Group Communication <-> Group based MTC Features

· Scheduling or time related

Real time, store and forward or simply best effort delivery/reception of information can help avoiding high load peaks in the network while at the same time allow for real time delivery of information for those applications demanding so.



Scheduling delay <-> Time Controlled + Time Tolerant

· Data rate related
It is assumed that network may benefit from knowing the “amount” of data a device or group of devices will handle in average. Subscriptions ($$$) may benefit from knowing the average data rate as well as the peak data rate an application will make us of.

Maximum average data rate and peak data rate <-> Online + Offline Small Data Transmissions

NOTE: Off-line conditions may be related to the non-persistent nature of the connection.

· Priority related
Specific applications may demand some flows of data to be handled with priority over other flows, e.g. fire sensors in building automation. Network shall expedite the treatment of that information.

Priority <-> PAM 
· Security related

Secure delivery of information between applications and devices may be an essential requirement for some applications whilst others may relax these needs allowing cost/performance or complexity optimizations in the network.

Confidentiality/Anonimity/Integrity <-> Secure connection 
For the rest of network features and service properties, no immediate mapping is seen. It is assumed that some of the features described by SA1 may be used mainly for SLA validation (e.g. jamming, off-line features) and not specifically for MTC traffic handling, resulting in difficult mapping at service level.
On the contrary, some service properties will require e.g specific QoS requirements in the flows being handled (loss tolerant applications) but do not have the level of network optimizations specific for machine type communications. 

Special attention should be paid for the case of applications demanding persistent/non-persistent connections, where network resources can be largely optimized and which may require specific monitoring capabilities.  
Proposal

It is proposed that SA1 evaluates the suggested mapping and also discusses the suitability of prioritizing the number of features/properties in conjunction with ETSI M2M (and SA2), liaising the result of the prioritization discussion, so that a harmonized M2M solution is standardized.
